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Ch.1 Introducing huperVision

Chapter 1

Introducing huperVision

The huperVision Surveillance System is the perfect security solution for the home and
small businesses, as well as for large sites such as schools, airport terminals, office and
condominium buildings, factories, and supermarkets. By installing the huperVision suite
into the computer that is connected with surveillance cameras, motion sensors, and alarm
devices and that will act as the DVR (digital video recorder) server, you can monitor from
this server both in- and outdoor premises, and record intruder break-ins, suspicious
packages left on-scene, thefts, and any other abnormal activities on digital video. By using
the client programs such as huperRemote, Remote Viewer or huperRemote PDA, you
would also be able to monitor surveillance video from a remote computer or even a PDA.

The huperVision Surveillance System provides the following set of programs:

Q Site Server
[Programs > huperVision > Site Server]

Site Server is the main surveillance and digital recording program. Its user interface
allows live monitoring of up to 16 video cameras (such as CCTV and PTZ video
cameras) and 16 sensor units, and provides event detection/notification capabilities.
You can set up Site Server to detect events using Motion detection, Sensor detection,
Missing/left object detection, Virtual fence detection, Secure zone detection, etc. This
program can also be configured to automatically record detected events, trigger alarms,
and/or send notifications (such as sending e-mail, dialing out to a phone, etc.). You can
have the same configuration options for all camera/sensor devices or specify different
settings for each device.

See "Chapter 2 Site Server" for details.

U Record Player
[Programs > huperVision > Record Player]

Record Player allows you to search and view previously recorded surveillance video.
You can search for video records by specifying the camera number or the type of event
(such as Motion detection, Virtual fence detection, etc.). This innovative smart search
and detection technology saves you much time in locating certain video recordings
from a huge database.

See "Chapter 3 Record Player" for details.
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O Backup Scheduler
[Programs > huperVision > Backup Scheduler]

Backup Scheduler allows you to make backups of the recorded videos. You can initiate
the backup process manually, or configure this program to perform automatic backup
onto the specified storage locations.

See "Chapter 4 Backup Server" for details.

QO huperRemote
[Programs > huperRemote> huperRemote]

huperRemote is a specially designed client software that allows users to view remote
video cameras and record the video and audio from these cameras to the local
computer. It also allows users to download and view video recordings from remote
DVR servers. Other features include scheduled recording, remote PTZ camera control,
weighted bandwidth assignment (for smoother viewing of remote cameras), two-way
voice communication, and remote live sound broadcast.

See "Chapter 5 huperRemote" for details.

U Remote Viewer and Remote Record Player
[Programs > Remote Viewer HV > Remote Viewer ] and [Programs > Remote Viewer
HV > Remote Record Player ]

Remote Viewer allows live video surveillance and recording in a remote computer via a
Web browser. Remote users that are granted sufficient rights will be able to monitor
video cameras, control PTZ cameras, record events on digital video, and play back
recorded events, and talk to the DVR Site Server. See "Chapter 6 Remote Viewer" for
details.

Whereas Remote Record Player allows you to download a video recording from a
remote DVR server to your local computer. Specify the date and time of the video
recording to download, then after downloading, you can play back the video recording
using this same program. See "Chapter 7 Remote Record Player" for details.

U huperRemote PDA

huperRemote PDA is a client software that allows users to view remote video cameras
and control remote PTZ cameras right on the PDA. See "Chapter 8 huperRemote
PDA" for details.

O List Server

List Server keeps track of the DVR servers that are connected on the network and
maintains the user account database. This program runs in the background. See
"Chapter 9 List Server” for details.
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Features

Site Server

U Multi-screen, High-Quality Video Display

* 1,4,6,7,9, 10, 13, and 16 split-screen layout.

* Supports full-screen view.

* Excellent video display quality without trailing or 'ghost' effect.

* Adjustable brightness, contrast, saturation, and hue for a clearer camera picture.

* Visibility enhancement impressively enhances dark/nighttime video for better
viewing.

* Sharpness adjustment increases readability of blurred text or sharpens blurred
images that's on the camera video.

e Noise reduction eliminates camera video noise, and also reduces noise in dark
scenes or nighttime environment.

* Supports digital zoom for magnifying the live camera view.

* Caption display on the split screens.

O Advanced Surveillance Features

e Supports the integration of traditional security sensors and devices.
* Device control support I/O devices up to 16 sensor inputs and 16 relay outputs.
* Features an electronic map that lays out the location of video cameras, sensors
and alarm devices.
* Advanced PTZ control functions include:
* Adjustable iris level, focus, pan speed, and tilt speed
* Auto-panning and auto-loop
e A joystick or keyboard can be used to control the PTZ camera.
¢ Direct PTZ Control for monitoring and controlling high-end smart dome PTZ
cameras.
* Converse with a colleague or security guard who's in another location using the
Talk feature.
* Responds to events by notification or by sending signals to external devices such
as alarms.

* Task scheduling for video recording, motion detection, and event notification.

U Notification

* Capture image snapshots when an event is detected and send e-mail notification
with image attachment. Time interval between snapshots can be set from 1 up to
5 seconds.

* Event notification by phone, e-mail, fax, alarm, or flashing message.

* Phone notification on video loss.

 Trigger traditional alarm devices.

* Auto-generate and send by e-mail reports that show information about detected
events on a daily, weekly or monthly basis.




O Complete Digital Video and Audio Recording Features
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Uses industry standard Motion-JPEG compression when recording video.

Also features Huper Laboratories' proprietary HM (MPEG4-like) compression

that provides near loss-less video quality and saves a great deal of disk space.

Features automatic adjustment of compression ratios based on scene complexity,

and achieves optimal quality and high compression ratio.

Supports up to D1 video resolution. Choose to record video in one of the

following resolutions:

NTSC: 320x240, 640x240, 640x480, 640x480 HD, 720x240, 720x480,
720x480 HD.

PAL:  320x240, 640x240, 640x480, 640x480 HD, 720x288, 720x576,
720x576 HD.

Pre-event recording starts the video recording 1 up to 10 seconds prior to the

time a detected event occurred.

Adjustable recording quality and frame rate for each video camera.

Types of video recording include non-stop recording, non-stop smart recording,

event recording and time-lapse recording.

Record audio along with the video using a separate audio recording device for

each camera.

Smart saving during recording. Site Server automatically determines the recording

frame rate based on the amount of movement. Lower frame rate is used for static

video, and higher frame rate for full motion video.

O Object Tracking, Size Filtering, and Various Types of Detection Methods

8 methods of detecting events: Motion detection, Sensor detection, Manual
trigger, Missing & left object detection, Virtual fence detection, Secure zone
detection, Flow counting, and Flame detection.

Supports signal tolerance, sensitivity adjustment, and eliminates prompt motion
to avoid false alarms.

Mask out insignificant areas to exclude them during detection.

Real-time object tracking of moving objects. Suspicious moving objects will be
displayed with a bounding box to highlight them on the screen.

Size filtering allows insignificant moving objects to be ignored to reduce false
alarms. The minimum and maximum size of objects to be filtered can be defined.

U Stability and Productivity

Hardware watchdog restarts the DVR server automatically when system errors
occur.

Timer for auto-restarting the DVR server. Start-up time can be adjusted.

Allows multiple drive and folder locations to be used for storing video recordings.
Recycles hard drive storage to keep fixed days of video recordings.

Keeps a log of DVR server activities, including log-on and log-off sessions,
configuration changes, motion event, alarm event, and more.

Keep the last 24 hours of events in the New Event Information log.

—
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* Double-click an entry in the event log to open the Event Player and view a
recorded event.

O Networking and Security

* Local or centralized control of user account database.

* Provides multiple levels of user ID and password protection.

e Web server support allows users to remotely view/control video cameras and PTZ
cameras via a Web browser (through the Internet or dial-up connection) or on
mobile phones.

* Dynamic IP server support allows DVR servers to be assigned with dynamic IP
addresses. Users can view Webcam pages by choosing the site name at the
Dynamic IP Server. All sites posted at the Dynamic IP Server are protected by ID
and password.

* Video server support allows real-time video and audio streaming for users to
remotely play back video recordings.

Record Player

* Video recordings are played in the original video size by default.

* Zoom in during playback of video recordings.

¢ Calendar highlights the dates that have video recordings.

* Locate a video recording by specific date and camera.

* Secarch through a video recording by time or type of event. 4 types of events:
motion events, missing & left object events, sensor events, or manually triggered
events.

e Smart search allows you to search only for motion changes, missing objects, or
unattended/suspicious objects on the video recording:

* Create profiles that contain your custom-defined settings for detecting
motion or static objects.

* Mask out insignificant areas to exclude them during detection.

* Real-time object tracking of moving objects. Suspicious moving objects
will be displayed with a bounding box to highlight them on the screen.

e Size filtering allows insignificant moving objects to be ignored to reduce
false alarms. The minimum and maximum size of objects to be filtered can
be defined.

* Use thumbnail or list mode to display search results.

* Save a part of the video recording to an AVI or self-executable file. The self-
executable file is embedded with digital watermark and password for
authentication and protection.

e Capture images from a video recording and print or save.




Backup Scheduler

* Select video cameras and perform manual backup of video recordings.
* Specify a preset schedule for performing automatic back-up of video recordings.
* Back-up database records event information.

huperRemote

QO Multi-screen, High-Quality Video Display
* Two program window sizes are available for the user interface: 1024x768 and
800x600. You can choose the proper window size according to the display
resolution you have set for your monitor display.

* Flexible split-screen display allows you to resize split screens and change their
positions on the user interface easily

O Remote Monitoring and Recording

* Connect to remote sites by the DVR site name or by camera groups.

e Always display live video from all remote cameras, or display the camera video
only when events have been detected. Audio from the remote cameras can also be
enabled.

* Display at most 16 remote cameras from different DVR sites through your
Internet connection. Display camera video in full-screen, 1/4/9/16 split-screen, or
in loop mode.

* Meaningful icons are provided for you to easily identify PTZ cameras, CCTV
cameras, event recordings, continuous recordings, local recordings, and more.

* Manually trigger an event to a remote DVR server to issue an immediate warning
in the event of an intrusion or abnormal situation.

e Directly control remote PTZ/DOME cameras.

e Allocate full bandwidth to a specific camera on-the-fly to increase the display
frame rate.

* Notify events by alarm sound.

* Remote desktop control. Remotely modify settings of remote DVR servers.

* Event-only mode displays only remote cameras when there is an abnormal event
taking place.

* Real-time, full-duplex (two-way) voice communication for instant event handling.
Transmit voice and remotely receive live audio from the server sites.

* Live video and audio recording. Provides two recording modes: Non-stop
recording and Event recording.

e Scheduled recording: daily or weekly basis.

* Recycle storage to either keep fixed days of video recordings on the local drive or
to free up disk space when hard disk space is almost full.

i —
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Q Scheduler

* Set up specific day and time schedules for continuous recording of surveillance
video from remote cameras on your local drive.
e Batch download video recordings.

O Playback of Surveillance Recordings

* Retrieve history records from a remote DVR site, and download or stream
surveillance recordings for playback on your local computer.

* Secarch for history records by specifying the date/time of occurence.

* View at most 16 recordings simultaneously. Playback speed can be adjusted from
1/8X speed to 128X speed.

* Download remote video recordings in batches.

* A Calendar window on the user interface clearly indicates which days of the
month have surveillance recordings.

* Take a snapshot of video frames, then print them or save them in BMP or JPEG
format.

Remote Viewer

* Supports Internet or modem dial-up connection.

* 1,4, 9, and 16 split-screen layout and full-screen view on a Web browser.

* Connect to multiple cameras from different DVR servers.

* Control the DVR server desktop remotely.

* Allows remote configuration of multiple DVR servers over the Internet.

* Remotely control video cameras and PTZ cameras.

* Record surveillance video from remote cameras into the local hard drive.

* DPreview live sound from remote video cameras over the Internet.

* Two-way voice communication between the DVR Server and client.

* Dynamic IP server support allows remote users to query the DVR server's IP
address through the Internet.

* Capture an image snapshot during playback and print the image.

Remote Record Player

* Download video recordings from a DVR server and play back on a local
computer.
e Zoom in or out while playing the downloaded recording.

List Server

* Keeps track of all DVR servers and provides centralized management of the user
account database.
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Monitoring the babies room, a sick family member or the elderly.

Home and community security: Notify security personnel in time by telephone when
there is an intrusion. Remote monitoring is also supported.

Store or supermarket surveillance: Monitor whether or not there are unauthorized
people trespassing your warchouse through 24-hour or month-long recording.

Office surveillance: Monitor entrance and exit to keep track of who goes in and out of
your office.

Automated bank machine and teller counter surveillance.

Department store surveillance: Monitor showcase counters, display counters, and
visiting customers.

Remote monitoring of each floor in a building. Centralize the monitored records in a
secure place through LAN.

Monitoring server rooms and factory machines for easier tracking of abnormal
situations.

Traffic flow control.

Checking airport terminals for suspicious luggages that are left behind.
Monitoring stores and shopping malls for theft and shoplifting.
Building and security checkpoint monitoring.

Inventory monitoring in warehouses.

Manufacturing process monitoring in industry sites.

Fire control.

And much more...

Note: The stability of the DVR system may be affected by the type or brand of motherboard and

chipsets used.
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Ch.2 Site Server

Chapter 2

Site Server

Site Server is a digital video and audio surveillance and recording program. It allows up to
16 video cameras, 16 audio input devices, and 16 sensors to be monitored simultaneously
on the program screen. For each camera, the motion detection feature and other methods
of detection can be activated for tracking and rcording suspicious events. For the utmost
security, round-the-clock, non-stop video recording can also be enabled. As the
administrator of your huperVision Surveillance System, you can also create accounts for
other users and give them access rights to Site Server and the other programs of your
huperVision system.

Launching the Site Server

Everytime you start your computer, Site Server automatically runs by itself. By default, Site
Server will allow any user to have access to the program. To restrict the program's access
rights only to the local Administrator account, click to open the Preferences dialog
box, then click the User tab and select the "Enable access control” option.
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A message box then appears, informing you that there is no password yet for the local
Administrator account. Click OK
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The Modify User dialog box then opens. Enter the desired password twice in the Password
and Confirm password text boxes, then click OK
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When access control is enabled, Site Server will, by default, run in logoff mode when the
program is launched. When Site Server is in logoff mode, the split screens on the program
window will not show any surveillance video and will appear as gray frames.

To logon to Site Server and have access to all of its functions, click “ . A pop-up
menu then opens. Click Log In on the pop-up menu. The Site Server Login dialog box then
opens. Type "Administrator” and the password in the "User ID" and "Password" text
boxes, then click OK.

Site Server, Login

Uszer ID: I Adrministrator (o] I

Password: I Cancel

Notes:

* You can add more user accounts to Site Server. (See "Creating and maintaining user accounts”.)
e If there are several computers installed with Site Server and connected via LAN, use the List

Server program to manage and monitor the different Site Server systems. (See Chapter 9 for
more information on the List Server.)

M —
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Introducing the Site Server Interface

When you have entered or logged into the Site Server program, the program goes into Live
mode. In this mode, you will be able to see live video from up to 16 cameras and monitor
input/output devices (such as sensors and alarms).

This Multi-screen Click this button to

Display can have up to This displ h minimize the Site
: is displays the S
16 split screens to show current date and time. Wei;‘:; ‘5 r((:rglizntlhe
live video from different

Windows Taskbar.

video cameras.

(These are the video |
recording (R), video
source (V), and
event detection (E)
indicators. If a video
camera has an
associated audio
input device, an
audio icon is
displayed beside the

\video source. y

This is the Camera
O peration Panel.

(.
These buttons || Click to switch This is the Click to
allow you to to Map mode Camera P.anel change This is the
change how and create a that provides between Power button.
T —— graphical layout Channel Selection Camera Panel Click this
are displayed. that shows the buttons. and Input/ . button to close
locations where Output Device | | the Site Server
VS e, Click to enable/ Pancl prografn.
sensors, and/or disable Direct

alarm devices PTZ Control.
are installed in

the site.




Split Screen buttons

These buttons set how many split screens are displayed on the program screen.

4 N
Splits the Multi-screen

Toggles b
osgies between L Display into 16 split screens. )

Full-screen and
Normal display p
modes. Splits the Multi-screen
L Display into 9 split screens. )

f Splits the Multi-screen
g Display into 4 split screens.

in single view.

(Displays a split screen

When you click the Full Screen button m to change Site Server into Full Screen mode,

only video windows will be shown and the user interface controls will be hidden. To make
the user interface controls appear, press [ESC] or move the mouse near the lower side or

the right side of the screen.

If Full Screen mode will be used, it is recommended to hide the Windows taskbar to
prevent it from covering the user interface controls.

Split Screens

Split screens show live video from the video cameras that are installed in the monitored
site. On the split screens, the video camera number, current date and time, etc. can be
displayed. If video recording is currently in progress, a "REC" indicator will also appear at
the bottom right corner of the corresponding screen.

7
A In the Preferences dialog box: View

tab, several video cameras can be
assigned to be displayed in a single

7
Choose what
information to display
on split screens in the

Captions dialog box. split screen. Each camera is displayed

(See "Configuring for a specified time duration before

caption display switching to the next camera. (See
Gc“i“gs"') ) \"Split screen settings (View tab)".)

Note: Per split screen, the "REC" indicator will be displayed if and only if the caption display is
enabled in the Preferences dialog box: Camera taband when the respective cameras are in
video recording mode. (See "Configuring caption display settings".)
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Maximizing split screen size

If there are multiple split screens displayed, double-click a split screen if you want to
maximize its size and temporarily cover its three neighboring screens. How a split
screen is maximized depends on the total number of split screens that are currently
displayed on the Site Server program window. For instance, if there are 9 split screens
displayed, double-clicking Camera 1 will enlarge it to occupy half of the program
window; double-clicking Camera 1 again will further enlarge it to occupy the entire
program screen.

To restore a split screen back to its previous size, double-click on it again.

To restore enlarged split screens back to their normal size, right-click any of the split
screens, then select Reset Layout from the pop-up menu.

Changing split screen position

Drag a split screen and drop it to another split screen to exchange their positions.

Map button

Click the Map button to switch Site Server to Map mode. This mode shows a graphical
layout of the site being monitored, with clear indications on where the video cameras,
sensors, and/or alarms are installed. (See "Monitoring a Site in Map Mode" for details.)

Channel Selection Panel

By default, Video Camera buttons are displayed at the bottom of the Site Server program
window. These buttons allow you to display a split screen in single view.

If there are input/output devices such as sensors and alarms also connected, you can easily
switch between viewing video cameras and monitoring the input/output devices.

Camera Panel

This panel provides camera buttons that are numbered in sequence and a Switcher button.

To monitor a video
camera, click its camera
number. The screen then
changes into single view,
displaying live video from
the selected camera.

Click the Switcher

button to change to
the Input/Output
Device Panel.
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Input/Output Device Panel

Input/Output Device Panel displays the status of connected sensors, alarms and other
traditional security devices.

The top row of light indicators show
the connection status of input

devices such as sensors. A green light Click the
indicates that the device is Switcher button
connected. A red light indicates that to change to the
the device has detected an event. Camera Panel.

el el -T-F-F-T-F-T-T-T-
= o ot o o o 2 P

The bottom row of light indicators
show the connection status of output
devices such as alarms. A green light
indicates that the device is
connected. A red light indicates that
the device has been triggered.
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Status Panel

The Status Panel displays four types of status information: Video Recording, Video Signal,

Audio Connection Icon, and Event Signal.
Video Signal
(Vidco Recording )

Event Signal

VALY

( Audio Connection Icon )—lﬁ
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Video Recording

"R" stands for video recording. When a light indicator appears green in color, it means that
the video recording function is enabled for the video camera.

Video Signal

"V" stands for video signal from cameras. When a light indicator appears green in color, it
means that the video camera is connected and turned on. When a light indicator appears
red in color, it means that connection to the video camera is lost.

Event Signal

"E" stands for event signal, which could have been activated by motion detection or by an
input device such as the sensor. The light indicator appears red in color when an event has
been detected.

Note: Video/Audio recording features, video camera connections, audio channel connections, and
input device connections can all be enabled or disabled in the Preferences dialog box. (Refer
to the section "Configuring the Site Server" for details.)

="



Camera Operation Panel

The Camera Operation Panel allows you to switch between three different control panels:
Motion Detection Panel, Camera Adjustment Panel, and PTZ Camera Control Panel.

Click here to switch to the |
Motion Detection Panel.

Camera Adjustment Panel.

Click here to switch to the)

Camera Control Panel.

Click here to open the PTZ )

Motion Detection Panel

The Motion Detection Panel allows you to manually start or stop motion detection. The
Start and Stop buttons are available only when the current camera’s motion detection
function has not been configured to be performed on a scheduled basis.

( . )
Click here to manually

start motion detection
for the current camera.

L J

(Click here to open the h
Motion Detection

dialog box where you
can specify what areas

to monitor for the

(Click here to manually
stop motion detection

kfor the current camera. ) presence (or non-

L presence) of motion.

(

Note: Motion detection cannot be stopped if the recording method is set to Non-stop smart
recording.

Camera Operation Panel.

Click here to return to the )
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Camera Adjustment Panel

The Camera Adjustment Panel provides controls for adjusting the hue color, saturation,
brightness, and contrast of the camera video.

Brightness and Contrast Panel

Click here to switch
to the Hue and
Saturation Panel.

( .
Click here to set
contrast back to the

Ldefault setting.

Click here to set
brightness back to

the default setting.
Drag the slider tab up
to increase the
brightness level, or
down to decrease
brightness.

Hue and Saturation Panel

Drag the slider tab up to )
increase the contrast level,
or down to decrease

contrast. J

Click here to return to the
Camera O peration Panel. )

Click here to switch
to the Brightness
and Contrast Panel.

Click here to set the
saturation level back
to the default
setting.

rClick here to set the
hue back to the T
default setting.

.

Drag the slider tab up to )

increase the saturation

rDrag the slider tab up
or down to change the T
hue.

level, or down to decrease
saturation. )

.

Click here to return to the )
Camera O peration Panel. )

Note: Hue adjustment is not available on PAL video cameras.

=



Other button controls

Enables two-way communication
between Site Server and a
remote client. For more details, J

see "The Talk button".

where you can play back
previously recorded events.

rLaunches Record Player

Opens a pop-up menu

containing options for logging

on or off, opening the

Preferences dialog box, and
more. For more details, see

"The pop-up menu".

The pop-up menu

Clicking the “ button opens the following pop-up menu:

Log In / Out

Operation Log

Backup Scheduler

Preferences

About

Log k., ..

Operation Log...

Backup Scheduler. ..

Preferences. ..

about, .,

Allows you to log on or off the Site Server.

Opens a dialog box where you can see a list of operations
that are logged by the Site Server. For more details, see
"Viewing logs and disk usage information" in this chapter.

Launches Backup Scheduler where you can manually do a
backup of video records or schedule a daily backup. For
more information, see Chapter 4.

Opens the Preferences dialog box where you can customize
surveillance video recording, smart detection, and more.

Opens the About dialog box where you can see copyright
and version information about huperVision.
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The Talk Button 4&J

Site Server can be enabled to accept two-way communication request from a remote client
site also running the Remote Viewer program. Click the Talk button to open the Talk
dialog box where you can configure settings to enable two-way voice communication.

Talk 53
F ¥oice communication
Mokca gLt :
Dol ¢ [y ) mgrammd Aucka Kl
volima | Low } High
Moo plaback ©
Dol ¢ [y ) mgrammd Aucka Kl
volima | Low } High
[ ] _coel |

G Voice communication Select this option to activate the Talk feature of Site
Server.

0 Voice input Displays the audio device used by your input device
(e.g. microphone) to capture your voice. You can also
adjust the input devices volume here. If you have
more than one audio device installed, select the device
you want to use from the drop-down menu.

9 Voice playback Displays the audio device used by your playback

device (e.g. speakers) to play back the voice from your
counterpart. You can also adjust the playback device’s
volume here. If you have more than one audio device
installed, select the device you want to use from the
drop-down menu.

The Voice input and Voice playback audio devices that you select must not be occupied by
another device when using the Talk feature. Please check the Audio tab in Preferences to

see if the audio device is being used or not. See "Audio capturing device settings (Audio
tab)" for details.




Operating PTZ Cameras

Use the PTZ Camera Control Panel to operate PTZ (Pan/Tilt/Zoom) cameras.

PTZ Control Panel

The PTZ Camera Control Panel provides four types of adjustment panels that allow you to
customize and operate PTZ cameras. Click (_E ) to open a pop-up menu where you can
switch between these four panels.

=)

v Basic
Advanced
Auko
Custarm

Basic Switch to the Basic panel if you want to manually control
camera panning, tilt movements, and zooming,.

Advanced The Advanced panel allows you to set the iris level and focus
of a selected PTZ camera as well as the camera's pan and tile
speed.

Auto Switch to the Auto panel if you want to enable/disable the

auto-panning or auto-loop function. In this panel, you can
define settings for these functions.

Custom The Custom panel lists commands for operating the PTZ
camera that you have custom-defined in the Settings dialog
box. To execute a command, simply click on its button in
this panel.
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Click this button to close
the PTZ Camera Control
Panel.

If there are multiple PTZ
cameras, use these
buttons to select a PTZ
camera that you want to
adjust or customize.

This is the Pan and Tilt
control. Click one of the four
arrow buttons to adjust the
camera angle up, down, left,
or right. Click the "X"

button to stop movement.

These number buttons
are Preset buttons that
let you store up to eight
camera angle positions.

Click a preset button and
hold for 2 seconds to
record the current PTZ
camera’s angle position.
Or, right-click the button
to specify a name and
record the current PTZ
camera's angle position
for the preset.

This is the Zoom control. Click
the up arrow button to zoom in,
or the down arrow button to
zoom out.

Click this button to
open the Settings dialog
box.




Advanced

controls.

(Thcse are the Iris adjustment \

controls.

(Thesc are the Focus adjustment

i

(These are the Tilt

Speed controls.

Iris controls

)_

e

Click this button to close
the PTZ Camera Control

Panel.

. \
Click here to select a PTZ
camera that you want to
adjust or customize.

These are the Pan Speed

controls.

Click this button to open
the Settings dialog box.

J

The iris lens of a PTZ camera controls the amount of light that enters the camera.
These are the Iris adjustment controls:

\
Decrease Iris:

Click this button to
make the lens opening
smaller and reduce the
amount of light that
enters the camera.
When lesser light
enters the camera, the
video will be darker or
may appear
underexposed.

7
Increase Iris:

Click this button to open the
lens wider and allow more light
to enter the camera. When
more light enters the camera,
the video will be brighter or

| Ty eyt overexposed.

Auto-iris:

Click this button to
set the camera to
automatically let in
more light when the
monitored area is dark
or less light when the
area is bright.

Vision |

rI.F

o

#
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Focus controls

Use the Focus controls to set the focus distance.

( N [ \
Near Focus: Far Focus:
Auto-focus:
Click this but'ton to focus at Click this buFton to focus at Click this button to
the area that is nearer to the the area that is farther from .
set the focus distance
camera. the camera.

automatically.

Click repeatedly if you want Click repeatedly if you want

to set the focus at the to set the focus at the
nearest possible distance. farthest possible distance.
\ J \\ J

Pan Speed controls

Use the Pan Speed controls to set the speed for turning the PTZ camera.

' Decrease Speed ' (Increase Speed ) (Normal Speed)

Tilt Speed controls
Use the Tilt Speed controls to set the speed for adjusting the angle of the PTZ

camera.

' Decrease Speed ' Increase Speed

' Normal Speed '
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Auto

\

Click this button to close
the PTZ Camera Control

Panel.
\, J

( Click here to enable

or disable auto-loop.

( ) 4 )
Enter the position numbers Click here to select a PTZ
of the PTZ cameras to be camera that you want to
looped (separated by a customize.
comma). \ Y,

J
( .

4 - Click here to enable or
E.nter the pause duration disable auto-panning,

(in number of seconds) for

L displaying each position.

7
~ These are the Auto-Pan
These are the Auto-Pan | Position controls.
Speed controls.
J

Click this button to reset
the hardware settings of the
PTZ camera. (Not all PTZ
camera devices support the
reset function.)

Click this button to
open the Settings dialog

box.

Auto-Pan Position controls

Use these buttons to set the two camera positions for auto-panning.

( ) 4 )
Set Left Position: ’ ™ | Set Right Position:
Adiust th ] Switch Left and Right: .

just the camera angle, Adjust the camera angle,

then click this button and Auto-pan has two then click this button and
hold for 2 seconds to set it navigation tours along hold for 2 seconds to set it
as the left pan position. Or, different sides of the as the right pan position.
right-click the button to circumference. Click Or, right-click the button to
specify a name and set the this button to switch specify a name and set the
current camera angle for the L between one another. ) | current camera angle for the
preset. preset.

. J . J
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Auto-Pan Speed controls

Use these buttons to set the speed for auto-panning the PTZ camera.

(Decrease Speed ) (Increase Speed ) (Normal Speed )

Custom

Click this button to close
the PTZ Camera Control
Panel.

a custom command.

(Click a button to execute 1

Click this button to
open the Settings dialog
box.




Settings dialog box

The Settings dialog box allows you to activate/deactivate PTZ cameras and define advanced

settings for these cameras.

PTZ Device

(]
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a Video Input Ports (C1 - C16)

6 COM Port

These indicate the total number of video
input ports that are available in your
capture card. For instance, if C1 to C4 are
enabled and the remaining numbers are
grayed out, this means that your capture
card is only equipped with 4 video input
ports.

If you have PTZ cameras, you need to
select which video input ports of the capture
card the cameras' video cables are plugged
into. If you select the incorrect check
boxes, you will not have access to the PTZ
cameras.

Select the proper COM port on the Site
Server computer where a PTZ camera's
control cable is connected to.

i



0 Device Type

Joystick Device
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If there are muldple interconnected PTZ
cameras that share the same COM port,
specify each PTZ camera's address ID.

Note: The address ID is set on the PTZ
camera device, and must be unique for each
device.

Select the brand/model name of the PTZ

camera.
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0 Joystick device

e Control Panel

9 Preset button assignment

If the computer is installed with a joystick
device, you can use the joystick to control a
PTZ camera. Select the joystick device
from this drop-down list to customize it

Click this button to open a Control Panel
where you can test the selected joystick
device.

The numbers in this group box represent
the eight preset camera angle positions. You
can assign different joystick buttons to each
of these preset positions.



0 Zoom button assignment

X:Y:

erVision

C— 'g_

Here, you can assign different joystick
uttons for zooming in, zooming out, an
buttons fc t, and

pausing camera zoom.

Displays the current coordinate position of
the joystick movement.

Keyboard
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G Enable keyboard operation

6 Movement

Select this option if you want to operate the
PTZ camera through a keyboard.

Assign the desired keys to use for
controlling camera movement such as pan,
tilt, and pause.

To assign, first click your mouse inside the
text box, then press the desired key. For
instance, if you want Pan Left to be assigned
with the Left Arrow key, simply press this
key in the provided text box.

Assign the desired keys to use for zooming
in, zooming out, and pausing camera zoom.

Simply press the key you want to assign in
the provided text box.

i



° Preset positions

Custom
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The preset numbers in this group box
represent the eight preset camera angle
positions. You can assign a different key to
cach of these preset positions by simply
pressing the desired key in the provided text
box.

This is where you can customize the buttons in the Custom panel and assign PTZ
commands to each button. You can define up to eight buttons.

F
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4
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FIZ Dovic | Joystich | Fpbosad Custom |
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0 Button number
e Button name

e Command

Select a number to customize a button.

Specify a descriptive name for each button, which will
appear on the Custom panel.

Enter the custom command in the provided text box.

PTZ control commands are hexadecimal strings, and
different PTZ camera manufacturers provide different
sets of control commands. You can get the control
command list from the PTZ camera manufacturer or
download from the manufacturer's Web site.



Direct PTZ Control

The Direct PTZ Control allows you to adjust camera angle position and zoom ratio on the

video screen directly. Click the ] button to enable/disable the On-screen PTZ Control
mode. Before operating a PTZ camera, click a PTZ camera split screen to select it first.

5 EEE0TE-—-— 3323232353 o)

Basic Operation

Basic operation is available to all PTZ cameras.

Pan/tilt Movement

The cursor
changes to a left
arrow if it is

close to the left
edge. Click to
pan to the left.

The cursor changes to an up
arrow if it is close to the top

edge. Click to dilt up.

f Z0N05-01-12 13:24:55

2. Camera 2

The cursor changes to a down
arrow if it is close to the bottom

edge. Click to tilt down.

Wheel Zoom

Scroll the mouse wheel forward/backward to zoom in/out the PTZ camera.

)

The cursor
changes to a
right arrow if it
is close to the
right edge.
Click to pan to

the right.

35
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Advanced Operation

Advanced operation is available to some advanced PTZ cameras.

Click to Move

When you click a position on the PTZ camera video screen, the PTZ camera adjusts
its angle position automatically and moves the clicked position to the center of the
camera video screen.

Note: Because of the mechanical limitation of pan and tilt angle range, the clicked position
might not be right at the center of the camera video screen.

Drag to Move and Zoom

When you click and drag your mouse over an area on the PTZ camera video screen,
the PTZ camera adjusts its angle position automatically and moves that area to the
center of camera video screen, and then zooms in the area.

Note:
1. Advanced operation is available to the following dome cameras:

1.1 Dynacolor dome camera

www.dynacolor.com.tw/english

Model: D7725
1.2 Pelco dome camera Spectra III.

www.pelco.com

Model: Spectra IIT SE and Spectra III series
1.3 Messoa dome camera

WWW.messoa.com.tw

Model: SDS620-X, SDS660-X, SDS680-X

2. If the dome camera supports advanced operation, an icon {@} will be displayed right

beside its settings in the Preferences dialog box - PTZ Device tab.

PTZ Dawica | Fayrick Tuwicn | Kaybourd | Creriors |
COMMT  Aes Device Trps
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Auto-tracking

Auto-tracking sis an innovative functionality that enables PTZ cameras to track moving
objects on live video. Right-click on a split screen, then on the pop-up menu that opens,
click PTZ Auto Tracking. This opens the Auto-tracking dialog box where you can set up
how to track moving objects.

For more information about how to set up auto-tracking, see Appendix 9.

Monitoring a Site in Map Mode

To create a graphical layout of the site being monitored, switch to Map mode. Map mode
allows you to load a picture of the entire site being monitored and insert device icons on
the picture to indicate the locations where video cameras, sensors, and/or alarm devices
are installed in the site. This can help you to instantly identify the location where detected
events occurred and take immediate actions when necessary.

To switch to Map mode, click . Then, click to switch to Map Edit mode and

start creating a map layout of the monitored site.

Creating a site map

To create a map layout in Map Edit mode, place the camera, sensor, and output device
icons on the site map according to their actual installed locations. See the figure next page
for step-by-step instructions.

While you are adding camera icons onto the map, you may notice that their colors vary.
Camera icons may appear in one of these three colors:

In gray color, indicates that there is no video camera connected.

In light blue color, indicates that there is a video camera connected but the
corresponding camera icon has not yet been plotted on the site map.

In dark blue color, indicates that there is a video camera connected and the
corresponding camera icon has already been plotted on the site map.

While positioning an icon, you can remove an icon from the map by dragging that icon out
of the map.

If you want to start all over and add icons to the map, click . This clears all icons
from the map.

i —



These are camera icons.
Drag them onto the
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a Click this button

to load the map's

image file (in BMP

format).

map, and drop each of
them to the installed
location of each camera.

l gTypc in a name

‘When you are done
positioning icons, click this
button to return to Map
mode.

These are sensor icons.
Drag them onto the
map, and drop each of
them to the installed
location of each sensor.

Click this button if you want to remove all
camera and device icons from the map.

)

Click this button to switch
to output device icons.

e Drag the output device
icons onto the map, and
drop each of them to
the installed location of
each device.

Click this
button to switch
to sensor icons.




Viewing the site map

Once the site map is complete, you will be able to easily pinpoint locations where detected
events occurred by watching out for flashing icons on the site map.

Whether it is a video camera, sensor or output device that has been triggered by an event,
its corresponding icon on the map flashes. You can double-click on the camera icon to
switch to single view and see what is happening live at the site.

Double-click a flashing
camera icon to display the
corresponding video camera
in single view.

Click this button to switch
to Map Edit mode.

Configuring the Site Server

Click q on the Site Server program to open the Preferences dialog box and choose which
video cameras and sensors to monitor, enable/disable output devices (such as alarms), and
set up Site Server to perform motion detection, digital video recording, scheduled
surveillance, and other tasks.

The suceeding sections explain how to configure settings in the Preferences dialog box.

—
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General settings (General tab)

Click the General tab in the Preferences dialog box to configure the following settings:
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Site name Type in a name for identifying the monitored
site (for instance, the location name).
Allow remote access Select this option if you want to enable other

users to remotely monitor the site from a
Internet, Intranet or direct modem connection.

Storage for surveillance video recordings  Allocate disk drives and folders for
saving digitally recorded videos.

Auto-recycle Select this option to automatically delete old
recordings to free up disk space. See "Auto
recycling disk storage space” for details.

Always display original video resolution  Select this option if you want to speed
up the video display.

@ 6 0 O o0 o

Reports Generate and e-mail reports about detected
events periodically - in a daily, weekly, or
monthly basis. (See "Scheduling reports" for
more details.)




a Date & Time Specify the current date and time.

G Auto-restart machine after Select this option to enable the Site Server
computer to be restarted after a specified length
of time.

Click Settings to specify the number of days to

elapse as well as the startup time.

Select this option to log into Windows
automatically when the DVR server is booted or
restarted. To be able to do so, you need to click
Settings and specify the valid user name and
password as well as the domain name for login.
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@ Temp folder This folder stores temporary files generated by
the Windows system and the Site Server
program. You can use the default folder, or click
Browse to choose another folder.

Assigning disk storage
To digitally record live video, disk storage needs to be allocated for saving the recordings.

To assign disk storage for storing video recordings:

1. Create a "Data" folder at each hard drive where your video recordings will be stored.

2. Click q to open the “Preferences” dialog box.

3. Click the General tab.

4. Click the Add button to open the Add Storage dialog box. (See "Add Storage dialog
box" on the next page.)

5. Click the Browse button to select the "Data" folder of a hard drive.
6. Click the OK button to close the Add Storage dialog box.

i
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. The assigned hard drive and its data folder will then be displayed under the Storage for
surveillance video recordings list.

8. Repeat steps 4 to 6 to add more data folders to be used for storing video recordings.

9. Click the OK button in the Preferences dialog box to confirm and use the modified
settings.

Add Storage dialog box
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0 Location Specify the folder location to use for saving
recordings. To choose a folder, click Browse.

Note: A root folder cannot be used to save recordings.
Please create a subfolder inside the root folder.

e Allocated record space  Specify the amount of disk space to allocate to the
selected folder. If you add a folder that is not in the
storage list and it contains previous video recordings,
the default maximum record space is the total file size
of the video recordings inside the selected folder.

9 Cameras Select the checkboxes of the cameras whose
recordings you want to save to the selected folder.
Click the Select All button to select all checkboxes.

Click the Clear All button to deselect all checkboxes
first before selecting the desired checkboxes.
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Modify Storage dialog box

To change the assignments of a folder, click on its item number, then click Modify
and make your changes in the Modify Storage dialog box.
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0 Location The folder location cannot be changed. (The only way
to change the folder is to delete it and add a new
folder.)
e Allocated record space The allocated disk space can be increased/decreased.
e Cameras Camera assignments can be changed by selecting/

deselecting checkboxes.
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Auto recycling disk storage space

Allocate as much disk space as necessary for saving digital recordings, but take note that
video files are large in size and may eat up disk space fast. When the "Auto-recycle" option
is selected, Site Server deletes old recordings and frees up disk space for reuse. Click the
Settings button to open the Recycle Settings dialog box and specify how to recycle used
disk space.
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0 Recycle video records that are older than  Select this option to automatically delete
video records that are older than the
specified number of days and use the
freed storage for saving new recordings.
Enter the number of days to retain
before deleting old video records. It can
be from 1 to 365 days.

0 Recycle if no free space are available Select this option to automatically
recycle disk storage when there is no
more free space in the assigned storages
for saving new recordings.

A single recycling instance can free up
100MB for your record storage.




Always display original video resolution

In some split screen layouts, videos may not appear in their original video dimensions and
may be scaled to fit into the split screens. Scaling is handled generally by the VGA display
card's hardware acceleration feature. If the VGA card does not support scaling, Windows
resizes the video size through software scaling.

However, software scaling uses more CPU power and is slower as compared to hardware
scaling. To speed up the display of video images using VGA cards that don't have scaling
capabilities, disable scaling by selecting the "Always display original video resolution"
option. This is how Site Server displays video when this option is selected:

e When displaying a single split screen in full-screen view, video screen resolution
will be changed to 640x480. You must press [ESC] to switch back to normal split-

screen mode.

e When displaying 4 split screens in full-screen view, the whole screen resolution
will be changed to 640x480 and each of the four split screens will be displayed in
320x240 resolution. You must press [ESC] to switch back to normal split-screen
mode.

* When displaying 9 split screens in full-screen view, keep the video screen
resolution in 1024x768 and display each camera window in 320x240. This keeps
the 9 split screens close to each other and displays black borders between them.
The 9 split screens occupy a 960x720 space at the center of the display screen.

Setting the date and time

If the system's date and time are not configured correctly, click the Date & Time button to
make proper adjustments. This is crucial for Site Server to accurately record the date and
time of detected events.

dafe and 1w Fregeries

Cralw 2 Tirea | Tiran Zana | Inkamset T
Lata Tora

F

| [

: i
i
1 2 a
T 4+ 5 4 T B 7
IﬂII!I}HIE 18 "
a a

17 18 19 30 21 =
M= R ITMANWD
11 LImEtan | =

Currerk s zona: Taipsl Sandard Tiea

Lo || cwem |




Scheduling reports
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Site Server can send by e-mail periodic reports that show information about detected
events. Click the Reports button to specify what types of events to include in the reports

and to whom the reports will be sent.
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0 Daily/Weekly/Monthly report

Q Events detected by

e E-mail from

0 E-mail to

e Report Time

Choose whether to send reports on a daily,
weekly, or monthly basis.

Select which events to include in the reports
(that is, events which have been detected by the
different methods of event detection such as
Motion detection, Missing & left object
detection, Sensor detection, Manual trigger,
etc.).

Specify the sender's e-mail address.
Specify the recipient's e-mail address. If there
are multiple recipients, separate each of their e-

mail addresses with a semicolon.

Choose the time of day when to send the
report.



Video camera settings (Camera tabh)

Click the Camera tab in the Preferences dialog box to configure settings for up to 16 video
cameras. Each camera is identified by a camera number (C1 to C16). Click each camera
button to set up options for a video camera.
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In each group box under the Camera tab, there is an Apply

Fz  Fa  F+ To button. Click this button if you want the same settings in
r r r a group box to be applied to other video cameras as well.
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The Camera Selection dialog box will open where you can
choose the video cameras to which the group box settings

methods cannot be applied to multiple selected cameras

since each camera has a different video scene.
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0 Camera buttons Each button corresponds to a video camera. Click a

button to configure settings for a video camera.

Q Camera This group box provides general camera settings.

Disconnect camera Select this option to disable the connection to a
camera and stop all tasks. Clear this option to re-
establish camera connection.
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Camera name

Privilege level

Priority level

9 Video settings

Resolution
Display captions
Respond to events by

Notify if video loss

Recording

Detect events by

©@ 00 O

Wide dynamic vision

e Information

@ Appiy Al
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Type in a name for identifying a video camera (for
instance, the location where the camera is installed).

Assign each camera with a privilege level to restrict
unauthorized users from viewing the camera. (Refer to
the section "User Accounts (User tab)" for details on
the different privilege levels.)

The priority level determines which video camera will
be given the highest priority and displayed in single
view when multiple simultaneous events have been
detected from several cameras. The range for priority
level is from 1 to 16, level 1 being the highest priority.

This group box provides video display settings.

Choose the desired video resolution and video
standard (NTSC or PAL) to display live video.

Select this option if you want captions to be shown on
the split screen.

Set up how Site Server will react to detected or
manually triggered events.

Select this option if you want to be notified when
there is a video loss problem with the cameras.

Specify the method of recording to use.

Select the methods to use for detecting events. See
“Methods of detecting events” for details.

Select this option if you want to enhance the on-
screen display of live camera video. There are three
types of enhancements that can be adjusted: Visiblity
enhancement, Sharpness, and Noise reduction.

When you are done configuring settings for cameras,
click the Information button to check your settings
first before saving them.

Click this button to use the same camera settings
(except for the camera name) for all video cameras.

Note: Basic de-interlace processing is applied to 640x480, 720x480 and 720x576 resolutions,
whereas advanced de-interlace processing is applied to the following high-definition
resolutions: 640x480 HD, 720x480 HD and 720x576 HD. Advanced de-interlacing improves
the video quality in scenes that contain fine details, however, it consumes more CPU power.



Configuring caption display settings

To display information (such as camera name, number, etc.) on the split screens, select the
"Display captions" option and click Settings. Then in the Captions dialog box, choose the
information to be displayed.

0 | F Camearumber Dol Fork. 0

F Camera rame F Time

o Caption checkboxes Select the checkboxes of the information that needs to
be displayed on split screens.

e Font Click this button to select a font face, font size, and
font style to use for displaying captions.

Note: The selected font will be displayed in the actual font size only when the video dimension is
set at 640x480. If, for instance, 32-point is the selected font size and the video dimension is
set at 320x240, font will be scaled down to 16-point size.

When the "Display captions” option is enabled, a "REC" indicator will also be displayed

on the split screens when the respective cameras are in the progress of recording video.

Digital recording

Select the "Enable recording” option to enable digital video recording. Choose the desired
recording method from the drop-down list.




There are 4 recording methods:

Non-stop Recording

Non-stop Smart Recording

Event Recording

Ch.2 Site Server

Allows round-the-clock digital recording.

Records live events in full recording speed. If no event
has been detected, by default, the recording frame rate
will be 1 frame per second. If there is an event
detected, details of the event will be captured in full
recording speed.

Records only detected events. (See "Specifying the
methods for detecting events for details" on the
different methods of detecting events.)

~Recording:
v Recording: Settings... |
IEvent Recording j

¥ Pre-event recording

|5_ {1..10) sec, Apply 1o, |

If you select the Pre-event recording option, video
recording can be started before the detected event has
actually occurred. You can capture from 1 up to 10
seconds of video prior to the event.

Note: Enabling pre-event recording may increase the video recording size.

Time-lapse Recording

Records video with specified frame rate below 1 fps.
The range can be from 1 frame per second to 1 frame
per day (86,400 seconds).
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Specifying recording settings

In the Recording group box, click the Settings button to define recording settings.
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a Frame rate This is the number of images recorded per second,
that is, frames per second (fps). A low frame rate
makes the video appear "choppy". For smoother
video playback, choose at least 15 fps. Higher frame
rate requires more storage space.

e Compression format This determines the recorded video quality and the
resulting video file size. There are 2 compression
formats to choose from:

HM  This is HuperLab’s proprietary formar for
compressing video data. It has three levels of video
quality you can choose from:

Fast quality is the default. It offers the quickest
recording speed and moderate file sizes. However, it
provides the least video quality.

Good quality gives you moderate video quality and
the smallest file sizes. It offers moderate recording
speed.

Best quality offers the highest video quality However,
recording speed is slow and recordings have extremely
large file sizes.

Motion-JPEG  This records video in Motion-JPEG format. The
video quality is adjustable, ranging from value 1 to
100. The higher the value, the better is the video

quality.
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Methods of detecting events

Under the Detect events by group box, select the checkboxes of the methods to use for
detecting events.

~Detect events by:
MWotion detection
Sensor detection
Marual trigger {press Enter)
Missing & left object detection
YWirtual fence detection
Secure zone detection W
Flow counting w |

Settings. .. | Apply To,., |

There are 8 methods for detecting events:

Motion detection

This allows video cameras to detect the presence of movement from a sequence of
consecutive video frames. Click Settings to open a dialog box where you can adjust
the sensitivity level, noise tolerance, and more.

For more details, see "Motion detection” later in this chapter.

Sensor detection

This allows sensors in the site to monitor and detect suspicious activities. Click the
Setting button to choose which sensors in the site will be used for detection.

Note: The sensor names here cannot be modified.

Manual trigger

This allows you to manually monitor activities in the site. You can press "Enter" to
log and/or digitally record ongoing activities.

Note: Manual event duration is predefined in seconds.




Missing/left object detection

This method detects for objects that have been taken out of the scene, or detects for
suspicious objects that have been left on the scene.

For more details, see "Missing/left object detection" later in this chapter.

Virtual fence detection

This method detects for possible intrusions along a borderline. You can specify one or
more borderlines on a site where you want to detect for suspicious people who
trespass, or detect moving objects that passed by in the wrong way (for example,
vehicles that went in the opposite direction in a one-way street).

For more details, see "Virtual fence detection" later in this chapter.

Secure zone detection

This method detects for intrusions in forbidden areas. You can specify one or more
areas where people or objects are not allowed to enter.

For more details, see "Secure zone detection” later in this chapter.

Flow counting

This method counts the number of moving objects that pass by a predefined
borderline.

For more details, see "Flow counting” later in this chapter.

Flame detection

This method detects for flames. For more details, see "Flame detection” later in this
chapter.
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Responding to events

Site Server can be configured to automatically respond to detected or manually triggered
events. There are four options:

~Respond to events by:

0 W Motifications
e External devices

FTP event image

0 PTZ camera to preset
Settings. .. | Apply to... |
0 Notifications Select this option to enable Site Server to send out

notifications when events have been auto-detected or
manually triggered. Click the Settings button to select the
types of notifications to send. (See the next section, “Types
of notifications” for more details.)

9 External devices  Select this option to enable
Site Server to send out signals o [
to external devices when Fm |

T
events have been auto- T =
Im
[
kg T
Im

detected or manually
triggered. Click the Settings B
button to choose which

e?(ternal devices to send S
signals to. F o [
- Im
Note: The external device names here cannot E IIM
. [ENER
be modified. N
row [
. . Lo
e FTP event image  Select this option to allow [ ] em ]
uploading of sequences of
snapshots to an FTP server
when an event has been
detected.
9 PTZ camera to preset Select this option to allow any fixed surveillance

camera to move one or more PTZ cameras to preset
positions when there are motion detected, sensor
detected, or manually triggered events.
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Types of notifications

In the Notification dialog box, choose from the different types of notifications by
selecting some or all of the checkboxes. For each selected type of notification, click
its corresponding Options button to configure settings.
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Email

Sends out an e-mail message. Configure the following settings to enable
notification e-mails to be sent:
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0 Subject By default, the e-mail subject contains variables that
will automatically be replaced with the site name,
camera name and event type. If you want to specify
your own e-mail subject, type your text in the
provided text box.
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Sender

Add

Delete

(2
(3
0 Address list
(5
(6

Modify

0 Attach snapshot

Size

Number

Interval

6 Test
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Specify the sender's e-mail address.

Enter the e-mail address of a recipient in the blank
field above this button, then click this button to add
the e-mail address to the Address list.

Shows the e-mail addresses that will receive the event
notification. Click on an e-mail address to select it
for deletion or modification.

Click this button to remove the selected e-mail
address from the address list.

To modify an e-mail address, first select that e-mail
address in the address list, then make the changes in
the edit box at the bottom. Click the Modify button

to update the e-mail address.

Select this option to include one or more snapshots
of a detected event as email attachment.

Set the image dimensions. Choose a larger size if the
attachment is to be sent to another computer. If the
image is to be sent to a mobile device such as a
mobile phone, choose the appropriate size for the
target device.

Set the number of snapshots to be attached.
Maximum attachment can be up to 6 images.

Set the time interval between snapshots. The interval
can be from 1 up to 5 seconds.

Click this button to test sending an email.
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Fax

Sends out a fax message. Configure the following settings to send fax:
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Com port Select one available Com port that connects to a
modem device.

Fax list Lists the fax numbers that will receive the event
notification. Click on a fax number to select it for
deletion or modification.

Add Enter the fax number in the blank field then click
this button to add the fax number to the Fax number
list.

Delete Click this button to remove the selected fax number

from the fax number list.

Modify To modify a fax number, first select that number in
the fax number list, then make the changes in the
edit box at the bottom. Click the Modify button to
update the fax number.

® o0 o o0 0




Ch.2 Site Server

Notifies by phone and sends out a voice message. Configure the following
settings to be able to dial out and send voice messages.

0 —— T Pl chiver j

Prore rumber; LT
™ BErREHIE

0- O @)

He o mezzage:

e _-lt."h ooy e Filkenhoger B rupar i ioripiripnatie s Browsd... Recond..

Warning meszage;
G _—lc."ﬁ Doy Pl b e i i id ik Browwsa... Fooord ..
Wicler koex: meseage:
_ el |

0 Modem Select an available modem driver that has the voice
support.

Q Phone list Lists the phone numbers that will receive the event
notification. Click on a phone number to select it
for deletion or modification.

O ru Enter the phone number in the blank field then click
this button to add the number to the Phone number
list.

0 Delete Click this button to remove the selected telephone
number from the telephone number list.

e Modify To modify a telephone number, first select that

number in the telephone number list, then make the
changes in the edit box at the bottom. Click the
Modify button to update the telephone number.

e Hello message Select a wave file or click the Record button to

record a hello message.

Note: The voice message should be recorded with at least PCM 8kHz, 16-bit mono
audio format.




G Warning message  Select a wave file or click the Record button to
record a warning message. The hello message will be
dispatched first, followed by the warning message.

If the recipient of the message wants to skip the
hello message and directly listen to the warning
message, he/she can press any key on the phone.

e Video loss message Select a wave file or click the Record button to
record a voice message that will be sent in the event
when there is a video loss problem. The hello
message will be dispatched first, followed by the
video loss message.

If the recipient of the message wants to skip the
hello message and directly listen to the video loss
message, he/she can press any key on the phone.

Alarm

Plays an alarm sound. From the drop-down list, select from the available
sounds, or select "Custom" and then click Record to record your own alarm
sound. To listen to a preview of your recorded sound, click Play. You can also
select the "Loop" option to sound the alarm until the event terminates.

Flash message at local site

An "Event" indicator will be displayed if and only if the "Flash message at local
site” checkbox is selected in the Notification dialog box. A blinking "Event"
indicator will be displayed on the bottom left corner of a split screen on Site
Server when an event is detected.

Flash message at remote site

Displays an "Event" indicator on the Remote Viewer interface of users who are
remotely viewing your video cameras from a Web browser. A blinking "Event”
indicator will be displayed on the top, central portion of a split screen on the
Remote Viewer when an event is detected.

Change to single view and delay for __ seconds

Switches the Site Server screen to single view to display live the camera from
which an event has been detected. Specify the duration (in number of seconds)
for retaining the display in single view (after the event occurs) before changing
Site Server back to split-screen view.

.
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Uploading event shapshots to an FTP server

Select the FTP event image option under the Respond to events by group box in the
Camera tab if you want the Site Server to take snapshots when there is a motion
detected, missing object or suspicious object left on scene that is detected, sensor
detected, or manually triggered event and then upload the images to an FTP server.
After selecting this option, click the Settings button to open the FTP event image
dialog box where you can specify the FTP server details and customize how snapshots

should be taken.

FTF event images
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FTP server IP address  Specify the IP address (or URL) of the FTP server.

FTP server TCP port  Specify the TCP port at which the FTP server is
located. (By default, this is port 21.)

Location Specify the directory path on the FTP server where
event snapshots will be uploaded to.

User Specify a valid user name that has write access rights
and that will be used to logon to the FTP server.

@0 0 ©® 00

Password Enter a valid password for the specified user name.
Event image Specify how event snapshots are to be taken.
Size Set the image size. Available sizes include: 96 x 80,

112 x 112, 128 x 96, 144 x 144, 160 x 112, 176 x
144, 208 x 192, 320 x 240, 352 x 240, 640 x 480,
and 720 x 480.

="
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Number Set the number of snapshots to be taken for each
detected or manually triggered event. Maximum
number of snapshots can be up to 6 images.

Interval Set the time interval between snapshots. The interval
can be from 1 up to 5 seconds.

Notes:

e Event snapshots are saved in the temp folder that is specified in the General tab of
the Preferences dialog box before they are uploaded to the FTP server (or e-mailed).

e Event snapshots will be deleted from the temp folder after they have been uploaded
to the FTP server (or e-mailed).

e When FTP upload (or e-mail) fails, Site Server will try transmission again after five
minutes.
At most, 48 tries will be attempted (i.e., about 4 hours in total). If, after exceeding
this maximum number of attempts, FTP upload (or e-mail) is still unsuccessful, the
images will be removed from the temp folder and the transmission error will be
recorded into the operation log. The About button will also appear in red as an
indicator that an error has occurred.

e The maximum number of event snapshots that can be stored in the temp folder is
determined by the DVR system at runtime. If the maximum allowable limit has been
exceeded, older images will be removed automatically to free up disk space for
storing new event snapshots.

Moving PTZ cameras during an event

Select the PTZ camera to preset option under the Respond to events by group box in
the Camera tab if you want any fixed surveillance camera to move PTZ cameras to
preset positions when there are auto detected events or manually triggered events.
Click the Settings button to open the PTZ camera to preset dialog box where you can
choose one or more PTZ cameras to move as well as specify the preset positions
where to move them during an event and after the event has ended.
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Follow these steps to choose one or more PTZ cameras and select preset positions:

1. Click Add.

2. In the Add dialog box, first select the desired PTZ camera number from the PTZ
camera drop-down list. Then from the PTZ camera preset during event drop-
down list, choose a preset position where you want to move the PTZ camera
during an event.

3. If you want to move the PTZ camera to another position after the event has
ended, select the desired preset position from the PTZ camera preset after event
drop-down list.

If you select None, the PTZ camera will stay at its current position when auto-
loop or auto-pan mode is disabled. When auto-loop or auto-pan mode is enabled,
selecting None will resume the PTZ camera to cither of these two modes
depending on which one of them is enabled.

4. Click OK to return to the PTZ camera to preset dialog box.
To add more PTZ cameras, repeat steps 1 to 4.

To change position settings of a PTZ camera, select its camera number from the
list then click Edit.

6. In the Time to stay group box, you have two choices for setting the time length
for letting the PTZ camera stay at a preset position:

e The period of event  Select this option to keep the PTZ camera at the
preset position during the whole event.

Sometimes, an event period might be as short as 0 or
1 second (such as a motion event or video loss event).
Moving a PTZ camera to a preset position and
staying there for only 0 or 1 second is not relevant.
Also, some PTZ cameras may not be able to process
multiple commands in such a short period of time. In
these cases, a minimum dwelling period of 2 seconds
will be set.

* Fixed period Select this option if you want to specify a fixed time
duration. Enter the desired duration in the provided
text box.

Note: A fixed surveillance camera can drive one or more PTZ cameras at the same time.
While a PTZ camera stays at a designated preset position, it will reset the
duration of this position and accept another request only at the following
conditions:

* The request is from the same fixed camera.
e The request is from another fixed camera that has higher priority.




Video loss notification

Select the Notify if video loss option in the Camera tab if you want the Site Server to issue
notifications when there is camera video loss.
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After selecting this option, click the Apply To button and select which cameras that you
want to monitor for video loss problems.

Click the Settings button to open the Video Loss Notification dialog box where you can
choose the desired types of notifications: E-mail, Phone, and Alarm.
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For each type of notification that you selected, click the corresponding O ptions button to
customize notification settings. For details on how to customize, see "Types of
notifications” earlier in this chapter.

In the Video Loss Notification dialog box, you can also select the PTZ camera to preset
checkbox if you want the cameras that lost their video signal to move PTZ cameras to
preset positions so that you can still see live video. Underneath this checkbox, click the
Options button to open the PTZ camera to preset dialog box where you can choose the
PTZ cameras that you want to move and specify preset positions for these PTZ cameras.
For details on how to do this, refer to the procedure in the section "Moving PTZ cameras
during an event".
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Split screen settings (View tab)

Click the View tab in the Preferences dialog box to assign several video cameras per split
screen. The assigned video cameras will take turns, and each camera will be displayed for a
specified amount of time.
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0 Split screen Choose a split screen layout on which to assign
video cameras for display. Select any of Site
Server's preset layouts: Single View, 4 Split
Screens, 9 Split Screens, or 16 Split Screens.

Q Split screens list This lists the split screens that are displayed on
a given screen layout.

e Camera assignments When you highlight a split screen number on
the list at the left, the right side of the dialog
box shows the video cameras that are currently
assigned to that split screen. Assigned video
cameras are indicated by the selected
checkboxes.

Select/clear checkboxes to change the
assignment of video cameras.




e Time delay for switching cameras ~ Per split screen, specify the time duration for
displaying each of the assigned video cameras.
The duration can be set from 5 seconds up to to
360 seconds.

Input/Output device settings (Device tab)

Click the Device tab in the Preferences dialog box to select an I/O card and set up the
connections to security devices such as sensors and alarms. Under the Device tab, click the
" " . . " " .

Input” tab to configure sensor devices, and click the "Output” tab to enable devices to
receive signals from Site Server.

Configuring input devices (Input tab)

In the "Input" tab, at most 16 sensor devices can be enabled and customized. The following
describes the settings that can be customized.

0O 60 0
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Enable/Disable checkboxes

Scan interval

Name

From/To

Test
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Select an I/O card from the drop-down list. Different
/O cards have different number of analog input
ports.

Select the checkboxes of sensors whose analog input
will be monitored. Or, clear the checkboxes to disable
connections to the sensors.

Specify the interval (in seconds) for scanning input
ports periodically.

Specify the sensor name (for instance, the location
where the sensor is installed).

Select an input type: NC (Normal Close) or NO
(Normal Open).

Specify the sensor’s input voltage range.

Specify the time period for monitoring the sensor’s
analog input.

Click this button to open the "Sensor test" dialog box
to view the actual analog input voltage value.

The Sensor test dialog box allows you to check the
connection status of input devices. The sensor input
type and the current voltage value are displayed. You
can try each input devices and inspect the voltage to
check if the connections between input devices and
Site Server are well connected.
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Configuring output devices (Output tab)

In the "Output” tab, at most 16 output devices can be enabled and customized. The
following describes the settings that can be customized.
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Device Select an I/O card or I/0O box from the drop-down

list. Different I/O cards or I/O boxes have different
number of analog output ports.

Enable/Disable checkboxes  Select the checkboxes of devices to connect to, or
clear the checkboxes to disable connections to the
devices.

Name Specify the output device name (for instance, the
location where the output device is installed).

@0 6 6 O ©

Type Select an output type: NC (Normal Close) or NO
(Normal Open).

Gain Specify the output voltage.

Interval Specify the interval for sending the specified output

voltage to the device.
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Specify the valid time period for activating the output
device.

Click this button to output the specified voltage to
NO-type devices and output 0 voltage to NC-type
devices during the specified interval.

Timed surveillance settings (Schedule tab)

Click the Schedule tab in the Preferences dialog box to set up a surveillance schedule for
each video camera. Timed surveillance can be scheduled in a daily, weekly, or monthly

basis.

By Day

To set up a daily surveillance schedule for each Schedule list

video camera:

1. Choose a video camera by clicking the . |
number button that corresponds to that St e —
camera. o= ==l B =]

S —

2. Select the "Enable scheduling” option. T

3. From the "Type" drop-down list, select "By 2 ]
day". s | o | [ |

4. To add a new schedule, click "Add". T ——

5. In the dialog box that opens, set a time Wi i i :ﬁ
schedule for monitoring the camera and e e
select the checkboxes of tasks to be Sl F:Dﬁ:mlﬂm
performed within the scheduled time. (See
next page for more details.)

6. Repeat steps 1 to 5 to add more schedules.

7. All created time schedules will be added to
the schedule list in the Schedule tab.

To select a schedule and view details, click its "Start Time" entry.
To delete a schedule, select it and click the Delete button.

To modify a schedule, select it and then click the Modify button.

8. Repeat steps 1 to 7 to create daily schedules for other video cameras.

Note: Time segments that are not listed in the Schedule list will use the options set in the
Preferences - Camera tab.

="



Daily surveillance settings
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Start / End time Specify what time to monitor and detect events.
Disconnect camera Select this option to disconnect the camera during the
time period specified by the "Start / End" time
settings.
Enable recording Select this option to enable digital recording during

the scheduled time period. Choose a recording
method from the drop-down list.

Wide dynamic vision Select this option to enhance camera video quality.
Click the Settings button to make adjustments.

Notify if video loss Select this option to be informed when certain
cameras lose their video signal. Click Settings to set
up the type of notification (by e-mail, phone, etc.).

© © 06 6 o o090

Detect events by Select one or more detection methods, then click the
Settings button to customize settings for each selected
method.

Respond to events by Choose the methods for responding to detected or

manually triggered events.
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Adjust the camera brightness and contrast if
necessary. After adjustment, you can click Preview to
see how the camera video appears. If the camera is
currently in the process of recording events, the
preview result will appear on the recording.

e Brightness / Contrast

Note: If you tweak brightness and contrast settings on the Camera Adjustment Panel of the
Site Server interface while a scheduled task is enabled, your modified settings will be
updated to the brightness and contrast settings of the scheduled task. However, if the
scheduled task is not configured with any brightness and contrast settings, then your
adjustments on the Camera Adjustment Panel will just affect the live camera display.

By Week

To make a weekly surveillance schedule for each video camera:

1. Choose a video camera by clicking the number

button that corresponds to that camera. s i 3
g L -

2. Select the "Enable scheduling” option. ™ :’.m
3. From the "Type" drop-down list, select "By '|aE pre—r |

week".

4. By default, the weekday list shows Saturday and Sunday as the days off and the other
days as workdays. You may change the type of day for the days listed. For instance, to
change Sunday to be a special day, click "Sunday" and then select the "Special day"
option.

~ ko T
[l Harq
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5. You can create different surveillance schedules for work days, off days, and special days.
Click the "Settings' button beside each of the three options to set the surveillance

schedule for each.
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The procedure for setting the weekly surveillance schedule is just the same as that for
setting the daily surveillance.

6. Repeat steps 1 to 5 to create weekly schedules for other video cameras.

By Month

To make a monthly surveillance schedule for each video camera:

1. Choose a video camera by clicking the number button that corresponds to that camera.

2. Select the "Enable scheduling” option.

3. From the "Type" drop-down list, select "By Month".

4. The calendar shows the current month, with the current day highlighted. Also, by
default, Saturday and Sunday are defined as the days off and the other days as
workdays.
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You may change the type of day for any day of the month. Just click on a day in the
month calendar, then click the type of day ("Work day", "Day off", or "Special day") at
the right.

5. To change the type of day in other months, move to the other months by clicking the
arrow buttons on top of the calendar. Do the process mentioned in step 4 to change the
type of day for any day of the month.

6. The procedure for setting the surveillance schedule for days of a given month is just the

same as that for setting the daily surveillance.

i —
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Audio capturing device settings (Audio tab)
Click the Audio tab in the Preferences dialog box to configure the settings for up to 16

audio devices. Please be sure to associate video cameras and audio input devices according
to their correct practical deployment.
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a Audio buttons Each button corresponds to an audio input device.
Click a button to configure settings for an audio
recording device.

e Device Displays the audio input device name.

e Audio name Type in a name for identifying the audio recording
from the audio input device (for instance, the location
where the audio recording device is installed).

0 Disconnect audio Select to stop recording audio from this particular

audio input device. Clear to reconnect to the audio
input device.




e Compression

G Volume

a Associated camera

e Play live sound

0 Sound playback

LG
M

Vision //;

P

This determines the recorded audio quality and the
resulting file size. Currently, only the Microsoft®
ADPCM compression scheme is available.

Determines the record volume level of the audio input
device. Use the slider to adjust the volume level.

Each radio button corresponds to a video camera.
Select a video camera you want to associate with the
audio input device (Al to A16). You can only
associate one camera per audio recording device.

Each button corresponds to an audio input device.
Click a button to hear the audio when viewing the
camera associated with the audio recording device.

Displays the audio device used by your computer to
play back audio from the audio recording device. You
can also adjust the playback device’s volume here. If
you have more than one audio device installed, select
the device you want to use from the drop-down menu.

Web Server and Video Server settings (Network tab)

In the Network tab of the Preferences dialog box, you can set up the Site Server computer
as a Web Server and a Video Server. When configured as a Web server, the system will
allow remote users to view video cameras remotely via a Web browser on a computer or
mobile phone. Whereas, when configured as a Video server, the system will allow video
streaming across the Internet when remote users view the on-site cameras.

Web Server
o Enable Web Server

9 Fixed IP address

Select this option to configure Site Server as a Web
server. When acting as a Web server, Site Server will
allow remote access to its live video cameras. Remote
users can launch Microsoft Internet Explorer and type
in the IP address of the Site Server computer to
download a four split-screen Web page and remotely
monitor the cameras via the Internet.

If your computer is installed with two network cards
and owns two IP addresses, select this option and
enter the IP address that you would like to assign to
the Web server.

e —
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e Enable dynamic IP Select this option if the Site Server uses a dynamic IP

address (i.e., an IP address that varies each time the
computer connects to the Internet). Set the dynamic
IP options by clicking Settings.

The Site Server computer will report the current IP
address to the Dynamic IP Server. Remote users can
use a Web browser to log into the Dynamic IP Server
and then connect to the Site Server computer and
remotely monitor the on-site video cameras.

6 Enable mobile phone remote watching Select this option to allow remote users
to monitor the on-site cameras via a
Web browser on their mobile phone. Set
the appropriate Video dimension for the
target mobile phones and specify the
Interval between surveillances.

Note: Currently, only the following
mobile phones are supported: Docomo
iMode phone, J-phone, and AU-phone.




e TCP port

Video Server
G Video dimension

a Video compression

G Performance

0 Video port

Specify a TCP port number to be used by the Web
servet. The chosen TCP port must not be unique and
unused by other applications.

Specify a fixed video dimension for streaming video
to remote clients. Set this to the "Original video
dimension” or "320 x 240".

When you set the dimension to "320 x 240"and the
source video is in "640 x 480" for instance, the video
will be resampled to 320 x 240 first before it is
streamed over the Internet.

Compressing video makes the video file size smaller
and allows faster video streaming. Choose one of the
Al n

following compression methods: "Fast quality”, "Best
quality”, or "Good quality”.

Note: Each compression method has its own GOP
and QP settings that are stored in the LiveTag.ini file
under the program folder. After you have chosen a
compression method, its corresponding settings will
be updated to the Serverini file.

The performance value represents the number of
threads in a multi-threading capable system that will
be allocated for handling video streaming operations.

For instance, if there are 16 video cameras connected
to a Site Server computer, allocating two threads to
share the workload of streaming the video from the
cameras will provide a higher performance than
assigning only a single thread.

By default, two TCP ports are allocated to listen to
video streaming requests.

To define the settings for each TCP port, click Modify
and set the following:
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Fault tolerance Set the number of retries

when problems occur during
video streaming. "Low"
represents 50 retries,
"Medium" for 100 retries,
and "High" for 200 retries.

Frame rate Specify the maximum frame
rate that the TCP port will
use for video streaming. 1 up
to 30 fps can be set.

TCP port Assign the desired TCP port
number. Default TCP port
numbers are 18082 for video
port 1 and 18083 for video
port 2.

Configuring dynamic IP settings

If the Site Server computer connects to the Internet using a dynamic IP address and you
want remote users to be able to locate it over the Internet, you need to configure the
dynamic IP settings. Click Settings to set the dynamic IP options.
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0 TCP Port Specify the port of the dynamic Web server.
9 Server IP address Specify the IP address of the dynamic Web server.

e User ID Specify a user ID for the person you will give
authorization to have access to your computer.

° Password Specify a password for the user ID.

It is strongly recommended that a user ID and password be defined when the Enable
Dynamic IP option is selected. By specifying a user ID and password, the Site Server
computer will be more secure and only personnel you have given authorization to will be
able to access the computer.

Accessing the dynamic IP server site

After configuring the dynamic IP settings, the Site Server automatically registers the IP
address, user ID and password on the dynamic IP server. Remote users who want to
monitor video cameras remotely on a dynamic IP server must perform the following steps.

For remote users to view video cameras on the dynamic IP server:

1. Launch a Web browser such as Internet Explorer, then enter the dynamic IP server's
URL in the Address box.

2. Enter the user ID and password. If no user ID and password have been assigned, click
the "Submit" button.

3. Click the button that opens the page where the available Web cameras that can be
viewed are listed. For example, click the “Web Cam List” button.
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4. Click a site name from the list to to open the Web page of the corresponding server
site.

= e

5. Use the navigation controls on the Web page to monitor the on-site cameras.

Fir B dem Fessie Gmbo P [
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e There is a free list server,
www.dvr24h.com, that is
available to the public.

e If the DVR system is in a
LAN environment, you must
set the router to forward
port number 80 to the DVR
system. Otherwise, clicking
the DVR link in the
Dynamic IP Server will not

allow users to reach the
DVR system.




User accounts (User tab)

In the User tab of the Preferences dialog box, you can create and manage user accounts,
add new privilege levels, enable local or centralized control over Site Server, and enable

automatic login access to the DVR server.

Note: Only user accounts with Administrator privilege level will have rights to access and

change

settings in the User tab.

Preferences
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0 User account list This list shows the current user accounts that have

been added to the Site Server. By default, an
Administrator account is already added.

9 Add / Delete / Modify Click the corresponding button to create a new user

account, delete an existing account, or change the user
password, privilege level and other settings.

e Privilege Settings Click this button to open the Privilege Level dialog

box where you can add new privilege levels and assign
allowed actions for each level. No new privilege level
can be higher than the "Administrator” privilege.

G Enable access control Select this option if you want to restrict the Site

Server program's access rights only to users having the
Administrator privilege. When access control is
enabled, Site Server (as well as the other programs)
will always prompt for the User ID and Password
when the program is launched. (See "Launching the
Site Server" for more details.)

e —
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e Local / Central Control Select Local Control to maintain user accounts to be
added and managed locally on the Site Server.
Otherwise, select Central Control if you want all user
accounts to be registered to the List Server, which acts
as a central server for maintaining user data for all

networked DVR systems.

Note: List Server can be installed and run at a separate
computer or on the DVR system.

G Auto DVR login

Select this option if you want to allow only certain
user accounts to login to the Site Server.

Refer to the succeeding sections for more details on the above-mentioned settings.

Creating and maintaining user accounts

To create a new user account:

1. In the User tab, click "Add".
The Add User dialog box then appears.
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2. Enter a "User ID", and enter the "Password" twice in the provided text boxes.

3. Select a "Privilege level" to assign to the user account. (See table next page for details.)
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User Privilege

Administrator Highest level of privilege. A user who is assigned with an
"Administrator” privilege will be able to view all cameras,
customize preference options, and add/delete/modify user
accounts.

Manager A user who is assigned with a "Manager" privilege can view
cameras that were assigned with "Manager", "Operator” or
"Remote user" privilege, but does not have rights to customize
preference options.

Operator A user who is assigned an operator privilege:

* Can view cameras that were assigned with "Operator” or
"Remote user" privilege.

* Does not have access rights to the User tab in the Preferences
dialog box.

* Does not have rights to modify preference settings of cameras
that were assigned with "Manager" or "Administrator" privilege.

Remote user A user who is assigned with a "Remote user" privilege can only
view cameras that were assigned with the same level of privilege
remotely through a Web browser or remote viewer tool.

4. Enter a textual "Description” about the user account.

5. In the Camera group box, select the surveillance cameras that this user account will be
permitted to have access.

If the privilege level assigned to this user account does not permit access to all cameras,
the restricted cameras will be grayed out and cannot be selected in the Camera group
box.

6. In the Authority group box, the permitted rights for performing certain actions will be
selected by default for the chosen privilege level. (For instance, if you assigned the
Administrator level in step 3, all rights will be selected. Whereas if you assigned the
Remote User level, only Monitoring and PTZ control will be selected and the others will
be grayed out.)

If you want to exclude some rights, deselect their checkboxes.

Note: See the section, "Adding privilege levels", for details on the types of rights and the set of
actions that can be assigned to a privilege level.
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To make changes to a user account:

1. In the User tab, select the user ID of the account that you want to modify.
2. Click "Modify", then make adjustments in the Modify User dialog box.

To delete a user account:

1. In the User tab, select the user ID of the account that you want to remove.
2. Click "Delete".

Adding privilege levels
As mentioned in the previous section, [ G

there are four default privilege levels: e ——
Administrator, Manager, Operator, and M —
Remote User. If you want to add more o L

privilege levels and assign them with
different sets of actions, click the
Privilege Settings button in the User
tab. This will open the Privilege Level
dialog box where you add, modify,

delete, increase, or decrease privilege

levels. | N Mpshy | s D |
To create a new privilege level: (aasimies K|
1. Click "Add" to open the Add % B
Privilege dialog box. o
2. Enter a name for the new privilege S
level. Cre

3. In the Authority group box, select
the checkboxes of those actions that

you want to assign to this privilege :Lw_ﬂmm
level. (See the table below for details —_— =1
on each type of action.) ™ Ghuacben, o
4. Click "OK".
Authority Actions
Monitoring View live camera video either on the local site or remote site.
PTZ Control Control PTZ cameras. (Does not include rights to customize
settings)




Authority Actions

Searching Perform any action on video recordings except for backup. It
allows access to the Record Player, Remote Record Player, and
huperRemote to play back video recordings.

General Setup * Modify settings on the Preferences dialog box of Site Server.
In the Camera tab, only cameras that have lower or equal
privilege levels to the login user are allowed to do
modifications.

e Enable or disable detection on the Site Server.

* Modify settings on the detection dialog boxes of Site Server.

* Modify settings on the PTZ Contwol Panel.

* Adjust the brightness, contrast, hue, and saturation settings
for cameras on the Site Server.

User Setup Add, delete, or modify user accounts in Preferences - User tab.
Remote Setup Use remote desktop control.
Backup Run the Backup Scheduler program to modify settings and back

up recordings.

Shutdown Close the DVR Site Server program.

Auto DVR login

The Auto DVR login option, when selected, allows only certain user accounts to log into
and access the Site Server.

To allow a certain user account to have login access to Site Server:

1. First, create a user account by clicking the Add button in the User tab of the
Preferences dialog box. See the section "Creating and maintaining user accounts” for
details on how to create a new user account.

2. Select the Auto DVR login checkbox.

3. A message box then appears, reminding you that you need to specify the user account
that will be allowed to log into the Site Server. Click OK

4. The Auto DVR Login dialog box then appears. Enter the user ID and correct password

twice, then click OK. (You can also click Settings to open the Auto DVR Login dialog
box.)
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Central Control and Local Control

By default, the "Central Control" option is selected which allows user account information
to be registered in the centralized database of the List Server. (See Chapter 9 for more
information.) With this option selected, new user accounts that you create will be added to
the List Server.

-

e 5w 454 AM

ezt | infoanation | Prabersrcs | Leg |
[UssiD [T Dgalripkn
Sedrmrariralar Sedrmrairalar Sedrmrariralar
Jdon Hnsga
Thes rearsbesr of ety 2 ﬂ£“—|
B Hurted
Sedrmrariralar 1
Hnsga 1
[if o
Flarcta Loa o
T b pesrabossr of roaips - -
I

List Server can be installed and ran on a separate computer on your local network. If you
have this type of set up, click Settings. The following dialog box will then be displayed:

Server I address: (FIXTX]

TCF port e -
Camcol |

Specify the correct TCP port and TCP/IP address of the List Server computer in order for
the Site Server program to connect to the List Server computer and to register user account
information on that computer.

On the contrary, if you prefer the user account information to be added and maintained
locally on the Site Server, select the "Local Control" option.

Note: The default user account for List Server is: User name: administrator, Password: system



Motion detection
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Motion detection allows video cameras to detect the presence of movement. Basically, Site
Server detects motion by comparing consecutive frames to see if there is any change

between the frames. To enable this function, select the "Motion detection" option in the
Camera tab of the Preferences dialog box, then click the Settings button to open the
Motion Detection dialog box where you can set up what specific areas will be detected for
the presence of motion. In this dialog box, you can adjust settings such as sensitivity level,
noise tolerance, and more.

Note: If you clicked ﬁ in the Camera Operation Panel, click - to open the Motion

Detection dialog box.

Marking areas to exclude from detection

The first thing you need to do is to mask out irrelevant areas that will not be included in
motion detection. Click (il to expand the Mask-drawing Panel. This panel contains
button controls which allow you to mask out areas that will be excluded from detection.

Mask-Drawing Panel
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Select this option to display a mask (i.e., a

shield) on the areas that will be excluded from
detection.

Select this option to display a rectangular box

on areas that have been detected with motion.

Select this option to add a mask. Use the

drawing tools to draw the mask.

To add back parts from a masked-out area and

include them during detection, select this
option. Use the drawing tools to erase the mask.

Use one of the following drawing tools to
draw masks:

Select this tool to draw a rectangular-shaped

mask. Drag your mouse over an area on the
video to draw the mask.

Select this tool to draw an elliptical -shaped

mask. Drag your mouse over an area on the
video to draw the mask.

Select this tool to draw a freeform-shaped mask.

Drag the slider to the right to have larger-size
brush strokes, or drag to the left to have
smaller-size strokes. To draw the mask, drag
your mouse over an area on the video.

Click this button to mask out the whole video
and then switch to the Subtract-mask mode

automatically.

Click this button to erase all the masks and then
switch to the Add-mask mode automatically.

Click this button to freeze the live video.

9 Close Mask-drawing Panel - Click to close the Mask-drawing Panel.



Motion detection settings

To customize motion detection settings, adjust the contwls at the bottom of the Motion

Detection dialog box.

o Sensitivity

e Noise tolerance

e Shortest event duration

o Event interval

e Ignore smaller object

Set the level of sensitivity to motion.

Low sensitivity means that minimal motion will be
ignored, and that only dramatic changes in movement
will be detected. However, this may result in loss of
event. High sensitivity means that even the smallest
movement will be detected, but it could be a false
event. Careful testing and fine tuning of the sensitivity
setting is recommended.

Set the tolerance level to noise. Moving elements on
the video whose pixel sizes are smaller than the
specified noise tolerance level will be treated as video
signal noise and will be ignored. This can reduce the
occurence of falsely detected motion caused by video
signal noise in low illuminated environments.

Set the minimum time duration for each event. If the
duration of a detected event is shorter than the
defined shortest event duration, it will not be treated
as an event.

Specify the minimum interval between motion events.
Select this option to filter out small objects (such as

flashing stars in the sky or distant street lamps) whose
dimensions are smaller than a specific size.
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To measure a small object to be used as the basis,
click the Get button jij then drag your mouse
around that object. Its dimensions will then be
displayed in the width and height boxes.

Select this option to filter out large moving objects
(such as moving vehicles) whose dimensions are larger
than a specific size.

G Ignore larger object

To measure a large object to be used as the basis,
click the Get button (i then drag your mouse
around that object. Its dimensions will then be

displayed in the width and height boxes.

Missing/left object detection

On a busy scene with lots of people and objects in motion such as in an airport or railway
station, object detection can be applied. For instance, baggages that have been left on the
scene for a long period of time will seem suspicious, and you can use this function to track
them. You can also use this function to detect if a static object has been moved out of the
scene (such as a wall painting that has been stolen).

To enable this function, select the "Missing/left object detection" option under the Detect
events by group box in the Camera tab of the Preferences dialog box, then click the
Settings button to open the Missing & left object detection dialog box where you can set up
what areas to detect for objects.

Marking areas to exclude from detection

Just like in motion detection, the first thing you need to do in object detection is to mask
out irrelevant areas that will not be included in the detection process. Click (il to
expand the Mask-drawing Panel that is on the right side of the dialog box. This panel
contains button controls which allow you to mask out areas that will be excluded from
detection. (These button controls are similar to the ones in the Motion Detection dialog

box.)

Object detection settings

To customize object detection settings, adjust the controls at the bottom of the Missing &
left object detection dialog box.
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9 Ignore small object
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Specify the minimum time duration when objects are
expected to remain on its location. If an object
remains on its location longer than the defined
duration, it may be treated as a suspicious object. If
an object disappears from its location before the
defined duration has elapsed, it may be treated as a
stolen object.

Set the sensitivity level for detecting missing objects
or objects that are left on the scene.

Select this option to exclude small objects whose
dimensions are smaller than a specific size. The way
to measure an object size is the same as in Motion
detection's object size filtering.

Select this option to exclude large objects whose
dimensions are larger than a specific size. The way to
measure an object size is the same as in Motion
detection's object size filtering.

Note: While Missing/left object detection is applied, the Sharpness level should be lower than 6.
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Virtual fence detection

Through Virtual fence detection, you can set up one or more borderlines on a site where
possible intrusions should be detected. You can also use this detection method to track
moving objects that pass by in the wrong direction.

Follow these steps to create borderlines and set up Virtual fence detection:

1. Open the Preferences dialog box and click the Camera tab.

2. Select a camera for which you want to set up Virtual fence detection by clicking its
camera number.

3. In the Detect events by group box, select the Virtual fence detection checkbox, then
click the Settings button. The Virtual Fence Detection dialog box appears.

4. Click il o expand the drawing panel and reveal the complete button controls for
setting up borderlines.

5. Click to temporarily freeze the live video and make it easier for you to

draw your borderline.

6. Click a starting point on the video, drag your mouse to draw a borderline, and then
release the mouse when you reach the desired end point.

7. To skew the line, drag the end (yellow) point and adjust the line.

After drawing a borderline, it
is selected by default and is
indicated by an orange color.
The line appears white in
color when it is not selected.

The starting point
is indicated by a
red node.

&

The arrow appearing across

the middle of the line
indicates the direction of
movement to be detected.

&

The end point

is indicated by a
yellow node.

8. Use the other controls in the dialog box to give a name to the borderline, change the
direction of movement, etc. For more details, see "Virtual fence detection controls and
settings”.

9. Repeat steps 6 to 8 to draw more borderlines on the video. You can add up to a
maximum of 5 borderlines per camera video.



10.Click the Apply button gl to apply the Virtual fence detection settings to the

chosen camera.

11.To apply the same detection settings to other cameras, click the Apply To button and
select the checkboxes of desired cameras.

Note: Virtual fence detection will be activated 6 to 7 seconds after the detection settings have

been applied.

Virtual fence detection controls and settings

Hrl ¥irlwal fence deteciinn
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o Display Line E Select this option to display borderline
indicators that will allow you to see where on
the camera video Virtual fence detection will be

applied.



e Line name

Delete line -
Delete all lines -

Freeze Video
Close drawing panel L ]
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Select this option to display a rectangular box
around the detected objects that have crossed
the borderlines.

This shows a default name given to a
borderline. Each borderline you created will be
indicated by a sequential number in the line
name. You can change the line name by entering
your desired name in the text box.

Select a borderline that you created, then click
this button to set the direction of object
movement to be detected. There are three
directions of movement to choose from:

Left to Right Right to Left

Bidirectional

Select an unwanted borderline on the video
window then click this button to delete it.

Click this button if you want to remove all
borderlines and start all over.

Click this button to freeze the live video.
Click this button to close the drawing panel.

Set the level of sensitivity to moving objects.
Drag the slider to the left if you want to set a
lower sensitivity level or to the right to set a
higher sensitivity. High sensitivity means that
even the smallest movement will be detected,
but it could be a false event. Careful testing and
fine tuning of the sensitivity setting is
recommended.

When a moving object crosses a borderline in
the specified direction, the line will repeatedly
flash in red as an indication that a Virtual fence



m Ignore smaller/larger object

@ Reset iR
® ropy
@ Cancel S

-yisinn

detection event has occured. You can set the
length of time that the line flashes by adjusting
the Event duration.

This value also determines the duration for
event-related operations such as event recording

and playback.

Select these options to enable size filtering for
moving objects. You can specify what sizes of
objects to ignore and exclude from Virtual fence
detection.

The way to set up object size filtering in Virtual
fence detection is just the same as in Motion
detection. For details, see "Motion detection
settings” in this chapeer.

Click to load back the default settings.

Click to apply the modified settings.

Click this button if you change your mind and
do not want to apply the modified settings. The

Virtual fence detection dialog box then closes
and reuses the previous settings.

Secure zone detection

Through Secure zone detection, you can specify one or more areas on a site that people are
not allowed to enter. You can also use Secure zone detection to detect whether there are
objects that try to occupy restricted zones, for instance, vehicles that are parked in

forbidden places.

Follow these steps to mark areas and set up Secure zone detection:

1. Open the Preferences dialog box and click the Camera tab.

2. Select a camera for which you want to set up Secure zone detection by clicking its

camera number.

3. In the Detect events by group box, select the Secure zone detection checkbox, then click
the Settings button. The Secure Zone Detection dialog box appears.

4. Click il to expand the drawing panel and reveal the complete button controls for

setting up areas to be monitored.

i —
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5. Click to temporarily freeze the live video and make it easier for you to
mark areas on video.

6. Click a starting point on the video, drag your mouse to draw a rectangular box over a
forbidden area, and then release the mouse when you have completely boxed the area.

After drawing a box, it is by default selected and appears in orange. A box appears in
white when it is not selected.

Note: To select a rectangular box that you created, click any of the sides of the box, or hold the
[Alt] key and click the marked area inside the box.

7. Click a starting point on the video, drag your mouse to draw a rectangular box over a
forbidden area, and then release the mouse when you have completely boxed the area.

8. Use the other controls in the dialog box to give a name to the rectangular box or delete
it. For more details, see "Secure zone detection controls and settings”.

9. Repeat steps 6 to 8 if you want to mark more areas with rectangular boxes. You can
mark up to a maximum of 5 areas per camera video.

10.Click the Apply button (¥l to apply the detection settings to the chosen camera.

11.To apply the same settings to other cameras, click the Apply To button and select the
checkboxes of desired cameras.

Secure zone detection controls and settings

a Display forbidden area - Select this option to display rectangular box
indicators that will allow you to see which areas
on the camera video are marked and will be
applied with Secure zone detection.

Q Show tracking block - Select this option to display a tracking box
around the people or objects that have been
detected to have entered or occupied the
forbidden areas.

e Box name This shows a default name given to a
rectangular box. Each box you created will be
indicated by a sequential number in the box
name. You can change the box name by entering
your desired name in the text box.

a Delete box (=N Select an unwanted box on the video window

then click this button to delete it.
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Click this button if you want to remove all
boxes and start all over.

Click this button to freeze the live video.
Click this button to close the drawing panel.

Set the level of sensitivity to objects, and set the
duration for displaying flashing boxes around
marked areas when an intrusion in these
forbidden areas has been detected.

Select these options to enable size filtering for
objects. You can specify what sizes of objects to
ignore and exclude from Secure zone detection.

The way to set up object size filtering in Secure
zone detection is just the same as in Motion
detection.
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For details, see "Motion detection settings” in
this chapter.

Click to load back the default settings.

Click to apply the modified settings.

Click this button if you change your mind and
do not want to apply the modified settings. The
Secure zone detection dialog box then closes
and reuses the previous settings.

@ Cancel -

Flow counting

Just like Virtual fence detection, Flow counting allows you to specify borderlines on a site
and detect for moving objects that pass through these lines. The only difference is, the Flow
counting method also counts the number of objects that pass through the borderlines.

For each borderline, you can set the direction that you want to detect for moving objects.
You can set the direction to be Flow-in only, Flow-out only, or Bi-directional flow.

Flow counting can only be applied on cameras that have been set with either Non-stop
Recording or Non-stop Smart Recording.

Follow the steps below to create borderlines and set up Flow counting:

1. Open the Preferences dialog box and click the Camera tab.

2. Select a camera for which you want to set up Flow counting by clicking its camera
number.

3. In the Detect events by group box, select the Flow counting checkbox, then click the
Settings button. The Flow Counting dialog box appears.

4. Click #llES3B to expand the drawing panel and reveal the complete button controls for
setting up borderlines.

5. Click (iGN temporarily freeze the live video and make it easier for you to

draw your borderline.

6. Click a starting point on the video, drag your mouse to draw a borderline, and then
release the mouse when you reach the desired end point.

7. Enter a name for the borderline, see "Flow counting controls and settings".

8. To set the direction of the borderline, click i Eaiualll - Keep on clicking this button

until you have set the direction that you want. A colored arrow will be displayed in the
middle of the borderline to indicate the selected direction:




Red arrow indicates Blue arrow indicates Bidirectional arrow indicates
Flow-in Flow-out both Flow-in and Flow-out

9. You can customize more settings in the dialog box. Refer to "Flow counting controls
and settings” for details.

10.Repeat steps 6 to 8 to draw another borderline on the video. You can add up to a
maximum of 2 borderlines per camera video.

11.Select a borderline by clicking it. When selected, it appears orange in color. If you want
to move a borderline, drag it to the desired position.

When a borderline is not selected, it appears white in color.

12.You can test Flow counting on the borderlines that you created. Click “ to
first unfreeze the live video, and then do your test by moving any object several times
across the borderlines on the video. You will see the counted numbers in the Linel and
Line2 text boxes.

13.Click the Apply button (%@l to apply your settings to the chosen camera.

14.To apply the same Flow counting settings to other cameras, click the Apply To button
and select the checkboxes of desired cameras.

Flow counting controls and settings

o Display Line E Select this option to display borderline
indicators that will allow you to see where Flow
counting will be applied on the camera video.

e Show tracking block - Select this option to display a rectangular box
around the detected objects that have crossed
the borderlines.

o Line name This shows a default name given to a
borderline. Each borderline you created will be
indicated by a sequential number in the line
name. You can change the line name by entering
your desired name in the text box.
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Select a borderline that you created, then click
this button to set the direction of object
movement to be detected. There are three
directions of movement that you can choose
from: Flow-in only, Flow-out only, or Bi-
directional flow.

Select an unwanted borderline on the video
window then click this button to delete it.

Click this button if you want to remove all
borderlines and start all over.

Click this button to freeze the live video.

Click this button to close the drawing panel.
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Line 1 (in vs. out)

Line 2 (in vs. out)
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Sensitivity
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When you test Flow counting in the dialog box,
the text boxes here will show the number of
detected objects that passed through the first
borderline. The left text box shows the number
of objects that flowed in, and the right text box
shows the number of objects that flowed out.

When you test Flow counting in the dialog box,
the text boxes here will show the number of
detected objects that passed through the second
borderline. The left text box shows the number
of objects that flowed in, and the right text box
shows the number of objects that flowed out.

Set the interval between counter resets. For
instance, if you enter 60 minutes, the counter
will reset to zero after every hour.

Set the level of sensitivity to moving objects.
Drag the slider to the left if you want to set a
lower sensitivity level or to the right to set a

higher sensitivity.

Select these options to enable size filtering for
moving objects. You can specify what sizes of
objects to ignore and exclude from detection.

The way to set up object size filtering in Flow
counting is just the same as in Motion
detection. For details, see "Motion detection
settings” in this chapter.

Click this button to reset the counters back to
zero.

Click to load back the default settings.

Click to apply the modified settings.

Click this button if you change your mind and
do not want to apply the modified settings. The

Flow Counting dialog box then closes and
reuses the previous settings.
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On a split screen that shows camera video that has been applied with Flow counting, you
can right-click on the split screen to open a pop-up menu. On the menu, click Reset Flow
Counting when you want to reset the counter back to zero.

Flame detection

Flame detection sends immediate notifications when flames or flame-like flashes are
detected.

Initially, a region or an object in a site that is suspected to be burning in flames or
producing flame-like flashes will be detected and marked with a yellow frame (see sample

image below).

After the flame-like flashes are identified as true flames, the region or object of interest will
then be marked with a red frame.

-100



To increase the accuracy of flame detection, a simple environment without too many scene
changes is recommended to apply the flame detection feature. Also, decrease the iris level
of cameras to increase the accuracy of flame detection.

Note: The camera might not be able to identify ordinary objects after the iris level is decreased.

To apply Hame detection, select the "Flame detection" option under the Detect events by
group box in the Camera tab of the Preferences dialog box, then click the Settings button
to open the Flame Detection dialog box where you can set up how to detect for flames or

flame-like flashes.

The Flame Detection dialog box

0 Show yellow tracking block - Select this option to display a yellow frame

around suspected flames or flame-like flashes.

Q Show red tracking block - Select this option to display a red frame box
around areas or objects that have been
identified to be burning in flames.

e Expand drawing panel (il Click this button to expand the Mask-drawing
Panel. This panel contains button controls which
allow you to mask out to irrelevant areas that
will not be included in the detection process.
(These button controls are similar to the ones in
the Motion Detection dialog box. For more
information, see "Marking areas to exclude
from detection” earlier in this chapter.)
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Set the minimum time duration for each event. If the
duration of a detected event is shorter than the
defined shortest event duration, it will not be treated
as an event.

Specify the minimum interval between events.

Set the level of sensitivity to flames. The higher the
sensitivity level is, the more sensitive the flame
detection is.

Adjust the noise tolerance level to reduce false alarms
caused by video noises. The higher the tolerance level
is, the less the interference of video noises. However,
the sensitivity level will be reduced as well.

Click this button to load back the default settings.

Click this button to apply the modified settings.

Click this button if you change your mind and do not
want to apply the modified settings. The Flame
Detection dialog box then closes and reuses the
previous settings.



Wide dynamic vision

Wide dynamic vision is an extremely useful feature for enhancing the camera video quality
to increase visibility in the event recordings, especially during the nighttime or when
recording under darkly lit environments. This feature also allows you to filter out
insignificant moving objects to reduce false alarms.

To enable this feature, select the Wide dynamic vision option in the Camera tab of the
Preferences dialog box. Then click the Settings button to open the Properties dialog box
where you can mask out insignificant areas or objects and adjust video enhancement
settings.

Marking insignificant areas

Use the button controls on the top right corner of the Properties dialog box to mask out
insignificant areas or objects on the scene.

000
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o Add mask Tgg To detect motion on certain areas only, mask out the
unwanted areas. Masking out these areas will exclude them
from motion detection.

Click g then drag your mouse over the area that you
want to mask out.
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Q Delete mask B™ To add back parts from a masked-out area and include them
during motion detection, click ™ then drag your mouse
over the part that you want to add back.

e Mask All 1l Click this button to mask out the whole camera view.
0 Clear All >< Click this button to remove all masked selections and

include them back during motion detection.

e Play o= By default, the "Play" button is pressed and live video is
displayed at a frame rate of one frame per second on the
preview window.

G Pause |1 Click this button to freeze the video.

Visibility enhancement

Select the checkbox of this item to brighten the video during nighttime when the
monitored site is dark and does not have sufficient lighting.

There are different situations wherein the lighting conditions may be insufficient. Follow
the guidelines below to make adjustments under different conditions.

Environmental Situations Solutions
Low lighting environment Adjust the Visibility enhancement level.
(Setting the value to 6 or lower is recommended).
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With static light sources in low | Solution 1:

lighting environment 1. Adjust the Visibility enhancement level.
(Setting the value to 6 or lower is
recommended).

2. Select the Brightness balance adjustment
option and adjust its value.

Or,

If the video quality is not good enough, select

the Visibility enhancement option and choose




a level.

Environmental Situations Solutions

Solution 2:
1. Adjust the Visibility enhancement level.

(Setting the value to 6 or lower is
recommended).

2. Mask out background light such as lamp posts
or reflected light.

Or, if you want to get a better result of a
certain area only, mask out the unwanted areas
first so that Visibility enhancement will only be

applied to the area of interest.

With moving light Sources in 1. Adjust the Visibility enhancement level.
low lighting environment (Setting the value to 6 or lower is
recommended).

2. Select the Brightness balance adjustment
option and choose a positive value.

Or,

If the video quality is not good enough, select
the Visibility enhancement option and choose

a level.

Backlighted environment 1. Adjust the Visibility enhancement level.
(Setting the value to 6 or lower is
recommended).

2. Select the Brightness balance adjustment

option and choose a positive value.

Overexposure under lighting 1. Adjust the Visibility enhancement level.
conditions (Setting the value to 6 or lower is
recommended).

2. Select the Brightness balance adjustment

obtton—and-choose—a—necativevalue

e S Yetrth

Note: The minimum illumination for a camera is very important to make Visibility enhancement
most effective. In general, 0.1 LUX or below is recommended.
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Select the checkbox of this
item to enable sharpness
enhancement. This helps
sharpen edges of, for
instance, a blurred
background (that may be due
to loss of focus).

Drag the Sharpness level
slider to the right to increase
sharpness; drag the slider to
the left to decrease sharpness
or blur the video.

Select the checkbox of this
item to enable noise
reduction. This helps
eliminate video noise that
comes from the camera, and
also reduces noise in dark
scenes or nighttime
environment. If you enabled
Visibility enhancement, there
may also be noise that is
introduced to the video
which can be minimized via
noise reduction.

Adjust the Noise reduction
level slider to control the
extent of noise reduction to
be applied to the camera
video.

Note: When Noise reduction is enabled, it also reduces the size of recorded video.



Viewing logs and disk usage information

Use the following button controls to check recorded logs of events and inspect the hard

disk storage space in the server computer that runs Site Server.

_ New Event Information

Clicking this button opens the Event Log dialog box which keeps a detailed

log of events that have been detected.

The New tab, by default, shows a list of all events that were detected in the
last 24 hours.
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e Type

9 Camera

The Log list shows details about each event,
such as the start and end times of the event,
camera number (indicated by C1 - C16) or
sensor number (indicated by S1 - S16) that

9_

detected the event, type of event, etc.

If you want to view only the logs of one type
of event such as Motion event, select it from

the Type list.

If you want to view only the logged events of
one camera, select the camera number from
the Camera list.
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Click this button to delete all event logs from
the list. These events are not deleted from the
record database.

Click this button to launch the Event Viewer
program and play back a selected event. Not
all events contain video recordings.

Click any of the other tabs in the Event Log dialog box to view only logged
events of a particular type of event. For instance, click the Video Loss tab if
you want to see only the list of cameras that were logged due to loss of video

signal.
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If you want to view logged events of another date, you can click the
Calendar button to select the desired date.

Flow counting events of each camera are logged separately in different
subfolders. Under C:\Program Files\huperlab\huperVision\FlowCountData,
a subfolder for each camera is named using the convention, Camera/ N,
where VN represents the camera number. (This is assuming that the
huperVision suite is installed in C:\Program Files\huperlab\huperVision).

Flow counting event logs are saved in .CSV (Comma Separated Value File)
format, which is a popular database format. You can open the file and view
the logs using software such as Microsoft Excel.

A new CSV file is created per day for each camera that records Flow
counting events. The following is a sample CSV file.
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_ Storage Information

This button displays the amount of remaining disk space. Click this button
to open the Storage Information dialog box and view details on disk usage.

Mo | Location | sbocaied fe... | Lbed Record ... | Frea Record
1 [ 00 38 50 056

z ENCE £ /TG 033

3 Fira 00 A i0G

£ x
Lgad Racond Spaca: 1143 G

Friea Fcord Spaca: 27 @ 234 |II




Ch.2 Site Server

Operation Logs

Site Server records login/logout sessions, preferences modification date and
time, as well as date and time logs of connections from remote sites. To view

these operation logs, first click “ on the Site Server program screen.
Then, in the pop-up menu, click Operation Log to open the Logs dialog

box.
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G Log list The Log list shows the date and time, user
account name, and the action performed.
e Delete Click this button to delete all recorded logs.
Only users with "administrator” privileges
have rights to delete operation logs.
e Save As Click this button to save operation logs as a
text file.
° Keep as Select this option and specify how many days

of operation logs to maintain. This enables
Site Server to purge old logs after the
specified number of days and free up disk
space.
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Chapter 3

Record Player

Record Player lets you retrieve and view videos that have been digitally recorded by Site
Server. It lists history records by time segments or by the actual occurrence of events. At
most, recordings from 16 different video cameras or 16 recorded events can be
simultaneously played on the program screen.

Launching Record Player

To launch Remote Player, click h on the Site Server program screen. You can also run
this program from the Windows "Start" menu by selecting Start - Programs - huperVision -
Record Player.

By default, Record Player will allow any user to have access to the program. To restrict the
program's access rights only to the local Administrator or to an authorized user account, you can
enable access control via Site Server. For more information on this, see Chapter 2.

When access control is enabled, you will be prompted to logon to the Record Player. In the Log

in dialog box, enter "Administrator"or the authorized user account name as the Login name and
enter the Password. Then click OK.

Login name: |ﬁdminist'at3r Ok |
Password: |****** Cancel

Program Interface: An Overview

Basically, these are the controls that you will need to use when you retrieve history records and
play back previously recorded videos:

0 Record type From this drop-down list, choose whether to search for video
recordings by time segments or by the type of events. Select "All
records” to search by time segment.

111-



0 ®© 6060 o o

]

Camera

Line/Area name

History list

Date controls

Other controls

Navigation Panel

Camera selection

Database
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From this drop-down list, choose all or a single camera where
to retrieve records from.

If you are searching for Virtual fence detection or Secure
zone detection events, you can choose the Line name or Area
name from this drop-down list.

Select a time segment or event from this list.

To access a specific day's history records, specify the date
and retrieve its records by using these controls.

Click these buttons to access the Preferences dialog box,
apply Smart Detection to video records, etc.

Use the navigation controls for playback of video recordings.

This is the Camera Selection Panel. Click the camera
number to select a camera. The controls here will change
when you switch to displaying history records by type of

events.

This shows the name of the database that contains video
records.
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Types of databases

There are two types of databases that can be loaded into Record Player and from which
history records can be retrieved:

Main database

This is the default database that is opened in Record Player, and it is the video database
that the Site Server program uses to save recorded surveillance video. The record storage
allocated in Site Server's Preferences dialog box: General tab comprises the entire Main
database. (See "Assigning disk storage” in Chapter 2 for details on allocating record
storage.)

Backed-up databases

These databases contain daily/manual backup copies of recorded surveillance video. Each
day's digital recordings can be backed up in a separate database using huperVision's
Backup Scheduler program. (Refer to Chapter 4 for more information on Backup

Scheduler.)

Loading a backed-up database
To load a backed-up database:
1. Click “ , then on the pop-up menu, click Locate.

2. In the Locate dialog box, the paths of previously backed-up databases will be listed in
the drop-down list. Select one of these databases, or if the desired database is not listed,
click Browse to locate it.

|I~1m datahza El Browss,., |

Dascrigtion
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o | |

3. After loading a backed-up database, you can select the "Main database” in the Locate
dialog box to return to the Main database.
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Viewing recorded video

To search for recorded surveillance videos and view them, first choose the date of
recording, select the video camera, and retrieve the history records of the selected date and
camera. Then, use the Navigation Panel to play back recorded videos.

Selecting the date of recording

There are two ways of selecting the recording date:

e Enter the date of recording in the text box beneath the

history record list, and click - to retrieve the history

records of the selected date.
Or,
* Click . A Calendar then opens, displaying the

current month. The circled day on the calendar indicates
that it is the current date. The boxed days indicate that
there were recorded videos during those days.

To select a date:

1. Click the left/right arrow button to display the
previous/next month on the calendar.

2. Click a date on the calendar to select it.

3. Click OK to close the Calendar.

Sun_Won Tus HHE Fri  Sal
26027 28 29 |aof (4 2
) Cay (8 (8 7 O Y
0] 11 13 14 1f 16
17 18 19 200021 2223
2 26 2R 27 PR 2930
k] i a i | [ b
3 Today: 100 212004

4. The history records of the selected date are automatically retrieved.

History records of the selected date are then displayed in the History list. To find and play
back video recordings from the history list much faster, you can refine the search by

limiting the search to time segments or to specific type of events.

Retrieving records from a specific camera

To retrieve records from a specific camera:

1. Choose the camera number where you want to retrieve records from the

"Camera"drop-down list.

2. From the "Record type" drop-down list, choose the type of record you want to retrieve.
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Viewing records by time segments

To view records by time segments:

1. Select "All Records" from the "Record type" drop-

down list.

2. By default, the History list displays time segments
in intervals of one hour.

To change the interval, click “ then click
Preferences in the pop-up menu. In the
Preferences dialog box, specify the desired interval
for displaying time segments.

3. Click a desired time segment in the History list.

4. Select All Cameras in the Camera drop-down list,
then in the Camera Selection Panel, click the
cameras whose video recordings you want to access
for the selected time segment. As you select more
cameras, the number of split screens increases.
(See "Selecting video cameras’ below for more
details on Camera buttons and split screens.)

Camera Selection Panel

Note: To have different combinations of camera
selections and store each set of combinations,
use the Memory buttons. (See "Memory
buttons" for details.)

5. When you click the Play button on the Navigation Panel,
video recordings from the selected cameras will
simultaneously be played on-screen. (See "Navigation
Panel" for more details.)

Selecting video cameras

The Camera buttons in the Camera Selection Panel are only enabled when All Cameras is
selected in the Camera drop-down list. The Camera buttons on the Camera Selection Panel
are toggle buttons and allow multiple selection of video cameras. To view recorded videos
from selected cameras, choose the video cameras by clicking the corresponding number
buttons. To deselect video cameras, click on their corresponding number buttons again.

The number of selected cameras determines the split screen layout of the Record Player
program screen, as depicted in the table next page.




Number of selected cameras Split screen layout
1 camera Single view

2 to 4 cameras 4 split screens

5 to 9 cameras 9 split screens

10 to 16 cameras 16 split screens

Memory buttons m

When you need to select different video cameras per time segment, it could be tedious to
keep on selecting and deselecting the Camera buttons on the Camera Selection Panel. To
save you the trouble of reselecting and deselecting cameras, Record Player provides three
Memory buttons that can be used to store three different combinations of camera
selections. These memory buttons are only enabled when All Cameras is selected in the
Camera drop-down list.

To store a combination of camera selections to a Memory button:

1. Select the desired cameras (or deselect unwanted cameras) by clicking the Camera
buttons on the Camera Selection Panel.

2. Click and hold your mouse over a Memory button for 2 seconds. The Memory button
flashes slowly as it stores your camera selections. Release your mouse button when you
see the Memory button flashes more quickly.

3. Repeat the above steps to store other combinations of camera selections to the other
Memory buttons.

Next time you click on the Memory buttons, Camera buttons will automatically be selected
according to the stored combinations.

Viewing records by events

To search for video recorded events, select one of these three options from the "Record

type" drop-down list:

e All events

When selected, the program searches for all events that were
recorded on a specified date and displays them in the History list.

The History list displays these all types of recorded events, which
include: Motion, Sensor, Manual, Missing & left object, Flame, Virtual
fence intrusion, Secure zone intrusion, and Flow counting. The list
shows the time of rcording, camera number, and the type of event.
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The type of event is indicated as follows:

(Mo) Motion event

(S"'n") Sensor event, where "n" represents the sensor number

(Ma) Manually triggered event

(FI) Flame

(Mi) Missing & left object event
(V) Virtual fence intrusion

(Sz) Secure zone intrusion

(Fo) Flow counting

e Motion events

When selected, the program searches for all motion detected events that were recorded
on a specified date and displays them in the History list. The History list shows the
actual time of recording and the camera device that recorded the event.

¢ Sensor events

When selected, the program searches for all sensor detected events that were recorded
on a specified date and displays them in the History list. The History list shows the
actual time of video recording and the sensor device that detected the event.

e Manual events

When selected, the program searches for all manually triggered recordings of a
specified date and displays them in the History list. The History list shows the actual
time of video recording and the camera device from which surveillance video was
recorded.

¢ Flame events

When selected, the program searches for recordings that have flames detected during a
specified date and displays them in the History list. The History list shows the actual
time of recording and the camera device that recorded the event.

* Missing & left object detection events

When selected, the program searches for all missing object and suspicious object
events that were detected and recorded on a specified date and displays them in the
History list. The History list shows the actual time of recording and the camera device
that recorded the event.




Virtual fence detection events

When selected, the program searches for video records that recorded people or objects
passing through detection lines during a specified date and displays them in the History
list. The History list shows the actual time of recording, the camera device that
recorded the event, and the Line number.

|‘v‘ir1ua| fenceir +
|Camt:ra 1 -
All Lines -

All Lines

L1:\West Corner
L 2:East Corner

Select All Lines to search for all Virtual fence
detection events.

Specify the Line name if you want to search only
for video records of a detection line.

e Secure zone detection events

When selected, the program searches for video records that recorded people or objects
entering forbidden zones during a specified date and displays them in the History list.
You can search for all Secure zone detection events, or specify the Area name if you
want to search only for video records that recorded intrusions on one specific area.

*  Flow counting events

When selected, the program searches for video records that have Flow counting during
a specified date and displays them in the History list. You can search for all Flow
counting events, or specify the Line name if you want to search only for video records
that recorded Flow counting on one detection line.

Viewing video recorded events

When you switch to displaying history records by event, Record Player provides the
following button controls for setting the split screen layout and for navigating between
records in the History list.

Split Screen Layout buttons

Set the number of split screens to use for event playback by clicking one of
these buttons. Up to 16 split screens can be selected.



Ch.3 Record Player

ﬂ Record Navigation buttons

When playing back events in single view, click these buttons to move up or
down one record in the History list.

Whereas when playing events in split screen view, the event that is currently
selected in the History list will be played back in the first split screen, and
the events that follow it in the History list will be played simultaneously in
the other split screens. Clicking the Record Navigation buttons will allow
you to move up or down the History list by multiples of 4, 9 or 16 records,
depending on the number of split screens selected for event playback.

Setting display and audio playback preferences

When viewing recorded videos, you can choose to display information on-screen, enable
quick display and loop the recorded video. Play the audio associated with the recorded
video by setting the appropriate options.

Click “ , then on the pop-up menu, click Preferences to open the Preferences dialog
box and customize these settings.
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When displaying records by time segments, select the
information checkboxes in the upper group box in the
Captions dialog box. Whereas when displaying records by
event, select the information checkboxes in the lower group
box. Click the Font button to choose a font size and style for
the displayed information.

9 Loop playback Select this option to continuously replay the recorded
videos.

6 Live sound Displays the audio device used by your computer to play
back the audio of the recorded video. You can also adjust
the playback device's volume here.

Navigation Panel

Use the Navigation Panel to control the playback of recorded video.
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a Start Timecode When playing records that were selected from the "All
records"” list, this shows the start time of the selected
time segment.

When playing events, 00:00:00 will be shown as the
"Start Timecode".

Q Current Timecode Shows the timecode of the current video scene.
e Playback Speed Shows the current playback speed.
a End Timecode When playing records that were selected from the "All

records"” list, this shows the end time of the selected
time segment.
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When playing events, the maximum time length between
events will be shown as the "End Timecode".

Jog Bar Allows you to jump directly to any part of the
recorded video. Drag the slider tab to the desired part
of the recorded video.

Mute Toggles between playing/muting the audio associated
with the recorded video.

Play / Pause Plays/Pauses the playback at the current frame.

Stop Terminates the playback and moves to the starting
frame.

Previous / Next Frame Moves to the previous/next video frame.

Backward / Forward Moves back/forward one or more video frames.

Decrease Playback Speed Slows down video playback. Click once to play the
recorded video at half (1/2 x) the normal speed. Click
again to play the video at a quarter (1/4 x) of the normal
speed. The slowest speed is 1/8 x.

e 00 0 o0

Normal Playback Speed Plays the recorded video at its original speed.

e 6

Increase Playback Speed Increases the playback speed of the video. Click once to
double (2 x) the playback speed. Click again to
quadruple (4 x) the playback speed. The maximum
speed is 128 x.

Zooming the video during playback

When playing recorded surveillance video in single view, you can zoom in or out of the

video with ease. Click the @ button repeatedly to cycle through different video frame
sizes: "320 x 240", "640 x 480", and "Fit into Split Screen".




Detecting motion and suspicious objects on recorded video

When playing back recorded video from a selected camera, Motion Detection can be
applied to the video. This allows you to instantly spot movements on video.

On the contrary;, on a busy scene with lots of people and objects in motion such as in an
airport or railway station, the Missing & Left Object Detection function can be applied.
For instance, baggages that have been left on the scene for a long period of time will seem
suspicious, and you can use this function to track them. You can also use this function to
detect if an object has been moved out of the scene (such as a wall painting that has been
stolen).

Click to open the Search Criteria Panel and choose whether to apply motion detection
or missing & left object detection on a video recording. Follow the numbered sequence in
the image below to specify how detection will be applied.

Criteria Panel.

[This is the Search

o Record type From this drop-down list, choose whether to search for "All
records”, or to search for event recordings only such as
Motion, Sensor, Manual, or Missing & left object detected

events.

o Camera list From this drop-down list, choose “All Cameras” if you want
to see a list of video recordings from all the video cameras,
or choose the Camera number of the desired video camera.

Note: Event Search is not available when "All Cameras" is selected.
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e Video recordings

o Detection type

e Open/Close Mask-drawing Panel

0 Profile Selection Panel

o Search controls

o
A

By default, the video recordings of the current
date are displayed in the list. Click a video
recording in the list to select it.

To access older video recordings, click to
open the Calendar then choose the desired date.

From the drop-down list, choose the type of
detection to apply to the video recording. Select
Motion detection or choose Missing & left
object detection.

Click =l to open the Mask-drawing Panel.
This panel contains button controls which allow
you to mask out areas that will be excluded
from detection.

Use the controls in this panel to select, create,
or modify a profile. See "Working with profiles"
for more details.

In a chosen video recording, you can limit the
search for detected motion or static objects
within a timecode range. Use this set of controls
to control the search and how search results are
displayed. See "Searching for detected motion
or static objects in a video recording” for more
details.

Masking out areas to exclude from detection
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G Show mask -

Q Show tracking block -

Draw by Brush .

G Mask All {5

e Clear Masks (S

e Close Mask-drawing Panel i %l

Select this option to display a mask (i.e., a

shield) on the areas that will be excluded from
detection.

Select this option to display a rectangular box

on areas that have been detected with motion
or with static objects.

Select this option to add a mask. Use the

drawing tools to draw the mask.

To add back parts from a masked-out area and

include them during detection, select this
option. Use the drawing tools to erase the mask.

Use one of the following drawing tools to
draw masks:

Select this tool to draw a rectangular-shaped

mask. Drag your mouse over an area on the
video to draw the mask.

Select this tool to draw an elliptical -shaped

mask. Drag your mouse over an area on the
video to draw the mask.

Select this tool to draw a freeform-shaped mask.

Drag the slider to the right to have larger-size
brush strokes, or drag to the left to have
smaller-size strokes. To draw the mask, drag
your mouse over an area on the video.

Click this button to mask out the whole video
and then switch to the Subtract-mask mode
automatically.

Click this button to erase all the masks and then
switch to the Add-mask mode automatically.

Click this button to close the Mask-drawing
Panel.
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Working with profiles

A profile contains the motion detection or missing & left object detection settings. You can
create your own profile or use the default profiles to apply to a video recording. The
settings of your created profile can be modified; default profiles cannot be modified or

deleted.

Profiles are listed in the Profile Selection Panel. To use the settings of a profile, simply
click the desired profile.

Ii |. f- l |]| Aol II'Illllllllll'Jli Click this

button to

Spmyslrer l.l vz Seneithe f E delete a custom

profile.

( Th al ) Click this button to switch
(553 ES [ peelalisth to the Profile Settings Panel

where you can create or
modify a custom profile.

Motion detection settings

0 Create Profile Click this button to add a new
profile. When the Create New

E | Profile dialog box opens, enter a

Herw profile rame; profile name, then click OK.

[ ] comnl |
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@ Ssensitivity

e Noise tolerance

0 Smallest event duration

e Event interval

e Ignore small moving object

e Ignore large moving object

This setting determines the sensitivity to
motion. Drag the slider to the right to
increase the sensitivity level, or drag to the
left to decrease the sensitivity level. Low
sensitivity means that minimal motion will
be ignored, and that only dramatic changes
in movement will be detected. However,
this may result in loss of event. High
sensitivity means that even the smallest
movement will be detected, but it could be a
false event. Careful testing and fine tuning
of the sensitivity setting is recommended.

Moving elements on the video whose pixel
sizes are smaller than the specified noise
tolerance level will be treated as video signal
noise and will be ignored. This can reduce
the occurence of falsely detected motion
caused by video signal noise in low
illuminated environments.

Specify the minimum time duration for
each detected motion. If the duration of a
detected motion is shorter than the defined
duration, it will not be treated as motion.

Specify the minimum interval between
motion events.

Select this option to filter out small objects
(such as flashing stars in the sky or distant
street lamps) whose dimensions are smaller
than a specific size. To measure a small
object to be used as the basis, click (il
then drag your mouse around that object.
Its dimensions will then be entered in the

width and height boxes.

Select this option to filter out large moving
objects (such as moving vehicles) whose
dimensions are larger than a specific size.

To measure a large object to be used as the
basis, click (il then drag your mouse
around that object. Its dimensions will then
be entered in the width and height boxes.
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6 Reset to Default Click this button to change the settings back
to the original (or previous) settings.

0 Save Settings Click this button to save the modified
profile settings.

@ Close Profile Settings Panel Click this button to return to the Profile
Selection Panel.

Missing & left object detection settings

0 Create Profile Click this button to add a new profile.
When the Create New Profile dialog box
opens, enter a profile name then click OK.

e Minimum halt duration Specify the minimum time duration when
objects are expected to remain on its
location. If an object remains on its
location longer than the defined duration, it
may be treated as a suspicious object. If an
object is moved out of its location before
the defined duration is over, it may be
treated as a stolen object.

9 Ignore small object Select this option to exclude small objects
whose dimensions are smaller than a
specific size. To measure a small object to
be used as the basis, click il then drag
your mouse around that object. Its
dimensions will then be entered in the width
and height boxes.
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G Save Settings

G Full search

9 Quick search

e Search

Srarth

Bagr!
||:|:.ia. )

End:

|n:.53.3:

all record

e Ignore large object Select this option to exclude large objects

whose dimensions are larger than a specific
size. To measure a large object to be used as
the basis, click i then drag your
mouse around that object. Its dimensions
will then be entered in the width and height
boxes.

e Reset to Default Click this button to change the settings back

to the original (or previous) settings.

Click this button to save the modified
profile settings.

0 Close Profile Settings Panel Click this button to return to the Profile

Selection Panel.

Searching for detected motion or static objects in a video recording

0_
0—
00— (4]

Select this option to apply detection on each video frame
in a video recording.

Select this option to advance forward through the video at
intervals of 500 ms and apply detection only to the video
frames that are at these intervals.

Click this button to open the Search dialog

box where you can limit the search within a

= range of timecodes. To limit the search, specify
Searth the desired range of timecodes for searching

= detected motion or static objects. Otherwise,

click All Record to search through the entire

video recording.

After you have entered the start and end
timecodes, click the Search button in the

dialog box to begin the search. The Search
Results Panel will then be displayed, listing the
video sequences that are found to have motion
or static objects.)
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o View Search Results Click this button to switch to the Search Results
Panel.

Note: The timeline interval of records displayed in the Record List is an hour by default. If
you want to search through records in higher intervals, for instance, in two-hour
intervals, first open the Preferences dialog box then enter 120 minutes in the

"Timeline interval" edit box.

Search Results Panel

Search Result

Display by List Display by Thumbnail Display Two-column Thumbnails

Click this button to display search results as a list of
timecodes.

Click this button to display search results as a list of visual
thumbnails.

X Click this button to expand the Search Results Panel and
display more thumbnails by listing them in two columns.

Click this button to return to the Search Criteria Panel.

1080
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Saving video

The whole or part of a recorded surveillance video can be saved as a video file. Click @
to open the following dialog box and specify the desired part of the video to save.

Start i | 71072006 El ||.:| 431 5 = s
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By default, the "Start time" and "End time" values are set to the actual start and end times
of recording. To choose a portion from the recorded video, change the "Start time" and
"End time" settings to the desired start and end timecodes.

To check whether you have selected the appropriate part of the video, click the Preview
button. After previewing, click Browse to open the Save As dialog box where you can
choose to save the video in .AVI or .EXE format. After selecting the video file format,
enter the file name and folder path where you want to save the video file then click Save.
You will then be returned to the Save Video Recording dialog box. Click OK to confirm
saving the video file.

If you chose to save the video as a self-executable (.EXE) file, you will be prompted to enter
a password for the file.

B i | I tat x| = & e EE-
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Swmarimpe |G Plpsl es5] =| Cancel

Self-executable Player

Saving the video as a self-executable (.EXE) file gives an added protection to the video
content. A digital signature and a password will be embedded in the file. The user who
receives the video file will be required to enter a password first before the video can be
played. This ensures that the video is viewed only by the people you have authorized. Also,
saving it in this format frees the user of having to use another video player to view the
video. If password verification is not required, the video will automatically play when
accessed.
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Capturing image snapshots

If a video recording clearly shows suspicious activities or an intruder in the monitored site,
you can notify police authorities and provide them with actual image snapshots. To take a
snapshot, first play back the recorded video, and then click the @ button. The Snapshot
dialog box then opens, allowing you to enhance the captured image by adjusting brightness,
contrast, sharpness, hue, and saturation. You can also choose to add captions on the

captured image, enlarge the image by zooming, as well as print and save the captured
image.

For added protection to the image, you can select the Apply watermark to saved image
checkbox to embed a digital watermark.
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Ch.4 Backup Scheduler and Other Utilities

Chapter 4

Backup Scheduler and Other
Utilities

Use the Backup Scheduler program to make regular backups of the recorded surveillance videos.
This program allows both manual and scheduled backups. Manual backup allows you to specify
the date and time range of video recordings to back up. Whereas when scheduled backup is
enabled, the program automatically performs daily backups of surveillance videos that were
recorded during a specific time frame in a day.

Launching Backup Scheduler

To launch Backup Scheduler, click Start - Programs - huperVision - Backup Scheduler.

If access control is enabled in Site Server's Preferences dialog box - Users tab, users who
run the Backup Scheduler program will be prompted to provide login information. To be
able to use the Backup Scheduler program, the login name and password entered must
belong to an existing user account that has been assigned with the "Administrator”
privilege level or a privilege level that has "Backup” authority. Only users with these
privilege levels are allowed to configure backup settings.

Program interface: an overview

When you launch Backup Scheduler, the main program screen opens and automatically
displays the Data Size dialog box where you can perform a manual backup. In this dialog
box, you can set a range of video recordings to backup by specifying your desired start and
end dates. For more information on how to configure settings for a manual backup, see
"Performing manual backups".

The main program screen shows a list of past backups. From the program screen, you can
manage your backups, initiate a manual backup or set up automatic backups. The following
describes the controls and settings on the main program screen.

o Backup list Keeps a record of past backups. Each backup entry in the list
corresponds to a backup database folder. Each backup entry
shows the date and time range of the surveillance videos that
were backed up, a textual description, and the backup database

folder path.
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e Scheduled backup

Plays back the surveillance videos that are stored in a
backup database.

To view the backed up surveillance videos, select the
appropriate entry from the Backup list and then click View.
Record Player automatically opens where you can play back
the videos.

Deletes one or more selected entries in the Backup list.
Deleting entries will also physically delete their
corresponding backup database files.

To select multiple entries, hold down the [Curl] key and click
each entry you want to delete. Then, click Delete to delete
them.

Allows you to manually initiate a backup when there are
recorded surveillance videos in Site Server's Main database.
(See "Performing manual backups".)

Enables the Backup Scheduler program to perform
automatic backups on a daily basis. (See "Setting up
automatic backups" for more details.)
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Performing manual backups
Manual backup allows you to selectively back up surveillance videos that were recorded by
Site Server within a date and time range. To perform a manual backup, click the Backup

button to open the following dialog box and configure backup settings:
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G Cameras You can select which particular video cameras you

want to back up video recordings from. To select
individual cameras, simply click the checkboxes of the
desired camera numbers. You can also click Select All
to quickly select all the cameras. If you want to start
all over in choosing cameras, you can click the Clear
All button first to clear all the checkboxes, and then
make your selections again.

6 Record database information This displays information about the video recordings
that are currently stored in Site Server's Main
database. The information here shows the first
surveillance video's date/time of recording and the last
video's date/time of recording.

6 Backup range The options here determine which video recordings to back
up and whether to remove them from the Main database
after the backup process is complete.

Adjust end time based on recording size When selected, you can specify the
data file size of the video
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Remove only

Calculate
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recording you want to back up or
delete.

After you enter the file size in the
"Data size" text box and the
starting date/time of the video
recording in the "First record" text
box, the "Last record" text box
will be filled in with the ending
date/time based on your specified
file size after clicking Calculate.

Allows you to specify the date and
time range of video recordings to

back up.
If you selected the "Adjust end

time based on recording size"
option, there is no need to specify
the ending date/time range in the
"Last record"” text box. It will
automatically be determined.

When selected, the program backs
up the video recordings that fall
within the specified date and time
range, and retains them in the
Main database after the backup

process is complete.

When selected, the program
deletes the video recordings that
fall within the specified date and
time range after backing them up.

When selected, the program
deletes video recordings without
performing a back up first.

Click this button to automatically
determine the data file size of the
video recording to be backed up
(or removed) based on the date
and time range specified in the
"First record"” and "Last record"
text boxes.

This button works only when the
"Adjust end time based on
recording size" option is not
selected.
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0 Backup destination Choose the location where to save the backup and
enter a textual description that identifies the contents

of the backup database.
There are two options for the backup destination:

Save to storage Lets you save the backup to a specified folder in the
hard drive. Click Browse to choose a folder.

The available space of the selected folder must at least
be the same size as the recordings to be backed up.
After you selected a folder, the free space that is
available on that folder will be shown to the right of
the Browse button. If the chosen storage space does
not have enough free space, a warning message will be
displayed and the manual backup will not be
performed.

Burn to CD/DVD Lets you save the backup onto a CD or DVD.

If the computer that is running Backup Scheduler has
been installed with the Nero burning software (version
6.0 or higher), Backup Scheduler will use it to burn
the CD/DVD. Otherwise, it will use Windows XP's
built-in burning function. Windows XP's built-in
burning function only supports CD burning and does
not provided DVD burning at this moment.

For more information about CD/DVD backup, see
"Burning a CD or DVD".

Setting up automatic backups

Backups can be automatically performed by Backup Scheduler according to your preset
schedule. At most, you can set up the program to back up surveillance videos that were
recorded by Site Server for the last 24 hours. Configure these settings to set up a schedule
for automatic backups:

a Enable scheduling Select this option to activate automatic backups. Choose
your Backup path first before you select this checkbox.

e Backup path Specify the destination folder for saving the daily backups.
Each day's surveillance videos recorded by Site Server will
be saved as an individual backup database.
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e Backup time Specify the time period to back up the previous day's video
recordings.
0 Description Enter a textual description that identifies the contents of the

backup database files.

e Cameras You can select which particular video cameras you want to
back up video recordings from. Select individual cameras by
clicking their checkboxes, or click Select All to select all
cameras. If you want to start all over in choosing cameras,
you can click the Clear All button first to clear all the
checkboxes, and then make your selections again.

Note: Backup processes are given lesser priority than digital video recording when both operations
are performed simultaneously. When backup storage is not enough or an entire backup
process cannot be completed within the specified period, a warning message will be

displayed.
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When you choose the Burn to CD/DVD option, huperVision will detect if Nero v6.0 (or
later version) is available on the computer. If it is available, Nero will be activated to burn a
CD/DVD. If not, Windows XP's built-in burning function will be activated instead.
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Through Windows XP's built-in burning function

You need to select a CD-RW or DVD-RW drive and specify a Temporary folder in which
to store data that will be burned to CD-R. The available space of the temporary folder must
be at least twice the space of the CD-R. To check if the available space is enough, refer to
the disc space of the CD-R and the available space of the temporary folder that are shown
on the dialog box.

If the available space of the temporary folder is less than twice the size of the CD-R,
Backup Scheduler will display a warning message and the backup task will not be
performed.

Through Nero's disc burning function

You need to select a CD-RW/DVD-RW drive to use for burning. When burning will be
performed through Nero's disc burning function, the Temporary folder field and its
Browse button are disabled. You must refer to Ner's documentation to find out how much
storage space will be sufficient for the Nero CD burning utility to work properly.

How to burn the CD/DVD

After you have selected the burner to use and selected a temporary folder, click OK.

The Data Size dialog box then closes and the Burn to CD/DVD dialog box will be
displayed.
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Enter the CD or DVD volume name. By default, the disc volume is named using the date
and the start recording time (in hours and minutes) of the first video record.

To check the information about the burner and the path location of the temporary folder
before you start burning, click the Device button.

Dhrvics
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Temporary folder:
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If you want the disc to be automatically ejected from the burner after disc burning has
finished, select the Eject after burn checkbox. When you are ready to start burning the
disc, click Burn. You can click the Abort button to cancel the burning process if this button
is enabled.

After burning is completed, you can click the Burn button again if you want to burn
another CD with the same set of records.

Click Next to prepare the next set of records to burn. You need to click the Burn button to
start burning.
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Watermark Inspector

Watermarking is a digital content protection technique that helps to identify tampered content.
A watermark, which is an invisible mark, is embedded in images.

Any modification or tampering to image content can be identified by the Watermark Inspector
program that is included with huperVision. If you applied watermark to the snapshots that you
saved in Record Player, you can use Watermark Inspector for watermark verification.

F® watermark Inspector

~Inspectad result

‘ Tampered

Open, W Fighiight iempered areg)

Follow the steps below to inspect an image using Watermark Inspector:

1. To launch the inspector program, click Start - Programs - huperVision - Utilities -
Watermark Inspector.

2. Click Open and select an image file to open.

3. The program then inspects the watermark of the image picture and shows one of the
following status messages:

* No watermark or destroyed watermark. This message appears in red, and indicates
that the image does not contain an embedded watermark.

* Tampered. This message appears in red, and indicates that the image content has been
modified or tampered.

* Image content is proved. This message appears in blue, and indicates that the image
content has not been modified or tampered.



4. If an image has been tampered and you want to find out which part of the image was
tampered, you can select the Highlight tampered area check box. The tampered area
will be highlighted in green.

Note that the checkbox is disabled when the image file you opened is a JPEG file. Only
BMP images can be highlighted.

The examples below illustrate an image before and after it has been tampered.

Original image Tampered image

(The two leftmost characters on the license plate)

Note: The size of the preview image area is 720x576 (PAL/D1). Images will be displayed in their

original size.
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Chapter 5

huperRemote

huperRemote provides up to 16 split screens on the user interface for you to
simultaneously monitor remote cameras from multiple DVR sites. Each DVR site will have
a DVR server computer that is connected to surveillance cameras and other security
devices. You need to first specify the URL addresses and the login details of the DVR

servers that you would like to connect to.

Connecting to Remote DVR Sites

To add and connect to a remote DVR site:

1. Click O to open the Connect dialog box. Cormact
e
2. Enter the DVR site's URL address in the User r—
Site Server text box.
3. Clear the Guest login checkbox, then type in I~ Gt lagin
the valid User name and Password for — Cormvsation:
connecting to the DVR site. S e e
4. Select Add to connection list to add the Esndwitth: [ rach Speed (> Sa) - LGEC =]
DVR site to huperRemote's Camera List
Panel, then click OK huperRemote will ' At 0 comnaction kt

then connect to the specified DVR site and = |

display the remote cameras.
5. The DVR site will be added to the Camera

List Panel. Click ﬂ to open this panel. To

see the names of the different cameras in the
DVR site, click on the “+” sign.

6. By default, the site is named with the site
name that has been specified in the remote
DVR site. To rename it, click on the text
and type in the desired name.

7. huperRemote allows you to connect to
multiple DVR sites at the same time. Repeat
steps 1 to 6 to add more DVR sites.

Note: If you want to change the information of a DVR site, select then right-click the DVR site name
in the Camera List Panel. The Site Information dialog box will then open where you can make

modifications.



Another way of adding DVR sites is to click [ in the Camera List Panel. The Add Site/
Group dialog box will then be displayed where you can add a new DVR site. This dialog
box also allows you to create a group name for grouping existing DVR sites.

To connect and disconnect an existing DVR site:

To connect to a DVR site, double-click the site name in the Camera List Panel. Double-
click the site name again to disconnect from the DVR site.

To disconnect all connected DVR sites:

Click 0 This closes all connections.

Monitoring Remote Cameras

When huperRemote has successfully established connection with the DVR site(s) that you
added to the Camera List Panel, you will be able to see real-time video from the remote
cameras on the site(s).

This Multi-screen Display
can have up to 16 split

screens to show live video
from remote cameras of one
or more DVR sites.

This is the Camera
List Panel.

This is the
Connect
button. Click
to connect to
a remote
DVR site or
disconnect all
the sites listed
in the Camera
List Panel.

Preferences

Click to enable
the audio of a
remote camera.

to change how split
screens are displayed.

These buttons allow you (

Event-
only mode Voice communication)
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Split Screens

Split screens show live video from the video cameras that are installed in the monitored site
or sites. On the split screens, the video camera number, current date and time, etc. can be
displayed. If video recording for a certain camera is enabled on the DVR server, a "REC"
indicator will appear at the upper right corner of the corresponding screen. When you have
initiated video recording locally on your computer, you will a red blinking indicator on the
split-screen window.

N e \
A "Motion" status is displayed when the remote

camera has detected a motion event.

A “Manual” status is displayed when an event is
manually triggered on the DVR server or via the
Remote Viewer.

A blinking recording
indicator indicates that
the remote camera is

Displays the
camera name. o .
A "Sensor" status is displayed when the sensor device

currently being recorded : _
associated with the camera has detected an event.

to the local machine.

p

A "Rec" status
indicates that video
recording for this
camera is enabled

in the DVR server.

J

Shows the
current date and
time of the

remote camera.

Shows the average
frame rate and
data rate.

Note: Information displayed on split screens can be enabled or disabled in the Preferences dialog
box:Caption tab.
Changing Split Screen Position

Drag a split screen and drop it to another split screen to exchange their positions.

Maximizing Split Screen Size

If there are 4, 9, or 16 split screens displayed, double-click a split screen to enlarge its size
and temporarily cover its three neighboring screens. If you continue to double-click, the
split screen will be enlarged to the full window size.



Right-click on the split screen to restore it back to the previous size. When you continue to
right-click on the split screen, it will return to its original size.

Split Screen Controls

Use these buttons to change how split screens are displayed on the program screen.

——— W Ny

Toggles between Full-screen and Normal display modes.
Displays a split screen in full window size.

Splits the Multi-screen Display into 4 split screens.
Splits the Multi-screen Display into 9 split screens.
Splits the Multi-screen Display into 16 split screens.

If there are more remote cameras from other DVR sites that cannot be fit
within the program screen, click this button to switch the display to the next
group of cameras.

If there are more remote cameras from other DVR sites that cannot be fit
within the program screen, click this button to loop the display of the cameras.
After an elapsed time, the window screen will automatically switch to the next
group of cameras or sites.

Displaying Cameras with Detected Events Only

Click to display only the remote cameras that have been detected with events. The

split-screen display of the other cameras will temporarily be turned off. In this mode, only
detected events will be recorded if video recording is enabled.

To switch back and display all cameras, click again.

Note: In the Preferences dialog box: Alarm tab, you can set up huperRemote to sound an alarm in your
computer when there are detected events. (See "Configuring huperRemote" for details).
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Enabling Audio from Remote Cameras

In case you see abnormal activities while monitoring a remote camera, you can enable the
audio from the camera and listen to it through your computer speakers.

To do so, first click the split screen that displays the remote camera, then click @ .

Click this button again to turn off the audio.

Voice Communication with a DVR Server

If the DVR server on the DVR site is enabled to accept two-way communication requests
from remote client computers that are running huperRemote, you will be able to initiate
voice communication with the person who is operating the DVR server.

Simply click . to initiate voice communication.

Note: You can specify which sound card to use for audio input and make adjustments to the sound
volume in the Preferences dialog box: Voice Communication tab.

Remote Camera Controls

Use these buttons to have access to the different DVR sites and their respective remote
cameras, and to control how video from these cameras are displayed on the huperRemote
program window.

Increases the display frame rate of a selected camera. If your network
connection bandwidth is limited, it may be helpful to increase the frame rate of
the selected camera.

v

Triggers a manual event to a remote camera.

Expands the Camera List Panel. More button controls in the Camera List Panel
will then be displayed. Click again to retract and change the panel back to its
original size.

Click to change to the PTZ Camera Control Panel.



Triggering Manual Events to Remote Cameras

If you see abnormal activities on one of the remote cameras, you can manually trigger an
event to that camera. To do so, first click the split screen that displays the remote camera.

Then click ﬁ to trigger a manual event to the camera. This allows the abnormal

activities to be logged and/or digitally recorded.

Note: The "Manual trigger” option of the remote camera must be enabled first at the DVR server.

Recording Surveillance Video

After huperRemote has connected to the DVR sites that you specified, the remote cameras
on each site are, by default, all selected for monitoring only. You can record video from all
cameras, or choose certain cameras to record video from.

A check mark in ) = | B Huperlab A red box in the ) = | = Huperlab
the DVR site name DVR site name

indicates that all indicates that only
cameras under the
site are selected for
monitoring.

some cameras are
selected for

monitoring.
J & y

To record video from all remote cameras:

Click G . Surveillance video from all remote cameras of the connected DVR sites will be

recorded to your local hard drive. Click this button again to stop the recording.

To record video from selected cameras only:
1. Click a camera on the split screen to select it.

2. In the Camera List Panel, click [ to start the recording. Click this button again to
stop the recording.

Note: In the Preferences dialog box: Storage tab, you can delete old video recordings, and also specify
when you want hard disk space to be recycled to free up disk space for saving new recordings.
(See "Configuring huperRemote" for details).
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The Camera List Panel lists the DVR sites and customized camera groups that you can
connect to. At the bottom of the panel are button controls for adding DVR sites or camera
groups, connecting/disconnecting selected cameras, video recording, and more.

To expand the Camera List Panel, click g} . To retract and change it back to the normal

panel size. click E again.

(2fzldim

Expanded Camera List Panel Normal-size Camera List Panel

Panel Controls

At the bottom of the Camera List Panel are two sets of button controls:

Allows you to connect to the selected remote cameras (that is, the cameras with
check marks in the Camera List Panel).

Starts recording surveillance video from the selected cameras of a DVR site onto
your local hard drive. Click again to stop recording.

Click to refresh the camera list of a selected DVR site.

El &
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Click to add a new DVR site or group to the list.

video. (See page 125 to 127 for details).

= Click to remove a DVR site or group.

E Click to clear the entire Camera List Panel.

Panel Indicators

]

Description name of DVR site
Group

CCTV camera

PTZ camera

Indicates that the remote camera is selected.
A check mark that appears on a DVR site
name indicates that all cameras under it are
selected.

v |
a
=

B Indicates that only some cameras in a DVR
site are selected.

Grouping DVR Sites or Remote Cameras

Opens the Scheduler where you can create schedules for recording surveillance

You can create a group name to combine certain DVR sites into the same group.

If you only need to monitor certain cameras from each site, you can also create a group

name to combine these cameras under the same group. This allows huperRemote to
connect only to the required cameras instead of all the cameras on each site.

To create a group:

1. Click B to open the Add Site/Group dialog

box.

2. Enter a group name in the Description text box,
then click OK.

The new group name will be added to the first
entry in the Camera List Panel.
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3. You can add a whole DVR site or only
selected cameras into the group:

e To add a whole DVR site, first make
sure that there is a check mark in its
check box (which means that all
cameras under this site are selected).
If there is no check mark, click the
check box. Then, drag and drop the
DVR site into the group.

* To add only certain cameras of a site
to the group, first select the desired
cameras. The check box on the
DVR site will then be marked with a
red box. Now drag and drop the
DVR site into the group.

* If you want to add only a single
camera from a site into the group,
select that camera then drag and
drop it into the group.

4. Repeat step 3 to add more DVR sites or
cameras into the group.

Group of cameras from multiple sites

The PTZ Camera Control Panel

If there are PTZ cameras in any of the DVR sites, you can use the PTZ Camera Control
Panel to zoom in or out and pan around the monitored areas.

Click ﬂ to open the PTZ Camera Control Panel.

This is the Pan and Tilt control.
Click one of the four arrow
buttons to adjust the camera
angle up, down, left, or right.
Click the "cross" button to stop
movement.

The number buttons are Preset
buttons that store different
camera angle positions. Click a
number button to quickly
adjust the PTZ camera to a
predefined position.

(. . )
This is the Zoom control. Drag the
slider tab up to zoom in, or down to
zoom out.

When you release the mouse
button, the slider tab moves back to
the middle position automatically.

PO
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Using Remote Player

huperRemote's Remote Player lets you retrieve and view surveillance videos that have been
digitally recorded by a DVR server. You can play back the recordings directly from the
server over the Web, or you can download them first to your hard drive and play them
locally on your computer. Surveillance video that you recorded locally on your computer
hard drive can also be played in Remote Player. At most, surveillance video from 16
different video cameras that were recorded at the same time can simultaneously be viewed
on-screen.

To change to the Remote Player screen, click =) in the huperRemote program

window.

The User Interface

0 Split-screen Window Shows the recordings from selected cameras, or shows
a single recording only when a specific recording time
from a camera is selected in the Camera List Panel.

e DVR Site List Lists the URL addresses of remote DVR sites from
which history records of video recordings can be
retrieved.




e Camera List Panel

©

Calendar

Play / Pause
Navigation Panel
Audio

Preferences

00000

Back to huperRemote

The Camera List Panel
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Lists the names of cameras in the currently selected
DVR site. Under each camera, history records are
listed by time. (See the next section for details).

Allows you to select the desired date of surveillance
recording.

Click to start/pause the playback.

Provides playback controls.

Click to enable/disable audio during playback.

Click to define settings in the Preferences dialog box.

Click to change back to the huperRemote screen.

The Camera List Panel lists the names of remote cameras
from a connected DVR site and displays the history records
of the video recordings of these cameras. History records of
a chosen date of recording will be displayed under each
camera.

Panel Controls
CalEll X e

=

=g

K

To download certain surveillance recordings for local
playback from your hard drive, first choose the
desired cameras and recording times in the Camera
List Panel then click this button.

Opens a menu where you can choose the type of
history records to display in the Camera List Panel.

Deletes selected history records from the Camera
List Panel. If local history records are selected in the
list, the video files will also be deleted from the hard
drive.

While in the process of downloading video
recordings, you can click this button to cancel the
download.



Click to define the desired range of hisory records to display in the Camera

List Panel.

¢ Click to refresh the history records in the Camera List Panel.

The Navigation Panel
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Date of history records

Start time

Current timecode
Current display speed
End time

Jog Bar

Play / Pause
Stop

Previous Frame

Next Frame

Lo 1L 11211 3

Shows the calendar date of the history records that are
listed in the Camera List Panel.

Shows the start time of the selected record.

Shows the timecode of the current video frame.
Shows the currently used playback speed.

Shows the end time of the selected record.

Allows you to jump directly to any part of the
recorded video. Drag the slider tab to the desired part
of the recorded video.

Starts/Pauses the playback.

Cancels the playback and moves to the starting frame.

Moves to the previous video frame. (Available for
both single and multiple video recordings)

Moves to the next video frame. (Available for both
single and multiple video recordings)
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m Decrease display speed Slows down video playback. Click once to play the
recorded video at half (1/2 x) the normal speed. Click
again to play the video at a quarter (1/4 x) of the

normal speed. The slowest speed is 1/8 x.
@ Normal display speed Plays the recorded video at its original speed.

@ Increase display speed Increases the playback speed of the video. Click once
to double (2 x) the playback speed. Click again to
quadruple (4 x) the playback speed. The maximum
speed is 16 x.

@ Zoom in/out When playing video recordings, you can change the
zoom ratio of the video by clicking this button.

To zoom in a video, first click the split screen that
displays the video, then click this button. Click this
button again to zoom out.

@ Snapshot Click this button to capture the current video frame
and save it as a JPEG or BMP file.

To capture the current frame from a video, first click
the split screen that displays the video, then click this
button. This opens the Snapshot dialog box where you
can enhance the image first before saving, printing, or
sending it out by e-mail.

Viewing Recorded Video

To search for recorded surveillance videos and play them, there are four major steps that
you need to do:

1. First, connect to the DVR server where the recordings are stored.

2. Choose the date of recording.

3. Specify the type of history records to access, then search and retrieve the history
records.

4. If the recordings are stored in the DVR server, stream the videos from the server, or
download them first for local playback from your hard drive.

Whereas if the recordings are locally stored in your computer, play back the videos
from your hard drive.

The succeeding sections explain each of these steps in detail.
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Connecting to a DVR Site

The DVR Site List keeps track of the URL addresses of
DVR servers that you added to huperRemote.

Brrin

Select the URL address of the DVR server from this list. Y
Remote Player then establishes connection with the chr,upersh.com  fais
DVR site and displays the names of its remote cameras mnbi
in the Camera List Panel.

Selecting the Date of Recording

On the Calendar below the Camera List Panel, choose the desired date of video recording.

By default, the current month is displayed and the current date is highlighted in the
Calendar. Green-marked dates on the Calendar indicate that there are video recordings on
those dates.

To select the date of recording:

1. To change to another year, click the left or right double-
head arrow repeatedly until you reach the desired year.

2. To change the month, click the left or right arrow single-
head arrow repeatedly until you reach the desired month.

3. On the selected month, click the desired date.

Retrieving and Searching History Records

Before you can retrieve, download and play back surveillance
video recordings from a DVR site, you first need to specify
the type of history records to access.

After you have connected to a DVR server and selected a
calendar date, click . A pop-up menu then opens,
displaying three types of history records of surveillance video
recordings: Normal, Event, and Local

—
Loa]
Lo
B_ .
B_ .
B_ .
B_ .
Bl

@ Normal Lists the history records of all
surveillance videos that were recorded
during the selected calendar date.
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* Event Lists the recording time of events only.
= Local Lists the recording time of surveillance videos that were recorded and

stored in the local hard drive.

History records of the selected type will then be retrieved from the DVR server or your
local drive and then displayed in the Camera List Panel.

Retrieving a Specified Range of History Records

If you chose "Normal" or "Event" as the type and the retrieved history records are
quite long, you can limit the history list by specifying a desired range.

_ To specify a range of "Normal" history records:

1. Click fgusf . A time interval text box will then
appear at the bottom of the Camera List Panel.

2. By default, Normal-type history records are listed
in intervals of one hour. To change the interval,
click the Up/Down arrow button or enter the
desired time interval.

3. Click OK to confirm the change. (To retain the
original interval, click Cancel.)

Calallx ]

gh_ To specify a range of "Event" history records:

1. Click fgus . A time ruler will then appear at

the bottom of the Camera List Panel.

2. By defauly, all Event-type history records on
the selected calendar date will be retrieved and
listed in the Camera List Panel. To limit the
history list to a certain time period, drag the
two handles on the time ruler to set the
desired start and end time.

3. Click OK to confirm the change. (To keep the
original history list, click Cancel.)



Playing the Video Recordings

After you have retrieved the desired history records of surveillance video recordings,
you can now play and view them on Remote Player.

If you retrieved Normal-type or Event-type history records, you can play the videos
directly from the DVR server by streaming. However, if your Internet bandwidth is
slow or overloaded, it is recommended that you download the video recordings first
to your computer for local playback from your hard drive.

If you retrieved Local-type history records, the videos from these history records are
locally stored in your computer. You can just play back the videos directly from your

hard drive.
To play back recordings from a DVR server:

1. Click and choose the type of history records from which to retrieve video
recordings. To retrieve all recordings of the selected calendar date, select &g)
Normal. Otherwise, to retrieve only the recordings of events, select * Event.

2. To view a single video recording only, click the "+" to display first the history
records of a desired camera. Then, click the time segment of the recording that

you want to view.

T E T

If you want to view multiple video recordings simultaneously, hold the [Shift] or
[Curl] key then click the time segments of recordings that you like to view.

.
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3. To download the video recordings first to your local hard drive, click h .

If you want to directly stream the video recordings from the DVR server, go to the
next step.

4. Click a to play the video.

This allows you to view the video from start to finish. To pause playback, click
this button again.
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5. To scrub through the video, drag the Jog bar. You can also use the other controls
in the Navigation Panel to move back and forth through the video. (See page 118
to 119 for details on the different button controls of the Navigation Panel).

To play back recordings in the local drive:
1. Click E then select g2 Local

2. To view a single video recording only click the "+" to display first the history
records of a desired camera. Then, click the time segment of the recording that
you want to view.

If you want to view multiple video recordings simultaneously, hold the [Shift] or
[Curl] key then click the time segments of recordings that you like to view.

3. Click a to play the video.

This allows you to view the video from start to finish. To pause playback, click
this button again.

4. To scrub through the video, drag the Jog bar. You can also use the other controls
in the Navigation Panel to move back and forth through the video.
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Capturing Image Snapshots

If a video recording clearly shows suspicious activities or an intruder in the monitored site,
you can notify police authorities and provide them with actual image snapshots.

e ¥
To take a snapshot: DLy
oot
1. First, play back the recorded video, then —
. Lo
click i . il
2. The Snapshot dialog box then opens, v I"'" 4
allowing you to enhance the captured image -
first before saving, printing or sending the S
image by e-mail. —
To enhance the image, drag the Brightness, 'L
Contrast and Saturation sliders until you get e
desirable results. —
™= | L. | T et | w»ml [ |

3. To save the image, click the Save button. The Save To dialog box then opens. Type in
the file name to use for saving the image and choose whether to save it in JPEG or
BMP format. Then, click Save.
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4. If you want to print a hardcopy of the image, click the Print button.

Note: When you click Printand you don' have a printer installed, it will prompt a message asking you
if you want to install a printer first.

5. To send the image by e-mail, click the Mail button. Your default e-mail program will
then open, with the image file automatically attached to a new e-mail message. Enter the
recipients e-mail address, and type in the subject and body of your e-mail message then
send it.
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Using the Scheduler

huperRemote can be configured to record surveillance videos on a regular basis. It has a
built-in Scheduler that allows you to set up specific day and time schedules for continuous
recording of surveillance video from remote cameras on your local drive.

Before opening the Scheduler, you first need to connect to the DVR sites that you want to
set up recording schedules for.

Setting up the Recording Schedule

To set up a regular schedule for video recording:

1. In the huperRemote program window, click a to open the Connect dialog box and
connect to a DVR site.

Or, if you are already connected to a DVR site, click the site name in the Camera List
Panel to select the site.

2. Click to open the Scheduler.

3. In the Scheduler dialog box, the names of the remote cameras on the DVR site will be
displayed. Choose the remote cameras that you want to record video from by clicking
the check boxes at the left side of the camera names.

Selected cameras are indicated by a check mark on check boxes.

4. The numbers that are lined up in columns represent the hours of a day. For each
selected camera, choose the desired hours when you want surveillance video to be
recorded by clicking the boxes underneath the hour columns.
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Selected hours are indicated by color boxes. Non-selected (or deselected) hours are
indicated by gray boxes.

5. Next, choose the days of the week when you want surveillance video to be recorded by
clicking the buttons containing the names of the days of the week.

Selected days are indicated by colored buttons. Non-selected (or deselected) days are
indicated by gray boxes.

6. When you have finished setting up the cameras and the time and day of recording, click
OK.

7. Repeat steps 1 to 6 to set up the recording schedule for another DVR site.

Removing Schedules

There are three alternative ways you can do to remove some or all of the set recording
schedules.

To remove recording times or days in Scheduler:

Click . to open the Scheduler. In the Scheduler dialog box, deselect the unwanted

hours or days of the week.

To remove recording times or days in Preferences:

Click . to open the Preferences dialog box, then click Downloads & Schedules. (See
the image below). This part of the Preferences dialog box lists the recording times per
scheduled day and the current recording status. (The entries in the list that show a clock
icon indicate that they are scheduled times of recording).

Prufananca
Cararal Hist Camara Task Start En~
Ehrage \_-;l-i.mrl!x Fcead 1 Sab - W, D00 16;
raption \‘j.rmlalx Comee (Pl Tof bast] Sk WAL, DSOOD0 16!
Huperiss Bakeay Sk - W, EDEOD16;
Llrm grmﬁlabs P 1 W.E?Em‘;;r& L o T
Huperisos Do (Frees e | ' mo18;
Mokoa Communicion o |, o Babaaty HICE SCHEDALE T
Doz Ehale -._‘;Hm Fzed 1 SHrA STHEDLLE m 16
Hiparlads Doowves: (Ffes 04 £ camcr o0 16!
E;Hm Babery oI
Hupkalds R 1 Waail - W... D2OCD0 16!
Em Come (Free o0 best]  ved - W BE0CEO0 16
Hupsalds Babary waail - W... D20CD0 16
gm Rl 1 T - e, BE0CEO0 16;
Huparlas Downes: iFrei o best] T - Whe.. 000 16!
Em Bty T - e, BE0CEO0 16;
qﬂmlu Fuoead 1 Pion - W, DE00D0 16!
< ¥




Ch.5 huperRemote

To remove a recording time, right-click the entry that shows the camera name and the
unwanted recording "Start" time. Then in the pop-up menu that appears, click DELETE
SELECTED.

To remove several entries from the list, press Ctrl and click each unwanted entry. Multiple-

selected entries will be highlighted in yellow. To remove them, right-click and then click
DELETE SELECTED.

To cancel all scheduled recordings:
Click . to open the Preferences dialog box, click Storage, then click Cancel Schedules.
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Configuring huperRemote

Click . in the huperRemote program window to open the Preferences dialog box
where you can set up the working environment for the huperRemote program. You can
choose to enable disk storage recycling for video recordings, enable/display caption display
on split screens, set up alarms in your local computer when there are detected events, and
more.

Preferences Dialog Box

General
00000  Prelweeess
o
I Procgyram windone aoa
Erage
H T 1024s76H
p— jBon=on
slarm
Wokow CofmLniation | [ Draplay (st me previesw in Ramos Pl
Drrwriced Stale

o Program window size Choose the appropriate program window size for
huperRemote based on the resolution of your Windows
display.

e Display first-frame preview in Remote Player
When this option is selected, the first frame of each of
the video recordings you chose in Remote Player's
Camera List Panel will be shown. This gives you a
preview image of each selected video recording.
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0 Select a folder for saving recordings

0 Drive (Size, Free, Working)

e Recycle storage when disk space is less than

0 Clear All Records

e Cancel Schedules

Click the drop-down arrow button to
browse through your hard drive, then
choose a working folder where to save
locally recorded videos and downloaded
recordings.

This indicates your local hard drive
capacity, the remaining disk space, and
the amount of disk space already used.

When this option is selected, old video
recordings will be deleted when the hard
disk space has reached the specified
limit. This will free up hard disk space

for saving new recordings.

In the text box provided, set the disk
space limit.

Click this button to delete all video
recordings from the working folder in
your local hard drive.

Click this button to cancel all scheduled
recordings.
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0 Top captions
Show caption
Foreground Color

Background Color

a Bottom captions

Style

Foreground Color

Background Color

e Reset

These are the captions that appear on top of the split-
screen windows. They display the camera name,
detected event, and recording status.

When this option is selected, the top captions will be
displayed on the split-screen windows. To hide these
captions, clear this option.

Click this button to set the text color for the captions.
Click this button to set the color of the text bar.
These are the captions that appear at the bottom of
the split-screen windows. They display the date and
time, average frame rate, and data rate.

There are four display styles for the bottom captions:
Style 0: Hides the captions.

Style 1: Displays the captions with a text bar.

Style 2: Displays the captions without a text bar.
Style 3: Displays the captions in outline style.

Click this button to set the text color for the captions.

Click this button to set the color of the text bar.

Click this button to change back to the default
settings.
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G Enable sound alarm

Loop

Sound

0 Display alert indicator

Color

e Elapsed time for manual-triggered event

Select this option if you want your
computer to sound an alarm when there
is a detected event.

When this option is selected, your
computer will sound the alarm
continuously.

Click the drop-down arrow button then
choose the type of sound to use as the
alarm.

Select this option if you want a blinking
alert indicator to be displayed on the
split-screen window when there is a
detected event.

Click the drop-down arrow button, then
choose a color to use for the alert
indicator.

Set the time duration for manually
triggered events (initiated from your
local computer to the remote camera).



Voice Communication

o Voice input

Device

Volume

e Voice playback

Device

Volume

© 71EsT

Displays the audio device used by your input device
(e.g. microphone) to capture your voice. If you have
more than one audio device installed, select the device
you want to use from the drop-down menu.

Drag the slider to adjust the input device's volume.

Displays the audio device used by your playback
device (e.g. speakers) to play back the voice from your
counterpart. If you have more than one audio device
installed, select the device you want to use from the
drop-down menu.

Drag the slider to adjust the playback device's volume.

Click this button to test the volume of the voice
input/output device.
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Downloads & Schedules

The Downloads & Schedules section in the Preferences dialog box displays two types of

information:

(4] The entries that are indicated by a "clock" icon are the preset schedules for video
recording.

» The entries that are indicated by a "play” icon are either scheduled recordings
which are currently in progress, or file downloads which are in progress.
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When you select an entry and then right-click on it, a pop-up menu will appear. From this
menu, you can delete a schedule, show or hide the information list, cancel a scheduled
recording, or terminate a file download.

The columns in the information list show the following:

0 Host Shows the name of the remote server.
0 Camera Shows the name of the remote camera.
9 Task Shows the preset recording schedule.

When downloading, this column shows "HTTP" to indicate
that the file is being downloaded via the Internet.

-~

Start Shows the start time of a schedule, or the start time of a
video recording.

@

End Shows the end time of a schedule. or the end time of a
video recording.

@

Progress Shows the current progress of a scheduled recording or file
download (in percentage).
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Ch.6 Remote Viewer

Chapter 6

Remote Viewer

Remote Viewer allows you or any user to view remote video cameras, control remote PTZ
cameras, remotely record videos on the local drive, talk with another person through two-
way voice communication and play back video recordings on the local drive via a Web
browser. Users who have user accounts in the Site Server that are assigned with at least the
"Remote User" privilege level can access cameras remotely over the Internet, Intranet, or
through direct modem connection.

Using Remote Viewer through an
Internet connection

Internat

Remote Viewer e

==L

DWR Site Server

Launch Remote Viewer by clicking Start - Programs - Remote Viewer HV v1.10 - Remote
Viewer. When the program opens, click the button to open the “Log In” dialog box
and configure the settings to be able to connect to the DVR site server using an Internet
connection.
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To configure the settings in the “Log In” dialog box:

1. Enter a valid user ID and password.

Note If the remote DVR Site Server does not enable the access control, select the "Guest log in"

check box.

Select “Internet connection.”
Enter the IP address or domain name of the remote DVR Site Server.
Select the bandwidth speed of the Internet connection.

By default, All cameras is selected.

SANN A O

You can select a past connection from the drop-down list to fill out the Connection
information.

7. Click OK to connect to the DVR site server.

After clicking OK, you should be able to see live video feed from the remote camera(s) on
the split screen display.

Note: 1. Before using Remote Viewer through an Internet connection, make sure that the remote
DVR Site Server has "Allow remote access" and “Enable Web server” selected in
Preferences - General tab (valid TCP port must also be entered), the DVR machine has
been assigned a unique IP address, and your client machine that runs Remote Viewer can
connect to the Internet.

2. The Web browser version you have should either be Microsoft Internet Explorer version
5.5 or a later version.
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Using Remote Viewer through a direct
modem connection

Direct Modem Connection is a connection between two modem devices through the
General Telephone System that allows users to view remote cameras. Follow the steps on
the next page to set up the direct modem connection at the DVR Site Server machine and
a remote client machine."

General Telephone System
Remote Viewer

LA
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DVR Site Server

Setting up the DVR Site Server machine

1. Install a modem device (card) to the DVR machine if the machine doesn’t have a modem installed.
2. Connect a valid telephone line to the “Line” port of modem device (card).

3. Set up an advanced connection in Windows for receiving incoming calls. Please refer to the section
“How to set up an Advanced Connection” for the details.

Make sure to assign a fixed IP address to your LAN card, whether it is a global IP address or a local IP
address. If you don’t want to assign a fixed IP address to your LAN card, try to disable the LAN card when

enabling the direct modem connection.

Setting up a client machine for remote watch

1. Install a modem device (card) to the client machine if the machine doesn’t have a modem installed.
2. Connect a valid telephone line to the “Line” port of modem device (card).

3. Install the Remote Viewer program from the product CD.

Building a direct modem connection

Launch Remote Viewer by clicking Start - Programs - Remote Viewer HV- Remote Viewer. When the
program opens, click the button to open the “Log In” dialog box and configure the settings to be able
to connect to the DVR site server using a direct modem connection.

171



17

and configure the settings to be able to connect to the DVR site server using a direct

modem connection.

To configure the settings in the “Log In” dialog box:
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1. Enter a valid user ID and password.

Note: If the remote DVR Site Server does not enable the access control, select the "Guest log in'

check box.

2. Select "Direct modem connection.”

3. Specify the telephone number of the DVR Site Server that you want to watch via

remote.

4. Specify the modem driver at the local machine.

5. By default, All cameras is selected.

6. You can select a past connection from the drop-down list to fill out the Connection

information.

7. Click OK to connect to the DVR site server.

After clicking OK, you should be able to see live video feed from the remote camera(s) on

the split screen display.

Setting up an Advanced Connection

For Windows XP

1. Plug a modem device into a COM port of the DVR Site Server machine.
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2. Install the driver for the modem device.

3. Click the "Start" button on your Windows taskbar and select "Control Panel" to open
the Control Panel window.
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4. Click the "Network Connections" icon in the "Control Panel" window to open
"Network Connections” window.

Bl Et Wew Foies Dot Gfenoed o &
- L TR g

tjdes | WL Makveark: Conractian *B=
Parm Trpa S Cuwica Harsa
Hebwark Tasks o LAN or High-Speed Intmmet

[&) =rwain 2 rawsconractian ok Lacal Armw Corradhan LAH or High Spmnd b, Erabisd D-Link DFE-THITE
'5 Set up & hormar weall
ot bk

G Alsy

Dther Flaces

[@ coniroipana
g Py Hebvark Placan
] My Dacuranta
i My Gt




Note If the "Location Information” dialog box opens, please fill in the area code and the
telephone number of the telephone line connected to the modem.

5. Click the "Create a new connection” item to launch the "New Connection Wizard"
window. Click the "Next" button.
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6. Select the "Set up an advanced connection" option then click the "Next" button.
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8. In the "Connection devices" list, select the modem driver then click the "Next" button.
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9. Select the "Allow virtual private connections"or "Do not allow virtual private
connections” option then click the "Next" button.
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10.Click the "Add" button to open the "New User" dialog box.
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Ch.6 Remote Viewer

11.Type in “DVR” for "User name", "Password" and "Confirm password” then click the
"OK" button to close the dialog box. Click the "Next" button.
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12.In the "Networking software" list, select the "Internet Protocol (TCP/IP)" item and
click the "Properties” button to open the "Incoming TCP/IP Properties” dialog box.
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13.Select the "Allow calling computer to specify its own IP address” option then click the
"OK" button to close the dialog box.
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14.Click the "Next" button then click the "Finish" button to complete the setup process.
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For Windows 2000
1. Plug a modem device to a COM port of DVR Site Server machine.

2. Install the driver for the modem device.

3. Click the "Start” button then select Settings > Network and Dial-up Connections >
Make New Connection to open the "Network Connection Wizard" dialog window.
Click the "Next" button.

Note: If the "Location Information” dialog box opens, please fill in the area code and the
telephone number of the telephone line connected to the modem.
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5. In the "Connection devices" list, select the modem driver then click the "Next" button.
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6. Select the "Allow virtual private connections”or "Do not allow virtual private
connections” option then click the "Next" button.
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7. Click the "Add" button to open the "New User" dialog box.
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8. Type in “DVR” for "User name", "Password" and "Confirm password” then click the
"OK" button to close the dialog box. Click the "Next" button.
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9. In the "Networking components” list, select the "Internet Protocol (TCP/IP)" item and
click the "Properties” button to open the "Incoming TCP/IP Properties” dialog box.
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10.Select the "Allow calling computer to specify its own IP address” option then click the

"OK" button to close the dialog box.
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Operations of Remote Viewer

Use the Camera Control Panel
to select a camera, connect/

This Multi-screen Display disconnect a camera, control
can have up to 16 split PTZ camera, and record
screens to show live video video. (See "Camera Control
from video cameras on the Panel" for more details.)

remote DVR site.

& CH - Wicresolt Iniernet Explaser

M Coarpddar

Use the General Control Panel to choose how Click this button to
split screens are displayed, enable voice connect to a remote
communication, play recorded video and DVR site.

customize preference settings. (See "General
Control Panel" for more details.)
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Split screens

Each split screen on the Remote Viewer interface shows the camera name and the current
status of the video camera.

A "Motion" status

This shows the name message is displayed when
of the remote video the remote camera has
camera. detected an motion event.

(.
This mark represents
that the video has been
recorded to a local

kmatchlne. )y

A "REC" (record) status
message is displayed
when the remote camera
is currently in video
recording mode at the
remote site.

( . )
Each split screen shows
live video from a

_remote camera.

This displays the frame
rate and the average
data rate per second.

(. ..
This displays the
current date and time
f th .
_of the remote camera.

Camera Control Panel

The Camera Control Panel provides button controls for connecting to the remote site,
selecting/viewing remote cameras, and controlling PTZ cameras.

0 Camera buttons Click a camera button to select the corresponding
remote camera. You need to select a remote camera
first to record camera video, control a PTZ camera,
or connect/disconnect the camera.
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6 Pan & Tilt control This is the Pan and Tilt control. Click one of the four
arrow buttons to adjust the camera angle up, down,
left, or right. Click the "cross" button to stop
movement.

Preset buttons The number buttons are Preset buttons. Click a
button to move the PTZ camera to the position and
angle position specified by the preset button.

®

Zoom control Click the up arrow to zoom in, or the down arrow to
zoom out. If the PTZ camera does not provide zoom
scaling feature, click the up or down arrow
continuously to zoom in or out. Click the circle
button to stop zooming.

©

Record button Click this button to start recording video from the
selected camera.

Stop button Click this button to stop recording the video from the
selected camera.

Connect Camera button Click to display the "Log In" dialog box to connect to
the selected remote camera.

Disconnect Camera button Click to disconnect the selected camera.

0 © 0 0o

Connect Site button Click to display the "Log In" dialog box to connect to
a remote DVR site. Click again to disconnect all
camera connections.
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General Control Panel

The General Control Panel provides button contwls for switching between 1/4/9/16 split
screens display, playing video recordings, and customizing preference settings.
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Full Screen button

Single View button

4 Split Screens button

9 Split Screens button

16 Split Screens button

Next Page button

Loop Page button

Live Sound button

Record List button

Talk button

e 6 O O© o0 6 6060°e
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Preferences button

L
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Toggles between full-screen and normal display mode.
Click to display the split screen in single view.

Click to split the Multi-screen display into 4 split

screens.

Click to split the Multi-screen display into 9 split

screens.

Click to split the Multi-screen display into 16 split

screens.

If there are more active video cameras than the
selected split screen view, click to display the next set
of video feed from the cameras.

If there are more active video cameras than the
selected split screen view, click to loop the video feed
from the cameras on the split screens.

Click to listen to live audio that is associated with
camera in the remote site.

Click to display the list of video recordings.

Click to enable the two-way voice communication to a
remote DVR site. Click again to disable it. If there is
a camera selected, the target of the voice
communication is to the DVR site where the selected
camera is on. If there is no camera selected, the first
connected camera's DVR site is the target of the voice
communication.

Click to open the Preferences dialog box.
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Preference Settings

Preferences

—oice Input

Device:

Wolume:  Lowy I J High

—oice Playhack

Device: IAvance AC97 Audia j

Wolume:  Lowy I J High
1

0 —— [® TEST |

Record Storage

Q | ywebCaM -
¢ Ok x Cancel |

a Voice Input Displays the audio device used by your input device
(e.g. microphone) to capture your voice. You can also
adjust input device’s volume here. If you have more
than one audio device installed, select the device you
want to use from the drop-down menu.

e Voice Playback Displays the audio device used by your playback
device (e.g. speakers) to play back the voice from your
counterpart. You can also adjust the playback device’s
volume here. If you have more than one audio device
installed, select the device you want to use from the
drop-down menu.

e Test button Press the button to test the volume of the voice input/
output device.

0 Record Storage Specify the folder where you want to save video
recordings.
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Connecting to multiple cameras from different DVR Site
Servers

1. Install the Remote Viewer program in your client machine.

2. Launch the Remote Viewer program.

3. Click a split screen.

4. Click the “Connect Camera” button to launch the “Log in” dialog box.

5. Enter the site server information and select a camera that you want to view.
6. Click the “OK’ button in the “Log in” dialog box to connect.

Repeat steps 3-5 to connect to other cameras. At most, you can connect to 16 cameras
from 16 different DVR Site Servers.

Controlling the DVR Site Server desktop remotely

1. Provide a password to the Administrator account in Site Server.

Install the Remote Viewer program in your client machine.

Launch the Remote Viewer program.

Click a split screen.

Click the “Connect Camera” button to launch the “Log in” dialog box.
Enter the site server information, administrator account and password.

Select “Control” from the Camera list.

O Tl

8. Click the “OK’ button in the “Log in” dialog box to connect.

If you want to view the DVR Site Server desktop in full screen, switch to the single view
layout then select full screen as the display mode.




Viewing recorded videos

When recording surveillance videos from remote cameras, Remote Viewer saves them on
the local computer's hard drive. To retrieve and view the recorded videos, click the @

button. A Record list window then appears, displaying logs of video recordings.
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Click this button to
L remove the selected

record.

ol | | 2
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Click this button to
play the selected
record.

Select a log entry that shows details about the recorded sutveillance video you want to view.
Then click the Play button to open the Playback Web page and play back the recorded

video.

Playback Web page
The Playback Web page allows you to control the playback of the selected recorded video

and take an image snapshot.
0 Displayed information This shows the remote site name and camera name.

0 Date and Timecode This shows the recording date and timecode of the
current video frame.
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e Navigation controls The buttons from left to right are: "Play”, "Pause”,
"Stop', "Previous Frame" and "Next Frame".

0 Snapshot button Click this button to capture the current video frame,
save it as a JPEG file, and then display it on the
Snapshot Web page.

Snapshot Web page

The Snapshot Web page displays the captured image. The site name, camera name, date
and timecode are shown on the image. Press the Print button to send the image out to a
printer.

Super MEFERS - Cemern
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Print button




Ch.7 Remote Record Player

Chapter 7

Remote Record Player

Remote Record Player allows you to download video recordings from a remote DVR site
server and then view them on your local computer. Only downloaded video recordings
from a remote DVR site server can be played back in Remote Record Viewer.

Launching Remote Record Player

Launch Remote Record Player by clicking Start - Programs - Remote Viewer HV v1.10 -
Remote Record Player.

Program Interface: An Overview

The program is like a video player. These are the controls that you need to download and
play back video recordings.

This is the screen where
you view the video
recording.

Use these buttons to
choose the zoom ratio
of the video being
played back.

—E‘_l

() 8 i ) (3] [

Use these buttons to

Click this button to
0.9 o8 download and play back
This is the Navigation play :
( panel. e ) video recordings from the open the Port Settings

remote site server. dialog box.




Downloading and Playing Back Video
Recordings from a Remote Site Server

You can download video recordings from a remote site server to your local computer then
play it back. You may need access rights to the remote site server to be able to download
video recordings.

Configuring port settings

Click the “Preference” button to open the “Port Settings” dialog box where you can
configure Remote Record Player to connect to the DVR site server.

Cownand Pt |19 3:
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0 Command port Specify the Command Port of the DVR site server.

e Web server port Specify the Web Server Port of the DVR site server. This
should be the same as the TCP port in the Site Server
program.

e Connection timeout  Specify how long (in seconds) Remote Record Player will
wait for a response from the DVR site server before
Remote Record Player stops trying to connect.

It is recommended to use the default values for “Command port” and “Web Server port.”
Click the “Default” button to restore the default values in the dialog box.
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the settings below.

Download

Ch.7 Remote Record Player

Downloading video recording from a remote site server

Click the “Download Record” button to open the “Download” dialog box then configure

9 Camera: |'| LI

e Start Time: | 7/ 142003 j| £ 345 PM
End Time: | 7/ 142003 j| £ 345 PM
0 — Storage Path: ID:'\DVH24DDkinstaller\pmgram fileg s huper Browsze. .

e Retn: I3 _,; times

c Site Server: |12?DD1 LI Download... | == G

I \_tt 1] \_

Advanced., | —f e

Site Server

Camera

Start/end Time

Storage path

Retry

Download

© ¢ 06 o066 o

Advanced

Specify the IP address or domain name of the DVR Site
Server. Click the drop-down arrow to select from previous
Site Servers that were accessed.

Click to select the camera number in the remote site server
from where you want to download video recordings.

Specify the date and time range of the video recording you
want to download from the remote site server. The length of
the specified period should be 10 minutes or lower.

Click the “Browse” button to specify the folder location
where you want to save the downloaded video recording.

Use the arrow keys to specify how many times to retry
downloading the video recording when the initial download
try fails.

Click to download video recordings. O pens the “Login”
dialog box where you may need to specify a valid user ID
and password in order to connect to the remote site server.

Click this button to open the “Port Settings” dialog box to
configure site server port settings.



After clicking the “OK” button (valid User ID and Password may be required before you
can click the OK button) in the “Login” dialog box, a dialog box will open showing you
details of the video recording that is being downloaded. Click the “Cancel” button if you
want to stop the download process.

Playing back downloaded video recordings

Click the “Open Record” button to open the “Open” dialog box and select the downloaded
video recording file then click the “OK” button. The video recording file is displayed on
the Remote Record Player screen.

Navigation Panel

Use the Navigation Panel to control the playback of recorded video.

(1] 2] (3]

| | |
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Start Timecode This shows the start time of the downloaded video
recording.

Current Timecode Shows the timecode of the current video scene.

End Timecode This shows the end time of the downloaded video
recording.

Navigation Bar Allows you to jump directly to any part of the

recorded video. Drag the slider tab to the desired part
of the recorded video.

©0 o6 00 o

Play / Pause Plays/Pauses the playback at the current frame.
Stop Terminates the playback and moves to the starting
frame.
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e Previous / Next Frame Moves to the previous/next video frame.

e Backward / Forward Moves back/forward one or more video frames.

9 Decrease Playback Speed Slows down video playback. Click once to play the
recorded video at half (1/2 x) the normal speed. Click
again to play the video at a quarter (1/4 x) of the
normal speed. The slowest speed is 1/32 x.

@ Normal Speed Plays the recorded event at its original speed.

m Increase Playback Speed Increases the playback speed of the video. Click once
to double (2 x) the playback speed. Click again to
quadruple (4 x) the playback speed. The maximum
speed is 64 x.

Changing the zoom ratio of the video during playback

When playing downloaded video recordings, you can change the zoom ratio of the video
recording by clicking one of the “Zoom Ratio” button. Besides being able to view your
video in its actual size, you can choose to view the video recording at 1/2 or 2x the original
size.
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Chapter 8

huperRemote PDA

huperRemote PDA is a Windows CE based software that allows you to monitor the video
cameras from a remote DVR Site Server on a PDA.

The User Interface

huperRemote PDA
|

After the connection,
you can see the live
video on the video
screen.

huperRemote

Switch to the 4
split-screen layout

Switch to the single
screen layout.

Next split screen. l

Close the program.

Previous split
screen.

Display live video in full
screen.

9)

Connect / Disconnect:
Make sure first your PDA
device has been connected to
the Internet. Press the
[Connect] button to establish
connection with the specified
remote DVR Site Server.

Control the PTZ Capture a video frame.
camera.

7)

Specify the information of remote DVR Site Server.

Click the [Options] button to invoke the [Select Host] dialog
box. Please enter the IP address of DVR Site Server in the
[Host] field. If access control is not enabled on the DVR
Site Server, select the option [Anonymous]. Otherwise, enter
a valid user ID and password.
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Chapter 9

List Server

List Server is a program that keeps track of the Site Server computers that are connected
on the local network and maintains the user account database. After List Server is installed,
by default, it automartically runs in the background when the computer where it is installed
is started up.

Running the List Server

Before you run the List Server program, first disable the Internet Connection Firewall in
Windows. You can disable it through the Control Panel's Network Connections dialog box.

Heraal | Authantcalon | Acvarcad

Intart Corrackan Feeasl

[CJEwtac! rp crarpuba ared rabsat by retg or prasaning
008 b e Qregm et W b Dk

L e abwnst | nrmed Coresobion Fireevel

I )

Note The Internet Connection Firewall feature protects your computer from hackers. If you need
to use this feature, refer to Microsoft Windows documentation for information on how to
propetly set up the firewall.
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To run List Server, click Start > Programs > Huper List Server > List Server. List Server
will be launched in the background, and its program icon will be added to the right side of
the Windows taskbar.

10 B 4:54 aM

This is the List Server
program icon.

To open the List Server program window and customize its settings, you need to log into
the program.

Note: Only the system administrator can log into the List Server and customize its settings.

To log into the List Server:
1. Right-click the List Server icon, then select Log in.

3. You will then be prompted to enter the system administrator name and password.

User B Ademinigirainr

Pacssward: —-—

If this is your first time to open the List Server, enter "Administrator" as the name and
"system" as the password.

4. Change the administrator password to avoid unauthorized access of the List Server.
Click Modify, then enter a secure password.
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Customizing List Server settings

The List Server program window has four tabs that provide different sets of settings. After

you have modified its settings, you need to restart the List Server program for your new
settings to take effect.

Account tab

In the Account tab, the upper part shows the existing users and information about these

users, whereas the lower part shows the number of users that are assigned to each type of
user group.
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In this tab, you can add, modify or remove user accounts. For each user account, assign it

to one of these four types of user groups (i.e., privilege level): Administrator, Manager,
Operator, or Remote User.

Information tab

The Information tab keeps track of Site Server computers that are logged onto the List
Server. In this tab, you can see the dynamic IP addresses or fixed IP addresses of all the
Site Server computers. When you select a computer from the list, the right side of the
program window will show information about the associated video cameras such as the
camera name, video resolution, operation status (e.g., video recording, detection, etc.).
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Preference tab

The Preference tab contains network settings for the List Server computer.
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G IP address and TCP port Specify the IP address and TCP port number to
be used by the List Server computer. (After
modifying the settings, restart the List Server

program for the new settings to take effect.)

Notes: If List Server is accessed via a NAT,
firewall or IP-sharing device, make sure the List
Server computer's TCP port is port-forwarded
to the device's port number.

@ Auto maintain database Select this option to enable auto maintenance of
the List Server's database. Specify the desired
time interval between each maintenance.

Q IP address filter Select this option to restrict only a specific
range of dynamic IP addresses to log onto and
access the List Server. To define a range, enter
the start and end IP addresses, then click the
Add button. Specify whether this range of
address will be ignored or accepted by selecting
cither the Reject mode or Accept mode option.

Log tab
The Log tab displays operation iz Smrver [=
logs such as List Server's startup sezcart | Inforuaten | Pratmeres Lon |
and shutdown logs, login and Tire [ oo, (2= (o
logout times of Site Server 011 T4 Lt e Mo ctrn. Toractebren
. AT DB I Litt Sarvm Lagn Adrachin bgn
computers, and user login and BMAT (55347 Lt Sarvm Lagn Adeinctuatos g
logout times. To control the size
of the log file, either specify the
maximum allowable number of
operations to be logged in the
Log limited by field, or specify
the number of days to retain
operation logs. To view operation
logs of a specific date, choose £ E
the range of inquiry dates then P CE
click Search. [t =] g 1112000 =) ﬂl Dbtz
You can back up the operation
logs by clicking Backup, or clear
the logs by clicking Delete. = |
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Appendix 1

How to Use the 1/0 Ports of a
Video Capture Card

1. The Specification of 1/0 Ports

Each video capture card provides four I/O ports. Each I/O port can connect to an
Input Device (e.g. Infra-red sensor) or an Output Device (e.g. Alarm). The H1004S
video capture card has four I/O ports, each marked by "GPIO1", "GPIO2",
"GPIO3" and "GPIO4" (Please refer Figure 1-1 and 1-2). Every I/O port has two
pins, a positive pole pin marked with "+" and a negative pole pin marked with "-".
For other models of video capture cards (Please refer Figure 1-3 and 1-4), positive
pole pins are at the side marked with "GPIO1-GPIO4", negative pole pins are at the
opposite side marked with "G". The left-most pin pair are the first I/O port, the
following pin pairs are numbered accordingly (second I/O port, third I/O port...).
The 1/0 ports link directly to the BT878 GPIO* ports. Below are their specifications.

Digital Input/Output Min. Max.
Input High Vol 2.0V 5.5V
GPIO Input npnr ien Toase
Input Low Voltage -0.5V 0.8V
Output High Voltage (I=-1.2mA 2.4V 5V
GPIO Output ueput Hligh Voltage ( )
Output Low Voltage (I=8mA) - 0.4V
Note:

¢ GPIO: General Purpose Input/Output ports.
¢ Detail GPIO specification.Please read the specifications of the Bt878 chip.
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2.

o
Installing the Cable

You need to install a cable to connect I/O ports to I/0O devices. You can purchase a
cable from any PC accessory store or use the cable that comes with the video capture
card. Please note that some models of video capture cards do not include cables. You
can purchase the cable from the dealer where you purchased the product.

Connecting to 1/0 Devices

Each I/O port can connect to an input device or an output device. If the input/output
voltage from/to the I/O devices does not match the specifications of I/O ports, the
video capture card or output devices may be damaged due to overrunning of the
voltage limit. An extra circuit for increasing/decreasing the voltage from the input
device or to the I/O port can solve the problem. Please note that I/O ports can only
accept DC (Direct Current).

Setting 1/0 Devices

I/O devices and I/O ports should have their corresponding positive pole pins
connected and corresponding negative pole pins connected. If the first I/O port is
connected to an input device, please select the first option on the "Device/Input” tab
of the "Preferences” dialog box then specify the device type (either NC or NO).
(Please refer to Figure 4-1.) If the first I/O port is connected to an output device,
please select the first option on the "Device/Output” tab of the "Preferences” dialog
box then specify the device type (either NC or NO). (Please refer to Figure 4-2.) If
you installed other I/O devices, follow the rule above for the "Preferences dialog box:
Device tab".
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A Figure 4-1 Enable the Input Device
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A Figure 4-2 Enable the Output Device

5. Testing the 1/0 Device Connection

After connecting the I/O ports to I/O devices

and finalizing the settings, click the "Test" Hama Moltzge

button on the "Preferences/Device" tab to e [Evortiz: 0000
check the connection and settings. Click the [routnz [Evert0000)
"Test" button on the "Preferences/Device/ [resm |Evervi0oo0)
Input" tab to launch a dialog box displaying the et | e 00y

current input voltage of input devices. (Please
refer to Figure 5.) You can trigger the input
device and track the changes of input voltage in
this dialog box. Click the "Test" button on the
"Preferences/Device/Output” tab to change the
output voltage. You can check the behavior of
output devices to make sure the connections
and settings are correct.

Emnmnnﬁomummhmqu
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Figure 5 Test Sensors p




Including 1/0 Devices to the operation of DVR Site Server

When an input device has been triggered to issue an event, Site Server can have three
reactions:

1. In the event recording mode, starts the video recording and Site Server keeps
recording till the event ends.

2. In non-event recording mode, the event time segment is recorded to enable
searching of video recordings later.

3. Issue event notifications.

In order to include input devices to the normal operation of Site Server, you need to
select the "Sensor detection” option in the "Detect events by" group on the
"Preferences/Camera" tab for certain cameras. Then click the "Settings" button
behind the option "Sensor detection” to assign input devices.

Output devices are for event notification. You can select the "External devices"
option in the "Respond to events by" group on "Preferences/Camera” tab for certain
cameras. Then click the "Settings" button behind the option "External devices" to
assign output devices.
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Profile Settings of LiveTag.ini

What is the profile settings for?

Some settings of huperVision are related to the product models and hardware environments.
These settings are put on the “LiveTag.Ini” file with default values. Installers and users can
modify the settings for customization or performance/quality tuning.

Where is the file for the setting?

The file “LiveTag.Ini” is placed at the product installed folder. The default location of the file
is at “Drive:\ Program Files\huperLab\huperVision\Bin”, where Drive could be C, D, etc.

How to Modify the Settings?

Prior to the modification, you need to know each setting standing for. Below explain the
settings one by one.

1. [SYSTEM] Section

Key Name Default Description

Field_sync 1 Enable it if the capture board has the Field
Sync Circuit for field sync. Disable it if the
capture board has no Field Sync Circuit. 1 for
enable and 0 for disable. Not to enable the
setting on capture board without the Field
Sync Circuit, otherwise, frozen video may
happen.

Smart_Saving_interval 1 Specify the recording frame rate while no
motion video in No-stop Smart recording
mode. 1 for 1fps, 2 for 0.5 fps, etc.

Quick_display_format 1 Enable/disable the quick video display. 1 for
enable, 0 for disable. If the video display card
cannot display image correctly, please update
to newest display card driver or disable the
quick video display function.
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NORESPONSETIME

130 (Available since version 1.3)

Specify the delay time in seconds to restart the
computer when hardware watchdog has
detected a system halt.

2. [COMPRESSOR_FAST] Section

Key Name Default Description

GOP 30 Specify the frame rate of I-frame. Larger value gains
smaller data size but may reduce the image quality.

Qr 7 Specify the QP value. Smaller value gains better image
quality but has larger data size.

Search_level 1 Specify the motion searching method. Value 1 has better

performance but has larger data size. Value 2 has smaller
data size but a bit slow.

PS: Settings for HM Fast compression.

3. [COMPRESSOR_GOOD] Section

Key Name Default Description

GOP 30 Specify the frame rate of I-frame. Larger value gains
smaller data size but may reduce the image quality.

Qr 7 Specify the QP value. Smaller value gains better image
quality but has larger data size.

Search_level 2 Specify the motion searching method. Value 1 has better

performance but has larger data size. Value 2 has smaller
data size but a bit slow.

PS: Settings for HM Good Quality compression.
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4. [COMPRESSOR_BEST] Section

— 'l.i '|I'|I1;
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HpervVision |/

Key Name Default Description

GOP 30 Specify the frame rate of I-frame. Larger value gains
smaller data size but may reduce the image quality.

Qr 5 Specify the QP value. Smaller value gains better image
quality but has larger data size.

Search_level 2 Specify the motion searching method. Value 1 has better

performance but has larger data size. Value 2 has smaller
data size but a bit slow.

PS: Settings for HM Best Quality compression.

5. [MODEL_RECORDING_RATE] Section

Key Name Default Description
ENABLE 0 Set the value to 1 to take effect while you modify the
[MODEL_RECORDING_RATE] settings.

Mo04S 30 Specify the default frame rate for huperVision 4004S
MO08S 30 Specify the default frame rate for huperVision 40085
M12S 30 Specify the default frame rate for huperVision 40128
M16S 30 Specify the default frame rate for huperVision 4016S
Mo04D 30 Specify the default frame rate for huperVision 4004D
MO08D 30 Specify the default frame rate for huperVision 4008D
M12D 30 Specify the default frame rate for huperVision 4012D
M16D 30 Specify the default frame rate for huperVision 4016D
M04Q 30 Specify the default frame rate for huperVision 4004Q
M08Q 30 Specify the default frame rate for huperVision 4008Q
M12Q 30 Specify the default frame rate for huperVision 4012Q
M16Q 30 Specify the default frame rate for huperVision 4016Q




6. [AUDIO_FORMAT] Section (Available since version 1.4)

Key Name Default Description

SAMPLE 8000 Specify the audio smapling rate. 8KHz by default.

BIT 8 Specify the sample resolution, 8 bits by default. It cound
be 8 bits or 16 bits.
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Guide to Connect PTZ Camera

. There are two types of RS-232 ports on a computer: serial ports and parallel ports. The

. PTZ cameras have a RS-422/485 port to connect the control cable. In order to connect

. A serial port on a computer can control multiple PTZ cameras. These PTZ cameras

Something you should know first

serial port, so-called COM port, is the one for plugging in the control cable from the
PTZ camera.

a control cable from a PTZ camera to a computer, a converter device from RS-422/485
to RS-232 is usually adopted.

Note: The connection length of RS232 cable is limited in 15 meters. The connection
length of RS-422/485 cable can be up to 1,200 meters.

connected to the same computer serial port are each identified by a unique hardware
ID. You can assign an ID to a PTZ camera by adjusting the ID switch of PTZ camera
device. For details, please refers to the PTZ camera manual.

. RS-232 pin definition

Pin No Function When we look in front of the female D
connector of COM port, the pin on the
1 CD top right is pin 1. There are numbers
] beside the pins at the D female
2 RXD Receive Data connector. The computer communicates
with PTZ cameras via pin 2 and pin 3.
5 XD Transport Data The lines of pin 2 (RXD) and pin 3
4 DTR DTE Ready (TXD) each connect to the “Data-“ pin
and “Data+” pin of the PTZ camera
5 GND Ground device. Please refer to the PTZ camera
manual for the actual pin name.
6 DSR DCE Ready
7 RTS Request to Send
8 CTS Clear to Send
9 RI Ring Indicator
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5. RJ11 cable

RJ11 cable is a general telephone cable. Telephone cable
has three types: telephone cable that has 2 lines, 4 lines
or 6 lines inside. Be sure to use a telephone cable that
has 4 lines or 6 lines inside to connect from PTZ
camera to the converter device. When we look in front
of the RJ11 connector, the left line is line 1 and the right
line is line 6. In the cable, line 4 and line 5 are used for
RX+ and RX- lines.

Picture 1: RJ11 connector
(four lines inside)

Il. Connect the PTZ camera: Use DynaColor dome camera as
an example

Step 1: Adjust jumpers at the PTZ camera base.

Jumper Setting

Dome ID 001

Duplex/Simplex Duplex

S$2 & S1 DynaColor protocol

Note:

1. After the PTZ camera has been set
up and the pan, tilt and zoom
controls seem not very well. You
can switch from duplex mode to
simplex mode and try again.

2. If there are two more PTZ cameras
connect to a serial port at the
computer, you must assign each
PTZ camera a unique ID.

Picture 2: Jumpers at the bottom side of
PZT camera base

Step 2: Connect cable from PTZ camera base to PTZ dome camera.
Connect a cable (comes in the camera pack) from the white connector (at the
upper-left corner in Picture 3) of PTZ camera base to PTZ dome camera.
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Picture 3: Connectors at the front side of PTZ camera base

Step 3: Connect RJ11 cable from PTZ camera base to the RS-422/485 port of converter device.
There are two RJ11 connectors at the camera base (at the right-bottom corner in
Picture 3). Connect an RJ11 cable from one RJ11 connector at the PTZ camera base
to the RS-422/485 port of converter device. Be sure that the RX+ and RX- lines of
RJ11 cable each connects to the DATA+ and DATA- pins of converter device.

Note:

1. Another RJ11 connector is optional for connecting to control panel device. These two RJ11
connectors are forks from the same cable.

2. The converter device needs a power supply to perform action. Please refer to the device manual
for the voltage level.

1 e
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Appendix 4

An Example of PTZ Custom
Command Usage:

Enable OSD (On Screen Display) of DynaColor
Dome Camera

DynaColor dome camera supports the OSD (On Screen Display) commands for device
setting. Below is an example to use the Custom Command page of the Advance PTZ
Control Panel to operate the OSD commands of DynaColor dome camera.

Step 1: Click the icon on the Camera Control Panel of the DVR server to display
the Advance PTZ Control Panel.

Step 2: Click the (_%§ ) button on the Advance PTZ Control Panel to display the
“Settings” dialog box. Click the “Custom” tab to go to the “Custom” setting page.

Step 3: Select check boxes, enter command names and command codes as what shows in
the below picture.

T2 Tvie | Kotk Dewite | Erboasil Costem |
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= T ] | 0000 £ 00 00 2
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I
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Step 4: Click the mode button on the Advance PTZ Control Panel and select the “Custom”
mode. The Advance PTZ Control Panel switches to the “Custom” panel.

Step 5: Click the “Menu” button to display the OSD commands. Click “Up” and “Down”
button to navigate menu commands. Click “Left” and “Right” buttons to change the

setting.

huperVision is a trademark of Huper Laboratories, Co., Ltd.
Microsoft Windows is a trademark of U.S.A. Microsoft Corporation.
All other trademarks or registered trademarks are the property of their respective holders.
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10C-0404P Card Guide

Introduction

The IOC-0404P is a 4-ch digital input and 4-ch. relay output module. IOC-0404P
supports two interfaces with host controller, general-purpose input/output interface and
RS232 interface to meet different requirements from the host controller.

IOC-0404P is a digital input module built with 5000VDC optical isolation, and it is
suitable for noise environment or floating potential. Also, the 4 isolated inputs provide the
best method to prevent the ground loop problem. The IOC-0404P supports dry contact
wiring for simple implementation. Moreover, users can read the current input status from
the green LED indicators on-board. Each input channel is jumper selectable to either
isolated or non-isolated input.

The IOC-0404P provides four channels with Form C relay. IOC-0404D is excellent for
ON/OFF control or low-power switching applications.

For easy monitoring, each relay is equipped with one yellow LED to reflect its ON/OFF
status.

Technical Specifications

Digital input: Relay output:

e Channel : 4-channel/ digital inputs e Channel : 4-channel/ relay output
* Optical Isolation : 5000 VDC with Form C

* Optical-isolator response time : 18 us * LED Indicator : On: Active; Off:

Non-active

* Opver-voltage Protect : 70 VDC
e ESD (Electro Static Discharge) : 5000 VDC
e LED Indicator: On: Active; Off : Non-active
* Input Voltage :
Dry Contact Logic level 0 : Close to GND
Logic level 1 : Open
Optical Isolation : 24VDC (Normal)
Dry Contact & Optical Isolation Selectable

* Contact Rating :
AC 125V @ 0.6 A; 250V @ 0.3 A
DC30V@1A;110V@ 0.6 A
NO & NC selectable by jumper

* Power consumption : 200 mW each channel
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Application Wiring

The following are examples on how to connect the cable to your IOC-0404P modules.

Input wiring
Diagram
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Output wiring

Diagram
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Installation

1. Before installing the IOC-0404P into the system, remove the terminator housing from
the IOC-0404P as illustrated in Figure 1.

2. Secure the IOC-0404P using a screw.
3. Connect the input/output cable to the terminator block as desired.
4. Plug the terminal block into the IOC-0404P as illustrated in Figure 2.

5. Check whether the INPUT/ OUTPUT module is fitted in the right terminal and right

position.

Figure 1 Figure 2
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Host wiring

1. IOC-0404P to 4404S: Take note that the red line of the cable should connect to Pin2 on
the IOC-0404P card and the 4404S card.

I0C-0404P

!
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2. IOC-0404P to 4404Q: Take rote thet the red lire of the cldle dould carect to PR
o the IOC-0404P card ard to the "G" pin an the 4404Q card.
(The same wiring for 4416SB, 4408DB, 4416SG and 4408DG)
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3. IOC-0404P to 4408QB: Take note that the red line of the cable should connect to Pin2
of the IOC-0404P card and to the "G" pin on the 4408QB card.

4408QB 4408QB

10C-0404P




Pin Assignment

| P1input terminal P2 output terminal

i

DDDDDDDD RRRRRRRAR
(I I T T T [ A A A A A A
11223344 11223344
TR ST S N A | ] |
CNCNCMNCN
ococococ
MYMYM\YMY
N N N N
0 0o 0 0O
Pin no. P1 General purpose input | Description
1 DI1+ Input channel 1 +
2 DI1- Input channel 1 -
3 DI2+ Input channel 2 +
4 DI2- Input channel 2 -
5 DI3+ Input channel 3 +
6 DI3- Input channel 3 -
7 DI4+ Input channel 4 +
8 DI4- Input channel 4 -
Pin no. P2 Relay output Description
1 RL1-COM Relay output channel 1- common
2 RL1-NC/NO Relay output channel 1- NC or NO
3 RL2-COM Relay output channel 2- common
4 RL2-NC/NO Relay output channel 2- NC or NO
5 RL3-COM Relay output channel 3- common
6 RL3-NC/NO Relay output channel 3- NC or NO
7 RL4-COM Relay output channel 4- common
8 RL4-NC/NO Relay output channel 4- NC or NO
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Jumper & connector

Input module dry contact / optical isolation select (JP1 ~ 4)

T

Channels Dry contact Optical isolation
Channel 1 (JP1) 1-3,2-4 3-5,4-6
Channel 2 (JP2) 1-3,2-4 3-5,4-6
Channel 3 (JP3) 1-3,2-4 3-5,4-6
Channel 4 (JP4) 1-3,2-4 3-5,4-6

Relay output NC / NO select (JP5 -7, 9)

.--1.1,-'.:

Channels Normal close (NC)[ Normal open (NO)

Channel 1 (JP5) 1-2 2-3

Channel 2 (JP6) 1-2 2-3

Channel 3 (JP7) 1-2 2-3

Channel 4 (JP9) 1-2 2-3

ID selector (JP8) Host interface-RS232 (J1)

Card ID JP8 Signals J1

Card ID 0 1-2,3-4,5-6 Transmission data (TXD) 1

Card ID 1 3-4,5-6 Ground 2,3

Card ID 2 1-2,5-6 Receive data (RXD) 4

Card ID 3 5-6

Card ID 4 1-2,3-4 Interface to next IOC-0404P-RS232 (J2)

Card ID 5 3-4 Signals J2

Card ID 6 1-2 Transmission data (TXD) 1

Card ID 7 Open Ground 2,3
Receive data (RXD) 4
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Host interface-GPIO (J3) Host interface-GPIO (J4)

Signals J3 Signals J4
Input channel 1-data 1 Input channel 3-data 1
Input channel 1-ground 2 Input channel 3-ground 2
Input channel 2-data 3 Input channel 4-data 3
Input channel 2-ground 4 Input channel 4-ground 4
Output channel 1-data 5 Output channel 3-data 5
Output channel 1-ground 6 Output channel 3-ground 6
Output channel 2-data 7 Output channel 4-data 7
Output channel 2-ground 8 Output channel 4-ground 8
Drawing and connection
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Settings at huperVision

After installing the IOC-0404P I/O card, you can open the Preferences dialog box: Device
tab of huperVision to customize I/O settings.

Input Settings

Step 1: Open the Preferences dialog box, then click the Device/Input tab.

Step 2: Select "BT878-GPIO-1" item from the Card list.

Step 3: The 4 input ports of IOC-0404P map to input 1, 2, 5 and 6 in the settings. Please
do not select input 3, 4, 7 and 8 in the settings.

Step 4: Click the Test button to open the "Sensor test” dialog box to examine correct
input value and status.

Gonieral | Camera | view  Device |scheduie | astin |ussr |

It | ot |

cad [ - |

Hames Type Gaan Fram Tox

Pt [rpom o 5] p-5 =2l dmo:m:oo = laise s =
Pz [rpumz o B -5 &l Joimio S0 kaise s =
ra [rouos o x| s 7] loiwiw = L s =
r+ [wooms o ] pes o Ioimiw = L s =
Fis [roums o 5] p~5 &l oo =0 lEis e =
Fe& [roime wo 5 p-5 =l oo S0 ka:ise s =
rz [wesmr e 7l p-s F] loiwin = . [Eisis =
re [Jrosms e 7] p=s 7 lea oo = w l@isa s =
Gl T o 7] bes f] lmreim = L siswen S
F o [reso o ] b5 7] loieim = . Reisweomw =
s [eeatia e 7] pos 7] Imiwion = . BEEiseise =
r 2 etz oz s 7] leceeime =, Baiman =
Fiia [resz o ] pes 7 wﬂlﬁ;ﬂ:ﬂ =
14 [rous o 7] pes o i & Eisesn
ris [rpatls o 7] prs A lo:ww & | Fmsm =
i lrpotie o 7] s 7 leeoioo =, FEisaise =

Scan nterval: I1—ﬂ B0 T"'-_I--

Note: If I0-0404P connects to two capture cards, the number of input pins are 8. They are
input 1, 2, 5, 6, 9, 10, 13 and 14.
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Output Settings

Step 1: Open the Preferences dialog box, then click the Device/Output tab.
Step 2: Select "BT878-GPIO-1" from the Card list.

Step 3: The 4 output ports of IOC-0404P map to output 3, 4, 7 and 8 in the settings.
Please do not select output 1, 2, 5 and 6 in the settings.

Step 4: Click the Test button to examine the response of connected output devices.

I

=

o
o
3|2
T (T

e el el

BlE
E|E

s o
BhER] EEL Rl e
0

El=
=

EbL EL

tLLLLLLtEItLIILL '

R

r
r
3
=
r
r
3
=
Fa
ru
Il
_I:
re
Fi
re
Fi

BB
2|2
2|2

e e R e 0l Gl el D

Note: If IO-0404P connects to two capture cards, the number of output pins are 8. They
are output 3, 4, 7, 8, 11, 12, 15 and 16.
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CE Approved

Technical Specification

Digital Contact Input | 8

Isolation 5000Vrms

Digital Level 0 Open

Digital Level 1 Close

Relay Output 5

Relay Type Form A

Contact Rating 10A@125VAC, 5A@250VAC/30VDC
Operate Time 8 ms

Release Time 5ms

Dielectric Strength 2500VAC

Electrical life(min.) 1x10°

Mechanical life(min.) | 1 x 10’

Power Consumption 110 / 220 VAC or 5VDC, 5We°cC

Communication Port RS232 / RS485 (Protocol : Huper RTU ASCII)
RS232:1200 - 115, 200 bps; RS485 : 1200 -
921.6K bps Communication Distance RS232: 50 feet

RS485: 4000 feet

Input Power Supply 110 / 220 VAC or 5VDC, Digital InputiG 5/12/24
VDC Dimension 150 x 100 x 40 mm

Weight 360 g

Approved Standards CE
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Introduction

DC 5V Power, and
( RS232/RS485 Dry Contact Terminals

Connecting Terminal (total 8 terminals)
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(total 5 terminals)
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Installation

Mt

Connect to AC
power supply

110 / 220 VAC Power Supply Wiring

Appendix 6
DC+5V power supply CANNOT be used together with the AC power supply.
TTITEE
z8 8885
EER PR
Ir‘:—| I T 1 1 1 ﬂ
f 1 Comi{v-}
| | ol -8
Ralay Cutput -5 ——— | o7
Relay Output -4 ——— | — i 6
Relay Dutput -3 ——— | —ois
Relay Qutput -2 —— | | —— i
e T i
—] [ —— o1
FETITRE L DIF Swatch o D
P
s 5
i
(=
@
e
:
=
£ 28 g
hE = 5§
o z
T 2 &8
I L]
seeeey [T [TEETIT
Gadd| M TN
517,:?,:?_?# eeeegaa8ps| 888808088888
22828 |3 : .
g:s'wﬂ:*ﬂzg gfhffliﬂ'ﬂa
aocoocoadon s s Oy e [




* T

perVision

DC +5V Power Supply Wiring (When 5 relays are concurrently in use for a long time)

DC+5V power supply CANNOT be used together with the AC power supply.
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Relay Output -2 ——— i
R”*“"'C'“": el T s T E 543 21 —_gj
— L] o GVDO)
2IIIVAL — R o T — g <> 45V
p
& a

i &2,
S
. "
i o
iog | |
T i
Sabsss [TIIITIIT" illlllifﬁ
-i-. c: i%% ﬁlll &llllelr— E'élélllel 5
Sl SRR




|
= -
O
| nm_ = 5 W3 .4_ Lo Mo B m
dn
2 wuuuummmm+ fd sawed
< AT, = I oagags
L] e 1 T
— =T T T T T T T T T [ D €1d
\ —a_s—t) £1a
£ — —1T|  #ia
PO PO |..._......u|._H_ 510
ﬂ M |.._.....¢|.q._.._ o440
|...-.-...|é
50 oy | 3 1 wa
g & i - | {-p)wog
5 3 i ™
m W (NODIZEZ-SY — H w
o -
55 ¢ §080-90I
- [a]
B|
= I ;

ArE~S 20
MNOEZIOLE OV

wnding feay

Retay Output -5 ———

Relay Output -4 ———

Relay Output -3 ——

Relay Output -2 ———

Relay Output -1 ———
Com

DVR Using RS232 Com Port




T T T T T T F———,

—

converter (DVR

Connect to USB/RS232
without COM Port)
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DVR Using USB to Connect to RS485 Com Port

Connect to USB/RS485
converter (DVR without COM
Port or for long distance usage)
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RS232/RS485
Communication

Port, and DIP Switch

(1) DIP Switch Default: RS232, ID=1
(2) DIP Switch Setting: The DIP Switch is “OFF” by default which locates at the ID
display side. Shift to the other side to turn the DIP Switch “ON.”

Options for Communication Ports

DIP Switch| NO.1 | NO.2

Comm. Port

RS-232 OFF ON
RS-485 ON OFF

Note: NO.1 and NO.2 cannot be turned on at the same time; i.e. RS-232 and RS-485 cannot be is use
concurrently.

(1) NO.3 - NO.8 are node ID (a binary system)

(2) If NO.3 is ON and others are OFE it means 01.
(3) If NO.4 is ON and others are OFE it means 02.
(4) If NO.5 is ON and others are OFE it means 04.
(5) If NO.6 is ON and others are OFE it means 08.
(6) If NO.7 is ON and others are OFE it means 16.
(7) If NO.8 is ON and others are OFE it means 32.

Example:

If node ID is 1, the DIP Switch setting should be NO.3 is ON and others are OFE

If node ID is 3, the DIP Switch setting should be NO.3 and NO.4 are ON, and others are OFF.
If node ID is 5, the DIP Switch setting should be NO.3 and NO.5 are ON, and NO.4 and
others are OFF.

If node ID is 7, the DIP Switch setting should be NO.3~-NO.5 are ON, and NO.6 - NO.8 are
OFFE.

The Node ID is the sum of DIP Switch NO.3 to NO.8.
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DI Input Control

1. Connect the COM port to ~VDC. The COM port cannot be connected to +VDC. The acceptable
voltage is DC5V-DC24V.

2. 8 DI controls share the same power supply which accepts different levels of voltage starting from DC5V
to DC24V.

3. I0OB-0805 provides 5VDC for DI input contwol when the power supply is 110/220 VAC. No extra DC
power supply is necessary.

4. When 5 relay output controls are in long-term use, an extra 5VDC power supply is necessary.

5. Please DO NOT turn on the AC power supply while the DC +5V is in use.

Application Example: Alarm Detection (Contact Input)

I0B-0805 provides 5VDC for DI input control when the power supply is 110/220
VAC. No extra DC power supply is necessary.

10B-0805 DI Wiring Example A: Fire Alarm Detection (Contact Input) Using AC
Power Supply
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Application Example: Alarm Detection (Contact Input)

When 5 relay output controls are in long-term use, an extra 5VDC power supply is
necessary.

10B-0805 DI Wiring Example B: Fire Alarm Detection (Contact Input) Using DC
Power Supply
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RO (5A Relay Dry Contact) Output Control

5 RO controls share the same power supply, and accept different levels of voltage. All the
power supplies must be the same type, i.e. AC or DC.

Application Example: Alarm Indicator (AC)

10B-0805 RO Wiring Example A: Alarm Indicator (AC)
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Application Example: Small Fan or TV Set (under 5A)

10B-0805 RO Wiring Example B: Small Fan or TV Set (under 5A)
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FEG-AR - |

{ RS-23aTn)
I FS-ZaZRX}

—— =

Appendix 6

-

ATESA43 T

[al]
P Gt

I0B-0805

[ G-
el -1
-7
K]
-5
— D4
O3
.
o

kﬁa I N O O ™

R LLET

SERERE




Application Example: Refrigerator, Rice Cooker or Microwave

Note: Please use the relay, SSR or AC power supply with enough contact ratings to avoid danger. The
AC wire should be 3.5 mm when the power consumption is above 15A.

(70~240VAC)

1. For the appliances whose power consumption is under 15A, such as refrigerators, rice cookers,
microwaves, washers, small coolers and heaters, the AC wire needs to be 2.0 mm.

2. As for the large-sized appliances, like air conditioners and heaters, etc. whose power consumption is
above 15A, the AC wire must be at least 3.5 mm or above.

10B-0805 RO Wiring Example C: 15A/240V AC SSR or Relay (AC Control)
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Application Example: Refrigerator, Rice Cooker or Microwave

Note: Please use the relay SSR or AC power supply with enough contact ratings to avoid danger. The
AC wire should be 3.5 mm when the power consumption is above 15A.

(70~240VAC)

1. For the appliances whose power consumption is under 15A, such as refrigerators, rice cookers,
microwaves, washers, small coolers and heaters, the AC wire needs to be 2.0 mm.

2. As for the large-sized appliances, like air conditioners and heaters, etc. whose power consumption is
above 15A, the AC wire must be at least 3.5 mm or above.

10B-0805 RO Wiring Example D: 15A/240V AC SSR or Relay (DC Control)
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Settings at huperVision

After installing the IOB-0805 I/O box, follow the steps below.

1. Please find the bin folder in the directory C:/Program Files/huperLab/huperVision/bin.

(Close the DVR server).

2. Open the bin folder, then find the IOBoxTester.exe file. (See below).
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3. Double-click to run IOBoxTester.exe, then click the Scan button (see below).
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huperﬁj

.

4. After the scan is completed, click the Save button.

5. After you restart the DVR site server. IO Box will be detected by the DVR in the Device
tab of the Preferences dialog box.

Input Settings

Step 1: Open the Preferences dialog box, click the Device/Input tab.
Step 2: Select the item "IOB-0805(1)" from the Device drop-down list.

Step 3: 8 input ports are then displayed, and their assigned numbers start from 1 to 8.
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Output Settings

Step 1: Open the Preferences dialog box, click the Device/Output tab.
Step 2: Select the item "IOB-0805(1)" from the Device drop-down list.

Step 3: 8 input ports are then displayed, and their assigned numbers start from 1 to 5.
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CE Approved

Technical Specification

Digital Contact Input 16

Isolation 5000Vrms

Digital Level 0 Open

Digital Level 1 Close

Open Collector Output | 16

Isolation 5000 Vrms

Load Voltage 5/12/24 VDC

Max Load Current 500 ma ( 2A Per Common Group )
Power Consumption 5W

Communication port RS232 / RS485 ;1 Protocol : Huper RTU ASCII; *
RS232 : 1200 — 115,200 bps ;FRS485 : 1200 — 921.6K

bps Communication distance RS232 ;¢ 50 feet
RS485 ;G 4000 feet

Input Power Supply 12VvDC (9~12V), 5W

Dimension 150 x 100 x 40 mm

Weight 360 g

Approved Standards CE
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Installation

DVR Using R§232 Com Port

Connect to DC power supply Connect to R§232 Port (DVR
(Power consumption: 12VDC) using COM Port)
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Connect to DC power supply (Power

consumption: 12VDC)

Connect to USB/RS232 converter
(DVR without COM Port)
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F A

Connect to DC power supply Connect to USB/RS485

(Power consumption: 12VDC) converter (DVR without COM
Port or for long distance usage)
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RS232/RS485
Communication Port,
and DIP Switch

(1) DIP Switch Default: RS232, ID=1

(2) DIP Switch Setting: The default of DIP Switch is “OFF” which locates at the ID display side. Shit to
the other side to turn the DIP Switch “ON.”

Options for Communication Ports

DIP Switch| NO.6 | NO.7 | NO. 8

Comm. Port
RS-232 OFF ON OFF
RS-485 ON OFF ON

Note: NO.6, NO.7 and NO.8 cannot be turned on at the same time; i.e. RS-232 and RS-485 cannot
be in use concurrently.

(1) NO.1 - NO.5 are node ID (a binary system)

(2) If NO.1 is ON and others are OFF, it means 01.
(3) If NO.2 is ON and others are OFF, it means 02.
(4) If NO.3 is ON and others are OFF, it means 04.
(5) If NO.4 is ON and others are OFF, it means 08.
6) If NO.5 is ON and others are OFF, it means 16.

Example:

® [fnode ID is 1, the DIP Switch setting should be NO.1 is ON and others are OFE.

® Ifnode ID is 3, the DIP Switch setting should be NO.1 and NO.2 are ON, and others are
OFFE.

® Ifnode ID is 5, the DIP Switch setting should be NO.1 and NO.3 are ON, and NO.2, NO.4
and NO.5 are OFE.

® Ifnode ID is 7, the DIP Switch setting should be NO.1-NO.3 are ON, and NO.4 and NO.5
are OFE

® The Node ID is the sum of DIP Switch NO.1 to NO.5.

255 pumm
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Input/Output Pin
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DI Input Control

(1) Connect the COM port to +VDC. Its not allowed to connect to ~VDC. The acceptable voltage
is DC5V-DC24V.

(2) 4 DI controls share the same power supply which accepts different levels of voltage starting from
DC5V to DC24V

Application Example: Alarm Detection (Contact Input)
IOB-1616 DI Wiring Example A: Fire Alarm Detection (Contact Input)
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DO Output Control

(1) Connect the COM port to +VDC. It’s not allowed to connect to ~VDC. The acceptable woltage
is DC5V-DC24V.

(2) 4 DI controls share the same power supply which accepts different levels of voltage starting from
DC5V to DC24V

Application Example: Alarm Indicator (DC)
IOB-1616 DO Wiring Example A: Alarm Indicator (DC)
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Application Example: Refrigerator, Rice Cooker or Microwave
(70~240VAC)

I0B-1616 DO Wiring Example B: 15A/240V AC SSR or Relay (DC Control)

Note: Please use the relay, SSR or AC power supply with enough contact ratings to avoid danger. The
AC wire should be 3.5 mm when the power consumption is above 15A.
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thuperVision
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For the appliances whose power consumption is under 15A, such as refrigerators, rice
cookers, microwaves, washers, small coolers and heaters, the AC wire needs to be 2.0
mm.

As for the large-sized appliances, like air conditioners and heaters, etc. whose power
consumption is above 15A, the AC wire must be at least 3.5 mm or above.
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Settings at huperVision
After installing the IOB-1616 I/O box, follow the steps below.

1. Please find the bin folder in the directory C:/Program Files/huperLab/huperVision/bin.
(Close the DVR server).

2. Open the bin folder, then find the IOBoxTester.exe file. (See below).
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Do ardricyr 29K Asheabion Bxtersion  TRAOLNI0A 4: 35 PR =
bondl 2R Agglcation Estenson LN 1143 PM
Blirevmrdagzract s 2B Assication A1 4: 13 P
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3. Double-click to run IOBoxTester.exe, then click the Scan button (see below).
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4. Mfter the stan is aopleted, click the Save it

5 After you restart the DR site server. 10 Bx will be detected by the DR in the
Device tab of the Preferaxes dialag box.

Input Settings

St 1: Qoen the Preferences dialog bk, then click the Device/Trput tab.

Soep 2: Select the item "ICB-1616-I(1)" fram the drop-down list.

Step 3: 16 drput ports are then displayed, ad their assiged nunbers start fram 1 to 16.

Preferences E|

Genera!]CamaralViaw DE“:E'Sd'led_:lelAudiD |Netwr3rk%l,k;el 1

Input ]omput]

Device:  [10B-1616-I(1) -

BT878-GPIO-1
Nai From To

1 [inplloB-1616-0@) l:00:00 159:58

%2 [ipunz Mo | [o~5 ] loo:00:00 59:59 =

V3 |Inputod wo | Jo~s v Joo:oo:oo 159:59 =

M4 [inputod wo <] fo~s  +| loo:oo:oo is9:59 =

%5 [inputos Mo ~| [o~5 =] loo:o0:00 150:50 ——

¥ & |[Inputos No =] [o~5 | loo:co:oo 159:59 ——

W7 |inpuo7 mo v [o~5 <] loo:oo:mo :59:50 =

V& |inputng wo | [o~s -] fo0:o0:o0 = i59:59 —

¥ 9 [rnpung mo  v| [o~5 ~] loo:o0:00 150,50 4

¥ 10 [mnputio Mo v [o~s  ~| Joo:oo:oo 159:50 =

11 [Input1l MO | [o~5  +| foo:o0:o0 150:50 =

¥ 12 [inputiz wo <] o~5  ~| Joo:ooioo = 159:59 =

¥ 13 [Inputi3 MO <] [o~5 -] Joo:oo:oo -5 . l23:59:59 =

¥ 14 [Inputl4 v - [o~s = foo o000 = 235059 =

¥ 15 |Input1s no v [o~5 v fooiooio0 = | [misese =

¥ 16 [Inputis vo v o5 ] foiooioo = L feiseise =

Scan interval: [1 H osec Test...
[oc ] _cocel |




output Settings

Step 1: Open the Preferences dialog box, then click the Device/Output tab.
Step 2: Select the item "IOB-1616-O(2)" from the drop-down list.

Step 3: 16 output ports are then displayed, and their assigned numbers start from 1 to 16.

Preferences |£|

General | Camera | View  Device | Scherule | Audio | Network | User |

Input Output |

Device: 10B-1616-0(2) j

BT878-GPIO-1
Namiog-1616-1(1 From To
P 1 s [o0: 0000 = ~[23:50:50 = Test|
w2 [owpuz  [no + [S0 |10 [oo:o0:o0 = ~[23:50:50 = Test |
3 |oupud3  [vo ~| [S0 |10 [oo:io0:00 = & f23:50:50 = Test |
74 [oupans  [no ~| [50 10 oo :oo:o0 == . lz3:59:50 = Test |
P s [oupuos  [vo ~| [S0 |10 loo:00:00 == ~[23:50:50 =  Test
¥ 6 [oupuos  |wo <] |50 [10 fon:o0:00 = ~[23:50:50 = Test |
7 |oututD?  |no -] [SD |10 loo:oo:o0 = . lz3:50:50 Test
Fa [oupus  [vo +] [50 [10 foo:o0:00 = . [23:50:50 = Test |
~o9 [oupuos  [wo ~| (50 [10 [oo:o0:00 = ~[o3:50:50 = _Test|
W 10 [Outputio no ~| [s0 |10 oo o0 o0 - 5950 = _Test |
7 11 [ouputir  [wo ~| [0 |10 [on: oo oo = i59:59 = _Test |
7 12 [oupatiz [no ~ [S0 [10 [oo:00: 00 159159 = _Test|
W 13 [oupuiz [no + [s0 [10 [oo 0000 150 :50 Test
¥ 14 [Ouputta  |no +| S0 [10 [o0 o0 o0 - 159:59 = _Test|
@ 15 [oupuis  [wo +| [0 |10 oo : 00 00 159:59 = Test |
¥ 16 [oupais  [no ~| [s0 [10 [oo: 0000 :50:50 — Test |
OK | Cancel |
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Appendix 8
LB-16 Input Video Loopback Card

Video loop back card connects to huperVision capture cards to loop back video signals.
Camera video can through the video loop back card to the monitor set or to the quad
processor for monitoring purpose or other special applications.

Specifications

Model name LB-16 (AD043)
System 32 bits 5V PCI card
Video Input Four center crimp terminal housing up to 16 channel video input

One box header (2*13 pin) support 16 channel video input Two box
header (2*13 pin) support 8 channel video input

Video Output D-sub 25 connector support 16 channel video output
Video signal 1 Vpp, 75 switch optional
Dimension 119.88*85.09 mm

Connector Pin Assignment

1. Center crimp terminal housing for 4 channel video input (CN1,2,3,4)

Pin no.(CN1) Signal Pin no. (CN1) Signal
1 X 4 Video 3
2 Ground 5 Video 2
3 Video 4 6 Video 1

Pin no.(CN2) Signal Pin no. (CN2) Signal
1 X 4 Video 7
2 Ground 5 Video 6
3 Video 8 6 Video 5
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Pin no.(CN3) Signal Pin no. (CN3) Signal
1 X 4 Video 11
2 Ground 5 Video 10
3 Video 12 6 Video 9
Pin no.(CN4) Signal Pin no. (CN4) Signal
1 X 4 Video 15
2 Ground 5 Video 14
3 Video 16 6 Video 13
2. Box header for 16 channel video input (P1)
250000000000000!
260000000000000:
Pin no.(P1) Signal Pin no.(P1) Signal
1 Video 1 14 Ground
2 Video 14 15 Video 8
3 Video 2 16 Ground
4 Video 15 17 Video 9
5 Video 3 18 Ground
6 Video 16 19 Video 10
7 Video 4 20 Ground
8 Ground 21 Video 11
9 Video 5 22 Ground
10 Ground 23 Video 12
11 Video 6 24 Ground
12 Ground 25 Video 13
13 Video 7 26 Ground
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3. Box header for 8 channel video input (P2)

250000000000000!
2600000000000002
Pin no.(P2) Signal Pin no.(P2) Signal
1 Video 1 14 Ground
2 X 15 Video 8
3 Video 2 16 Ground
4 X 17 X
5 Video 3 18 Ground
6 X 19 X
7 Video 4 20 Ground
8 Ground 21 X
9 Video 5 22 Ground
10 Ground 23 X
11 Video 6 24 Ground
12 Ground 25 X
13 Video 7 26 Grounds
4. Box header for 8 channel video input (P3)
50000000000000!
6000000000000 0:2
Pin no.(P3) Signal Pin no.(P3) Signal
1 Video 9 14 Ground
2 X 15 Video 16
3 Video 10 16 Ground
4 X 17 X
5 Video 11 18 Ground
6 X 19 X
7 Video 12 20 Ground
8 Ground 21 X
9 Video 13 22 Ground
10 Ground 23 X
11 Video 14 24 Ground
12 Ground 25 X
13 Video 15 26 Ground
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5. D-sub 25 connector for 16 channel video output (P4)

O00000000000)!

25 \OOO0O00O0000000Q/ 14

Pin no.(P4) Signal Pin no.(P4) Signal
1 Ground 14 Video 1
2 Video 5 15 Ground
3 Video 9 16 Video 13
4 Ground 17 Video 2
5 Video 6 18 Ground
6 Video 10 19 Video 14
7 Ground 20 Video 3
8 Video 7 21 Ground
9 Video 11 22 Video 15
10 Ground 23 Video 4
11 Video 8 24 Ground
12 Video 12 25 Video 16
13 Ground
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6. Connect to video capture card

4404S Video Input Connector

16 Channel

Video Output

Connector

4416SG / 4416SB Video Input Connector

Video Signal 752 Switch Optional

Capture Card Model / Max Number | Slots for connection | # of Loop Back Channels
4404S x 4 P4, P5, Po, P7 4, 8,12, 16
44168G x 1 P1 16
4416SB x 1 P1 16
4404Q x 2 P2, P3 4,8
H4008DB x 2 P2, P3 8, 16
H8008DB x 2 P2, P3 8, 16
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Appendix 9

PTZ Camera Auto-tracking Guide

System Requirements

1. A DVR machine with huperVision 4000 installed.

2. A Pelco PTZ camera or a Messoa PTZ camera that supports the Pelco-D control
protocol (plus an RS232/RS485 converter if the DVR machine doesn’t provide an
RS485 port.)

Installation

Step 1: Make sure the PTZ camera device uses the Pelco-D control protocol. If not, please
adjust its switcher or jumper to use Pelco-D protocol.

Step 2: Connect the video cable of the PTZ camera to a BNC port of the capture card on
the huperVision machine.

Step 3: Connect the control cable of the PTZ camera to one COM port on the
huperVision machine. If the huperVision machine doesn’t support the RS485 port,
an RS232/5485 convert is required.

Customize Settings

1. Connect the PTZ camera to the DVR system and define a preset position

PTZ Device | Jopstick | Kebosrd | Custon|
COM Post Address Device Type.
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Step 1:
Step 2:

Step 3:

Step 4:
Step 5:

Click the “PTZ” icon on the panel at the right side of the huperVision system to
display the PTZ Control Panel.

Click the hammer button at the bottom of PTZ Control Panel to open the
“Settings” dialog box.

In the “Settings” dialog box, enter the PTZ camera information onto the “PTZ
Device” setting page.

- Select the “Cx” check box where “<” indicates the channel number that the PTZ
camera’s video cable connects to.

- Select the COM port from the “COM port” list that the PTZ camera’s control
cable connects to.

- Select the address ID of the PTZ camera from the “Address” list (check the PTZ
camera switcher to find the address ID or inquire from the dealer.)

- From the “Device type” list, select “Messoa (MessoaD)” for the Messoa PTZ
camera, or select “Pelco D, 2400 bps (Pelco-D)” for the Pelco PTZ camera.

- Then click the “OK” button to close the “Settings” dialog box.
Click the camera button to select the PTZ camera.

Define a preset position where the PTZ camera will move to after tracking. First,
adjust the camera viewing angle to an appropriate position. Then save the position
to a preset button by pressing a preset button and holding it for about 3 seconds.

2. Enable the auto-tracking function and customize its settings.
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Step 1: Right-click on the PTZ camera video to display a pop-up menu. Then click “PTZ
Auto-tracking”.

Step 2: In the “Auto-tracking” dialog box, select the “Enable auto-tracking” checkbox to
activate the auto-tracking function.

Step 3: From “The preset for going back after tracking” list, select the preset position
where the PTZ camera will move back to after tracking. Selecting “None” will
make the PTZ camera stay at the last position after tracking.

Step 4: Specify the PTZ camera information, including COM port, baud rate, address ID
and device type. The suggested baud rate is 2400 for the Messoa PTZ camera and
Pelco PTZ camera.

Step 5: Click “OK” to confirm the settings and start the auto-tracking function.

Auto-tracking Settings

The following are the settings you can adjust in the Auto-tracking dialog box to optimize
the accuracy of auto-tracking:
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a Enable auto-tracking Select this checkbox to activate the auto-

tracking function.

Note: While auto-tracking is enabled, you cannot manually control the PTZ camera on the
PTZ Control Panel.




e Maximum time for a camera movement Specify the maximum time for the PTZ
camera to complete a movement. While
PTZ camera is in movement, motion
detection will be disabled. After it
completes the movement, motion
detection will be enabled automatically.
The time duration can be set anywhere
between 1000 to to 2000 ms.

e Maximum time for going to a preset Specify the maximum time for the PTZ
camera to move to a preset position. An
appropriate time is the period for the
PTZ camera to complete a movement
along a circumference. The time
duration can be set anywhere between
1000 to 2000 ms.

Note: If the specified time for moving to a preset is too short to complete a movement, the
auto-tracking function may not work accurately.

Q The preset for going back after tracking Select the preset position where the PTZ
camera will move back after tracking.
Select None if you want the PTZ camera
to stay at the last viewing angle and
position.

9 Video frame margin to start movement Define the frame margin in the PTZ
camera video. The PTZ camera will not
move until moving objects touch the
frame. The frame width can be set
between 1% to 25% of the video height.

e PTZ camera settings Set the COM port, Baud rate, Address,
and Device type.

COM port Select the COM port number that the control cable of
the PTZ camera connects to.

Baud rate Select the appropriate baud rate to define the
communication speed between the huperVision
system and the PTZ camera.

Address The address of the PTZ camera is defined by the PTZ
camera device's ID switcher and jumper. If you find
no address ID or have no idea about it, try selecting a
value of 1. If it doesn't work, please contact your
dealer to get a correct address ID.

271 -
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There are two available device types: Messoa (Pelco
D) for the Messoa PTZ camera, and Pelco (Peloc D)
for the Pelco PTZ camera.

Device type

Note: Please be sure to set the correct COM port, baud rate and address ID.
Otherwise, the auto-tracking function will not work.

0 Sensitivity Specify the sensitivity level of motion detection. The

sensitivity level can range from 1 to 10.

0 Noise tolerance Specify the tolerance level to camera video noise. This
can range from 1 to 4.

9 Event interval Specify the minimum interval between tracking
events. If the specified interval has elapsed and there
are still no objects tracked, the PTZ camera will
return to the selected preset position (or it will stay at
the last position if None has been selected under The
preset for going back after tracking option).

@ Ignore smaller / larger objects Specify the size of moving objects that will be ignored
during tracking.
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ATl & Nvidia Dual-screen
setting

ATI Dual-screen setting

1. Download Drivers & Software from http://www.ati.com.

(1) Microsoft NET Framework

(2) Catalyst Control Center Package

Catak=t File Size Nildiioieal Wlo amd
Camrponiend {KHTAH} CoaTEnnEEnts

Wi o ol Dowmioad  F2.4 04868  This is a reguingd

MET 1003 dioariload.

Framewsork

Catatyst Downioad 342 04N 20E  Desplay and WM Divers
Conirol 2ol included in thi= bundle
Cenler

Fackape

1. Install Microsoft .NET Framework.
2. Install VGA driver.

3. Setup ATI-multimoniter. D AT] CATALYSTER) i

(1) Right-click you mouse on the Windows deraron leons By b
desktop. Rt resh

(2) Select ATT Catalyst Control. Paste
Faste Shortodt
Lirsd Copry Ch-Z

s L3

Progartias
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ATI CATALYSTR Control Center - Hasic

e Wizlcome to the
AN AN AT CATALYST® Control Center
‘what woihl you B 1o wne?
Q) Basic [Easy Setup Wizards and Quick 5eltings]
Frosstbert baoth sepe-by-steg scitstarcn e Duck, Seltirgs: o changeg pou
display sebup. and olher commaon backs.

@ Advanced
Wil wond o condigues sll of the many avalabls saliings of youn AT] guaphics
prodiuct.

I Dot koo this page again

“Yiou o chioose bebvween "Basic” [Easy snd Quick] o “Advanced” st sy
(L

Click Mext o coninge

Click the Next button.

ATI CATALYSTR Control Center - Hasic

‘what Would You Like to Do?
Setect an Emy Setup Wizad o Quick Seltings, then click Gao.

Easy Sebug ‘Wizands | Quick Sestings [Information Canter|

Chck on the Go butbon o starl the Wizad.

I i This ‘Wizard wll baks wous thecaagh sll fhes sheps o et up wour display configu stion o pour osm
irreoked

prefeerces. Up bo 5 sieps map be §




Appendix 10

Click the Go button.

ATI CATALYSTR Conkrol Center - Basic |

Available Display Devices
“'ous can show pour computer deskliop on one of mone displays af e sane e

The lnllowing displiay dérvices o corrmcted o pour AT) graphics moduct.
“which weoudd pou ke o use?
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1@ Anzbog Moritor 10 Analog Morisor
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@ Nore

Select your desired choice, and click Next.

ATI CATALYSTR Condrol Center - Basic

Deskiop Mode Selection
The destkihop mods sebsotion will deberming how this computer desibop & shown on pour diplayy

Select a deskion mode

@ Extanded Desitop [Carent Mode)
Tha deskiog is swbendsd o your mecond dieplay. Satings can be sst ndependently

for mach display. Thmusﬁ’dﬁwmmmmﬂwﬁmmmﬁamm
ommpiler with e room lor miskipks vardows.

@ Clone
The same deskiop image is shown on both displags. This is useful when giving
i

presen

0 Hoizorial Sireich
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Select “Horizontal Stretch” and click the Next button.

ATI CATALYSTR Conkrol Center - Basic |

Display Settings for Desktop Viewing
The tecommended sefings for desktop viewing have beer pre-selected.

Bccept o changs the deskiop srea fdisplay reschation] $hal will be acroes both of pow displays, hen
chick Finish to spply pow s=ttings and 1stumea 1o e E sy Setup £ Duick. Sattings page.

T sdust other display sefting:. clck the ddvanced button on the Essy Setup /' Quick Ssfngs pags.
Mairc CMC 177 4D Righimost: DOC Display
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CTEE
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Click the Finish button.
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Themes | Deskiop | Screen Saves | Appeaiance Seltings |
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Check “Display Properties” 2048*768”,”16bit”.
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Nvidia GeForce 6600 Dual-screen setting
Step1:

| Userlrverface | Elincts | Zoom | Hotkeps | Mowse | Took |
| Desiiop Manwgeimenl | Profies | ‘indows | Appications | Deskiops |

i Dasklop Manages
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Disatls
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Step2:
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